Dedication

The Commission dedicates this report to the memory of Les Aspin, the distinguished former chairman of the Armed Services Committee of the House of Representatives, former Secretary of Defense, and former Chairman of the President’s Foreign Intelligence Advisory Board. He served as Chairman of the Commission from February 3, 1995 until his untimely passing on May 21, 1995.

Les undertook this inquiry with his usual intensity and curiosity, attempting to assimilate as many facts and opinions from as many people as he could possibly cram into a day’s schedule. This particular undertaking was yet another of the intellectual puzzles Les so relished and was so good at solving. He infected us with his enthusiasm and educated us with his insights. While his loss was a severe blow, we followed the path he had laid out for us, and his example motivated us each step of the way. Les so eagerly anticipated bringing this report to fruition. It is, therefore, only fitting that we dedicate it to him now with a deeply felt sense of affection and gratitude.

The Commission also takes this occasion, as Les would want us to do, to pay special tribute to the men and women of the Intelligence Community who have given their lives in the service of their country. Their sacrifices, often made in anonymity, have made the world a safer place for us all.
Preface

THE perception many Americans have of intelligence probably owes more to fiction than fact. Indeed, most Americans have little understanding of either what intelligence is or what intelligence does. Compared with other areas of government activity, intelligence, by its very nature, is exposed to little public debate and cannot receive the normal level of serious and informed scrutiny by the press. It is, moreover, a function internal to the workings of government, one which has little perceptible effect on the daily lives of most Americans, and thus, generates few constituencies among the public.

During the Cold War, when U.S. survival seemed at stake, Americans, for the most part, accepted the need for an intelligence apparatus to fathom the intentions and capabilities of a hostile, dangerous adversary which often acted in secret. While some citizens were uncomfortable with the notion of a democratic government carrying out clandestine activities abroad with seemingly little accountability to the electorate, most accepted the need for the United States to cope realistically and comprehensively with clear and significant external threats to its security.

For more than forty years, the United States invested in an intelligence apparatus which grew ever more capable and ever more costly, encompassing not only a far-flung network of human agents but also a fleet of satellites, high-altitude reconnaissance aircraft, and sophisticated listening posts around the world. During the days of the Cold War, intelligence was widely accepted as worth the cost, regardless of what it took, because our survival was at stake.

Today, by all accounts, the technical intelligence capabilities of the United States are the most advanced of any government in the world. As such, they provide an advantage over potential adversaries and constitute an important element of national strength both in military and political terms. Moreover, given the enormous long-term investment required to create a comparable capability, the United States is apt to retain its preeminent position so long as it chooses to maintain and modernize these capabilities.

But maintaining and modernizing these capabilities are costly. Given other pressing fiscal needs, serious attention must be paid to why they are needed in the post-Cold War era. Countries that once threatened our survival now are emerging democracies. Information once denied the outside world now is readily available from a multitude of sources. Some “denied areas” are no longer so.

Given this radically changed global environment, are intelligence capabilities still needed? If so, can their efficiency and effectiveness be improved?

These questions have been raised repeatedly since the end of the Cold War without a satisfactory answer. At the same time, the confidence of the public and the Congress in intelligence agencies eroded amid evidence of instances of incompetence, allegations of wrongdoing, and a seeming lack of accountability.
By the autumn of 1994, these episodes had taken their toll on the credibility of the enterprise. Congress decided it needed an outside opinion. What kind of intelligence capability is needed by the United States, and, if one still made sense, how can it be improved? Those are the questions that prompted the creation of this Commission. Congress wanted an independent and objective judgment, untainted by politics or blind adherence to the status quo.

That is the standard the Commission strove to satisfy, and that is how we hope this report is perceived. For almost a year, the Commission wrestled with the issues. We found an Intelligence Community of greater size and complexity than many of us had realized. Understanding it even at a “macro” level required mastering a great deal of arcane and technical information. A large part of our initial effort involved identifying among myriad details the key problems and appropriate levers for bringing about needed change. From there we considered the various options for instituting such change, evaluating literally hundreds of ideas and proposals communicated to us over the course of our inquiry. Those which appeared to have merit were scheduled for discussion. From those discussions, consensus began to emerge on most issues.

During this process, we could not divorce ourselves from unfolding events. Several months into our work, a new Director of Central Intelligence was confirmed who had his own ideas for reforming institutions and procedures. Those had to be taken into account. In addition, oversight matters arose during the year which aroused considerable public controversy and had to be evaluated. While the Commission was not charged with conducting an oversight inquiry, we had to ascertain whether these episodes suggested any systemic changes.

This report contains numerous findings and recommendations. Some call for major change; others recommend preserving the status quo. All were arrived at after a long process of fact-finding and debate. We recognize that they will not be greeted with unanimous support and approval. Indeed, among the witnesses who appeared before the Commission, we found unanimity on very few issues. That a commission of 17 people with such different backgrounds and experience could reach the degree of consensus reflected by this report is remarkable in and of itself.

While the Commission’s recommendations address a great many issues, there are discernable overarching themes:

♦ First is the need to better integrate intelligence into the policy community it serves. Intelligence cannot operate successfully in a vacuum. Its effectiveness is largely a function of its responsiveness, and its responsiveness is a function of the relationships it has with those it serves, from the President on down.

♦ Second is the need for intelligence agencies to operate as a “community.” In times of crisis or war, intelligence agencies overcome the obstacles that separate them and pull together toward a common objective. By all accounts, it is in such situations that intelligence performs best. The challenge is to create the same level of performance in the absence of crisis.
Third is the need to create greater efficiency. The Commission’s report suggests a number of ways this might be done. Few will be easy. If the intelligence function is to retain its vitality, however, and if the confidence of the Congress and the public is to be restored, more rigor and modern management practices must be brought to the system.

In closing, we express our appreciation for the assistance of the Commission staff, under the direction of Britt Snider, Staff Director, John Moseman, Deputy Staff Director, and John Bellinger, General Counsel. To Britt Snider in particular, our thanks for his leadership in guiding our inquiry and his unstinting efforts to produce a thorough and balanced report.

For all who worked on this project, Commissioners and staff alike, this has been an exceptionally compelling experience. Our work now passes to the President and to the Congress for consideration and implementation as they may deem appropriate. We hope that the actions recommended by the Commission will strike a responsive chord in both branches and lead to a more effective, responsive, and efficient intelligence capability to serve the nation’s interests. From the beginning, that goal has united all who served on this Commission.

Harold Brown
Chairman

Warren B. Rudman
Vice Chairman
Executive Summary

This Commission was chartered by Congress in October 1994 to conduct a comprehensive review of American intelligence. The Cold War had ended, and it was prudent to reexamine a costly government activity closely tied to that era.

Legislative attempts in the early 1990s to restructure and reform intelligence had not been seen as producing significant change. Reform efforts within the Executive branch had proceeded by fits and starts. Intelligence agencies touted new forays into areas such as intelligence on the environment, leading many observers to conclude they had lost focus and were searching for reasons to justify their existence.

In addition, new questions arose about the competence and accountability of intelligence agencies. The Ames espionage case, in particular, raised concerns not only about the failure of the CIA to detect a rather clumsy spy in its midst, but also about the degree to which the agency holds accountable those responsible.

By the fall of 1994, Congress decided the time had come for a “credible, independent, and objective review of the Intelligence Community” and established this Commission to perform it. Nineteen separate areas were identified for assessment.

The Commission began operations on March 1, 1995 and conducted a rigorous inquiry during the following twelve months. It received formal testimony from 84 witnesses, and its staff interviewed over 200 other individuals. Members of the Commission visited several foreign countries with which the U.S. has cooperative relationships in the intelligence area, and the Commission reviewed a large amount of written opinion on intelligence issues. The results of its inquiry are reflected in the fourteen chapters that follow this summary.

Overall Findings and Conclusions

The Commission concludes that the United States needs to maintain a strong intelligence capability. U.S. intelligence has made, and continues to make, vital contributions to the nation’s security, informing its diplomacy and bolstering its defenses. While the focus provided by the superpower struggle of the Cold War has disappeared, there remain sound and important roles and missions for American intelligence.

At the same time, the performance of U.S. intelligence can be improved:

♦ Intelligence must be closer to those it serves. Intelligence agencies need better direction from the policy level, regarding both the roles they perform and what they collect and analyze. Policymakers need to appreciate to a greater extent what intelligence can offer them and be more involved in how intelligence capabilities are used. Intelligence must also be integrated more closely with other functions of government, such as law enforcement, to achieve shared objectives.
Intelligence agencies should function more closely as a “Community.” The present organizational arrangement does not provide sufficiently strong central direction. Authority is dispersed, and administrative barriers often prevent or impede cooperation between agencies.

Intelligence can and should operate more efficiently. In some cases, organizational structures create inefficiencies. The process for allocating resources to intelligence is severely flawed. Greater use of modern management practices is needed. Some agencies find themselves with workforces that are not aligned with their current needs but lack the ability to correct the situation. Separate personnel and administrative systems among the agencies create additional inefficiencies. Meanwhile, the growing cost of these workforces precludes needed investments in new technologies and initiatives.

The quality and utility of intelligence to the policy community should be improved. Intelligence producers need to build more direct relationships with their customers, take greater advantage of expertise and capabilities outside the Government, and take additional measures to improve the quality and timeliness of their output. Some independent evaluation of this output needs to occur.

Through expanded international cooperation, the United States should take advantage of its preeminence in the intelligence field to further its broader political and military interests, sharing the capabilities as well as the costs.

The confidence of the public in the intelligence function must be restored. Ultimately, this will happen only as the Intelligence Community earns the trust and support of those it serves within the Government, including the elected representatives of the people. Yet those responsible for directing and overseeing intelligence activities also can play a part by providing public recognition and support where appropriate.

While each of these problems is challenging, none is insuperable. This report reflects what, in the Commission’s view, needs to be done. The principal recommendations of the Commission are summarized in the next section. (Additional recommendations are made in the text of the report and are not reflected in this summary.)

Summary of the Commission’s Key Recommendations

The Need to Maintain an Intelligence Capability (Chapter 1)

Without question, the United States needs information about the world outside its borders to protect its national interests and relative position in the world, whether as a Cold War “superpower” or a nation that remains heavily and inextricably engaged in
world affairs. It needs information to avoid crises as well as respond to them, to calibrate its diplomacy, and to shape and deploy its defenses.

Much of that information is openly available, but much of it is not. Intelligence agencies attempt to fill the void. Their capabilities are costly. At times their activities are a source of embarrassment, even consternation. But they continue to provide information crucial to U.S. interests. Over the last five years, conflicts have been avoided, wars shortened, agreements reached, costs reduced, and lives saved as a result of information produced by U.S. intelligence agencies.

The Commission concludes that the United States should continue to maintain a strong intelligence capability. U.S. intelligence has made, and continues to make, vital contributions to the nation’s security. Its performance can be improved. It can be made more efficient. But it must be preserved.

The Role of Intelligence (Chapter 2)

The roles and missions of intelligence are not static. They are affected by changes in the world, in technology, and in the Government’s needs. Each President must decide where intelligence agencies should concentrate their efforts.

The Commission perceives four functional roles for intelligence agencies—collection, analysis, covert action, and counterintelligence—as well as a number of “missions” in terms of providing substantive support to particular governmental functions.

There are complexities in each of the functional roles, but covert action (i.e., operations to influence conditions in other countries without the involvement of the United States being acknowledged or apparent) remains the most controversial. The Commission concludes that a capability to conduct covert actions should be maintained to provide the President with an option short of military action when diplomacy alone cannot do the job. The capability must be utilized only where essential to accomplishing important and identifiable foreign policy objectives and only where a compelling reason exists why U.S. involvement cannot be disclosed.

Support to U.S. diplomacy, military operations and defense planning should continue to constitute the principal missions of the Intelligence Community. Countering illicit activities abroad which threaten U.S. interests, including terrorism, narcotics trafficking, proliferation of weapons of mass destruction, and international organized crime are also increasingly important missions.

The increase in the availability of publicly available information may permit some diminution in the current level of effort to analyze the economies of other countries. The Commission strongly supports the current policy prohibiting intelligence agencies from engaging in “industrial espionage,” i.e., using clandestine means to obtain information from foreign commercial firms for the benefit of a U.S. competitor. It is appropriate, however, for intelligence agencies to report to cognizant officials at the Departments of State and/or Commerce evidence of unfair trade practices being undertaken by or with the knowledge of other governments to the disadvantage of U.S. firms.
Support to law enforcement and regulatory agencies is a legitimate mission but requests for such support must be rigorously evaluated to ensure that intelligence agencies are able to make a useful contribution. The Commission also sees the provision of support to U.S. agencies concerned with environmental and health problems outside the United States as a legitimate, albeit limited, mission.

The Need for Policy Guidance (Chapter 3)

By law, the principal source of external guidance for intelligence activities has been the National Security Council (NSC). In practice, however, the institutional functions of the NSC with respect to intelligence have varied from one Administration to another. Moreover, the organizational structures created to perform these functions often have foundered due to lack of involvement by senior officials. This has resulted in inconsistent, infrequent guidance, and sometimes no guidance at all, leaving intelligence agencies to fend for themselves.

The institutional role played by the NSC with respect to intelligence activities should not change from Administration to Administration. This role should include providing overall guidance on what intelligence agencies are expected to do (and not do); establishing priorities for intelligence collection and analysis to meet the ongoing needs of the Government; and assessing periodically the performance of intelligence agencies in meeting these needs. Whatever NSC structure may be created to accomplish these ends, it should remain clear that the Director of Central Intelligence reports directly to the President.

The Commission recommends a two-tier structure to carry out the institutional role of the National Security Council. A “Committee on Foreign Intelligence” should be created, chaired by the Assistant to the President for National Security Affairs, and including the Director of Central Intelligence, the Deputy Secretary of Defense, and the Deputy Secretary of State. This Committee should meet at least semiannually and provide broad guidance on major issues. A subordinate “Consumers Committee,” comprising representatives of the major consumers and producers of intelligence, should meet more frequently to provide ongoing guidance for collection and analysis and periodically to assess the performance of intelligence agencies in meeting the needs of the Government.

The Need for a Coordinated Response to Global Crime (Chapter 4)

Global criminal activity carried out by foreign groups—e.g. terrorism, international drug trafficking, proliferation of weapons of mass destruction, and international organized crime—is likely to pose increasing dangers to the American people in the years ahead, as perpetrators grow more sophisticated and take advantage of new technologies.

Law enforcement agencies historically have taken the lead in responding to these threats, but where U.S. security is threatened, strategies which employ diplomatic, economic, military, or intelligence measures may be required instead of, or in collaboration with, a law enforcement response. In the Commission’s view, it is essential that there be overall direction and coordination of the U.S. response to global crime.
The Commission recommends the establishment of a single element of the National Security Council—a Committee on Global Crime—chaired by the Assistant to the President for National Security Affairs and including, at a minimum, the Secretaries of State and Defense, the Attorney General, and the Director of Central Intelligence, to develop and coordinate appropriate strategies to counter such threats to our national security.

For these strategies to be effective, the relationship between intelligence and law enforcement also must be substantially improved. In this regard, the Commission recommends: (1) the President should designate the Attorney General to serve as the spokesperson and coordinator of the law enforcement community for purposes of formulating the nation’s law enforcement response to global crime; (2) the authority of intelligence agencies to collect information concerning foreign persons abroad for law enforcement purposes should be clarified by Executive Order; (3) the sharing of relevant information between the two communities should be expanded; and (4) the coordination of law enforcement and intelligence activities overseas should be improved.

The Organizational Arrangements for the Intelligence Community
(Chapter 5)

The position of Director of Central Intelligence (DCI) was created to pull together and assess relevant information collected by the intelligence elements of the Government. Over the past five decades, the number, size, and cost of those agencies grew. In 1971, President Nixon gave the DCI explicit authority to establish requirements and priorities for intelligence-gathering, and to consolidate the budgets of all “national” intelligence activities into a single budget. Succeeding Presidents issued orders reaffirming and, to a limited degree, expanding these authorities.

Nevertheless, over 85 percent of the intelligence budget is executed by agencies not under the DCI’s control. He exercises no line authority over the personnel of agencies other than the CIA and has little recourse when these agencies choose to ignore his directives. He remains an advocate for “national” requirements, but his ability to influence other agencies is largely a function of his persuasiveness rather than his legal authorities. Partly because of their relatively weak position with respect to the Intelligence Community as a whole, most DCIs have devoted the bulk of their time to managing the CIA and serving as intelligence adviser to the President.

The Commission considered many options for dealing with this problem, from abandoning the concept of centralized management altogether to giving the DCI line authority over “national” intelligence agencies within the Department of Defense (DoD). In the end, the Commission concluded that a centralized framework should be retained and that it would be unwise and undesirable to alter the fundamental relationship between the DCI and the Secretary of Defense. The Commission concluded the preferable approach is to strengthen the DCI’s ability to provide centralized management of the Intelligence Community.
To give the DCI more time to manage, the Commission recommends that the current position of Deputy Director of Central Intelligence should be replaced with two new deputies to the DCI: one for the Intelligence Community and one with day-to-day responsibility for managing the CIA. Both would be appointed by the President and confirmed by the Senate. The deputy for the CIA would be appointed for a fixed term. To give the DCI greater bureaucratic “weight” within the Intelligence Community, the DCI would concur in the appointment (or recommendation for appointment) of the heads of “national” intelligence elements within the Department of Defense, and would be consulted with respect to the appointment of other senior officials within the Intelligence Community. The heads of two of the “national” intelligence elements—the Director of the National Security Agency and the Director of the Central Imagery Office (or its successor agency)—would be dual-hatted as Assistant Directors of Central Intelligence for signals intelligence and imagery, respectively. Their performance in those capacities would be evaluated by the DCI as part of their rating by the Secretary of Defense. In addition, the DCI would be given new tools to carry out his responsibilities with respect to the intelligence budget and new authority over the intelligence personnel systems.

The Central Intelligence Agency (Chapter 6)

While the CIA has had too many operational and management failures, those failures do not represent the norm. Indeed, the Commission found that the CIA has had, and continues to have, important successes in what is a difficult and risky business. The Commission concludes that the functions of the CIA remain valid and are not likely to be performed better elsewhere in the Government. Substantial changes in the Agency’s management and method of operation are needed, however, to reduce the likelihood of additional internal breakdowns and instances of poor performance.

To provide greater continuity in the management of the CIA, the Commission recommends that the Deputy DCI responsible for the CIA be appointed to a fixed term with an overall length of six years, renewable by the President at two-year intervals. To improve the quality of management, the Commission recommends a comprehensive approach to the selection, training, and career progression of CIA managers. Separate career tracks with appropriate opportunities for advancement ought to be provided for specialists who are not selected as managers. Clear guidelines should be issued regarding the types of information that should be brought to the attention of senior Agency managers, including the DCI and Deputy DCI.

The Need for a More Effective Budget Structure and Process (Chapter 7)

The DCI is responsible for approving the budget for “national intelligence,” but 96 percent of the funding is contained in the budget of the Department of Defense. In addition, the DCI’s budget is but one of three budgets or aggregations that make up the total funding for intelligence. The other two fund “defense-wide” and “tactical” intelligence activities of the Department of Defense.
Programs within the DCI’s intelligence budget are not built around a consistent organizing principle. Activities of a similar nature are often funded in several different “programs,” making it difficult to assess tradeoffs between programs or to know where best to take cuts, should cuts be necessary. Given that similar intelligence activities also may be funded outside the DCI’s budget in either defense-wide or tactical intelligence aggregations, the potential for waste and duplication is exacerbated.

The DCI has had inadequate staff support, inadequate procedures, and inadequate tools to carry out effectively his budgetary responsibilities for “national” intelligence.

The Commission recommends that the budget for national intelligence be substantially realigned. Programs grouping similar kinds of intelligence activities should be created under separate “discipline” managers reporting to the DCI. For example, all signals intelligence activities should be grouped under the “discipline management” of the Director of the National Security Agency. These discipline managers also should coordinate the funding of activities within their respective disciplines in the defense-wide and tactical aggregations of the Defense Department, thus bringing greater consistency to all intelligence spending. The DCI should be provided a sufficient staff capability to enable him to assess tradeoffs between programs or program elements and should establish a uniform, community-wide resource data base to serve as the principal information tool for resource management across the Intelligence Community.

*Improving Intelligence Analysis (Chapter 8)*

Unless intelligence is relevant to users and reaches them in time to affect their decisions, the effort to collect and produce it has been wasted. Consumers in policy agencies in particular express dissatisfaction with the intelligence support they receive. While consumers often are uncooperative and unresponsive, producers must attempt to engage them.

The Commission recommends that intelligence producers take a more systematic approach to building relationships with consumers in policy agencies. Key consumers should be identified and consulted individually with respect to the form of support they desire. Producers should offer to place analysts directly on the staffs of consumers at senior levels.

Relationships with consumers cannot be sustained, however, unless intelligence producers can over time demonstrate they bring something of value to the table. While the Commission found that intelligence analysis consistently adds value to that which is available from public sources, improving the quality of such analysis and ensuring it reaches users in a timely manner are continuing concerns.

The Commission recommends that the skills and expertise of intelligence analysts be more consistently and extensively developed, and that greater use be made of substantive experts outside the Intelligence Community. A greater effort also should be made to harness the vast universe of information now available from open sources. The systems establishing electronic links between producers and consumers currently being implemented should be given a higher priority.
Estimative, or long-term, intelligence came in for particular criticism from consumers.

The Commission recommends that the existing organization that prepares intelligence estimates, the National Intelligence Council, be restructured to become a more broadly based “National Assessment Center.” It would remain under the purview of the DCI but be located outside the CIA to take advantage of a broader range of information and expertise.

**The Need to “Right-Size” and Rebuild the Community (Chapter 9)**

Although there have been substantial personnel reductions in virtually every intelligence agency since the end of the Cold War, personnel costs continue to crowd out investments in new technologies and operational initiatives. In some agencies, this phenomenon is beginning to reach crisis proportions. Agencies find themselves with workforces that are not well aligned with their needs but lack the legal authority to streamline and reorient their workforces to current and future requirements.

The Commission recommends the enactment of new legislation giving the most severely affected intelligence agencies a one-year window to “rightsize” their workforces to the needs of their organization. Such authority would be available only to the CIA and to intelligence agencies within the Department of Defense which determine that a reduction of 10 percent or more of their civilian workforce beyond the present congressionally-mandated level of reduction is desirable. Agencies which avail themselves of this authority would identify positions no longer needed for the health and viability of their organization. The incumbents of such positions, if close to retirement, would be allowed to retire with accelerated eligibility. If not close to retirement, they would be provided generous pay and benefits to leave the service of the agency concerned, or, with the concurrence of the agency affected, exchange positions with an employee not in a position identified for elimination who was close to retirement and would be allowed to leave under the accelerated retirement provisions. New employees would be hired to fill some, but not all, of the vacancies created, providing the skills necessary to satisfy the current and future needs of the agency involved.

Four separate civilian personnel systems exist within the Intelligence Community. These systems discourage rotation between intelligence agencies, which is key to functioning as a “community.” In addition, many aspects of personnel and administration could be performed more efficiently if they were centralized.

The Commission recommends the Director of Central Intelligence consolidate such functions where possible or, if centralization is not feasible, issue uniform standards governing such functions. The Commission also recommends the creation of a single “senior executive service” for the Intelligence Community under the overall management of the DCI.

**Military Intelligence (Chapter 10)**

Responsibility for military intelligence is dispersed among the Office of the Secretary of Defense, the Joint Chiefs of Staff, the military departments, several defense
agencies, and, to a lesser degree, the CIA. To provide coherence, a multitude of boards, committees, and working groups exist to develop policy and allocate resources. Although many witnesses suggested creating a single military official with overall responsibility for these activities, the Commission does not endorse this suggestion.

The Commission did find that progress had been made in reducing duplication in military intelligence analysis and production, but that the size and functions of the numerous organizations performing these functions continued to raise concern. The Commission recommends that the Secretary of Defense undertake a comprehensive examination of the size and missions of these organizations.

The Commission also found that the organizational arrangements for providing intelligence support to joint warfighting and for executing the functions of the Joint Chiefs of Staff as they pertain to intelligence should be improved. The Commission recommends that the Director for Intelligence (J-2), who now is an officer assigned to the Defense Intelligence Agency, be constituted as part of the Joint Staff and be made responsible for these functions.

The Commission also found that a problem continued to exist with respect to how information produced by national and tactical intelligence systems is communicated to commanders in the field. While such information has become increasingly important for the targeting of “smart” weapons and reconnaissance assets, it is not always communicated in a timely way or in a form that can readily be used. Many organizations and coordinating entities within DoD are working on aspects of this problem, but no one, short of the Secretary of Defense, appears to be in charge. The Commission recommends that a single focal point be established on the staff of the Secretary of Defense to bring together all of the relevant players and interests to solve these problems. It considers the Assistant Secretary of Defense (Command, Control, Communications and Intelligence) to be the appropriate official for this purpose.

Finally, the Commission believes the costs and difficulties involved in maintaining a separate infrastructure within DoD for the conduct of clandestine HUMINT operations are no longer justified. The Commission recommends that the clandestine recruitment of human sources, now carried out by active duty military officers assigned to the Defense HUMINT Service, be transferred to the CIA, utilizing military personnel on detail from the DoD as necessary.

Space Reconnaissance and the Management of Technical Collection (Chapter 11)

U.S. intelligence capabilities in space represent technological achievements of the highest order, and have, over time, served the nation’s interests well. They are highly vulnerable to the failure of a single component system, however, and are very expensive.

The Commission recommends greater international cooperation in space reconnaissance through expanded government-to-government arrangements as a means of dealing with both the vulnerability and cost of U.S. space systems. In this regard, the Commission proposes a two-tier approach as a model for such collaboration. The
Commission also recommends that the President reexamine certain restrictions on the licensing of commercial imaging systems for foreign sale in order to encourage greater investment by U.S. firms in such systems.

The Commission endorses greater coordination between the space programs of the Defense Department and Intelligence Community in order to achieve economies of scale where possible, but recommends the National Reconnaissance Office be preserved as a separate organization.

The Commission endorses the creation of a National Imagery and Mapping Agency as recently proposed by the DCI and Secretary of Defense.

**International Cooperation (Chapter 12)**

The Commission found that the United States is deriving great benefit from its bilateral relationships in the intelligence area. While other countries do not have technical capabilities to match those of the United States, they do provide expertise, skills, and access which U.S. intelligence does not have, and, for the most part, appear to be contributing within the limits of their respective national resources. Cooperation in intelligence matters also provides a tangible means of maintaining the overall political relationship with the countries concerned.

Increasingly, the United States acts through multinational organizations or as a part of multinational coalitions. Often it will be in the interest of the United States to share information derived from intelligence with such organizations or coalitions to achieve mutual objectives. While the Intelligence Community, when called upon, does attempt to satisfy these kinds of requirements, a more systematic, comprehensive approach is called for.

The Commission recommends that the DCI and the Secretaries of State and Defense develop a strategy that will serve as the normal basis for sharing information derived from intelligence in a multinational environment.

**The Cost of Intelligence (Chapter 13)**

In this report, the Commission recommends a number of actions which it believes would, if implemented, reduce the cost of intelligence. In particular, the Commission believes that until the Intelligence Community reforms its budget structure and process, as recommended in Chapter 7, it will remain poorly positioned to identify potential cost reductions.

At the same time, the Intelligence Community may have needs that are not funded in the projected program, especially in the area of research and development and investments in new technology. Given that downward pressure on spending will continue for the foreseeable future, these needs are not apt to be funded unless savings can be found to finance them within the existing budget. The Commission believes it essential, therefore,
that a concerted effort be made by the DCI and heads of agencies within the Intelligence Community to reduce the costs of their operations in order to maintain their overall health and vitality.

**Accountability and Oversight (Chapter 14)**

Intelligence agencies, compared to other institutions of the federal government, pose unique difficulties when it comes to public accountability. They cannot disclose what they are doing to the public without disclosing what they are doing to their targets. Yet they are institutions within a democracy, responsible to the President, the Congress, and, ultimately, the people. Where accountability can be strengthened without damaging national security, the Commission believes it should be.

The Commission recommends that the President or his designee disclose the total amount of money appropriated for intelligence activities during the current fiscal year and the total amount being requested for the next fiscal year. The disclosure of additional detail should not be permitted.

Because intelligence activities cannot be openly discussed, special oversight arrangements have been created for intelligence agencies in both the Legislative and Executive branches.

In Congress, principal day-to-day oversight is provided by special committees in the House of Representatives and the Senate, whose members serve on rotational assignments up to eight years in length. By and large, these committees appear to provide effective oversight. The Commission believes, however, that their oversight would be strengthened if appointments to the committees were treated like appointments to other committees, with new members added as a result of normal attrition. The choice of new members, however, should continue to be made by the respective congressional leaders. If this is not feasible, the maximum period of service ought to be extended to at least ten years.

In the Executive Branch, the Intelligence Oversight Board, a standing committee of the President’s Foreign Intelligence Advisory Board, has overall responsibility for oversight of intelligence agencies, and each agency either has an Inspector General internal to its own organization or is part of an organization with an Inspector General. Only the CIA has an independent statutory Inspector General. The Commission recommends a comprehensive review of these arrangements by the Intelligence Oversight Board to ensure effective performance of the oversight function.
Introduction

Background Leading to the Creation of the Commission

In the euphoria that followed the collapse of communist regimes in Eastern Europe in 1989 and the dissolution of the Soviet Union in 1991, some wondered whether intelligence agencies would still be necessary. Gone was the Cold War’s military threat to U.S. survival, and no comparable threat appeared on the horizon.

It was soon apparent, however, that significant, if lesser, threats remained. The 1991 Persian Gulf War quelled, for the time being, one such threat, and also signaled an expanded role for intelligence in modern warfare. Never before had intelligence been so closely integrated into combat operations with such devastating impact. The deployment of U.S. military forces into unanticipated situations in Somalia, Rwanda, and Haiti also imposed new demands on intelligence agencies. The discovery by U.S. intelligence in 1992 of the beginnings of a nuclear weapons program in North Korea reminded Americans of the need for continued vigilance.

But if intelligence was still needed, its focus remained unclear. Some of the rationales offered to the public, such as environmental intelligence, suggested that intelligence agencies might be looking for new missions to justify their existence. The uncertainty felt by the public was reflected to some degree in the reduced resource commitment that Congress was willing to make to the intelligence function. The dramatic rise in funding that had taken place in the 1980s came to an abrupt end in 1989, and it steadily decreased thereafter. Across-the-board personnel reductions were imposed as well.

At the same time, intelligence operations were being increasingly revealed to the public, and not always in flattering terms. The 1991 confirmation hearings of Robert Gates involved a wrenching examination of whether CIA analysis had been distorted for political purposes during the Reagan Administration. In the meantime, the public learned that most of the CIA’s agents in Cuba and East Germany during the latter stages of the Cold War had, in fact, been controlled by the other side.

Within Congress, there was an early, but unsuccessful, attempt to direct organizational reform. In 1992, the chairmen of both congressional intelligence committees introduced similar legislation calling for major restructuring of intelligence agencies under a “Director of National Intelligence.” At the same time, then DCI Gates instituted a series of internal task forces that produced recommendations for reform in a number of areas. While the work of these task forces did not result in major structural change, they did represent a substantial effort to adjust the operations of the Intelligence Community in the wake of the Cold War. In the face of the new DCI’s actions, Congress backed away from more radical structural change and enacted legislation in 1992 that largely codified the authorities and responsibilities of the DCI under Executive branch policy.

After the 1992 presidential elections, a new DCI, R. James Woolsey, was appointed and continued many of the Gates reforms. The ensuing period did not, however, produce major structural change.
In the meantime, the series of revelations damaging to the CIA continued. Two lawsuits—one a class action suit by several hundred present and former female CIA employees—were filed alleging past sexual discrimination by the Agency. Both received extensive coverage in the media.

Then, in February 1994, a 30-year employee of the CIA, Aldrich H. Ames, and his wife, were arrested for spying for the Soviet Union and later for Russia. As information about the case began to surface, it became clear that Ames’ disclosures, beginning in 1985, had resulted in monumental damage to the core of the Agency’s operations—collection against the former Soviet Union. Ten of its most important Soviet sources had been executed; others were imprisoned. It also came to light that CIA had had considerable information indicating a potential security problem with Ames but had failed to pursue it adequately and had failed to bring the FBI into the case until late in the process.

When it came time to discipline those responsible for these failures, DCI Woolsey issued what were widely perceived as relatively mild punishments. The public began to question both the competence of the CIA to carry out its mission and the degree to which the management and employees of the Agency were held accountable.

As the implications of the Ames case were beginning to dawn on the public, it came to light that another intelligence agency, the National Reconnaissance Office, had built a new headquarters building in suburban Virginia under the cover of one of its contractors at a cost of over $300 million. While the oversight committee in the House of Representatives said it had been advised of the project, members of the Senate oversight committee contended they had not been adequately informed. In any event, the public perception was that of an intelligence agency, acting in secret and without adequately informing the Congress, building a costly headquarters for itself at a time when the rest of government was drawing down. Reacting to the episode, Congress enacted legislation requiring specific notification of any new construction costing $500,000 or more.1

It was this background—
♦ the uncertainty with respect to what intelligence agencies should do in the wake of the Cold War;
♦ the perceived lack of a serious and comprehensive effort to bring about reform;
♦ the discomfort with the level of resources still committed to intelligence; and
♦ instances of apparent incompetence, mismanagement, and unaccountability among intelligence agencies,
that prompted the Congress to consider creating a commission on intelligence.

When the intelligence authorization bill came to the floor of the Senate in August 1994, an amendment proposing a bipartisan “Commission on the Roles and Capabilities of the U.S. Intelligence Community” was offered by the leaders of the Senate oversight committee. In the ensuing debate, Senators repeatedly cited the need for a new consensus where intelligence was concerned and the need to revalidate the intelligence function.2

---

The House of Representatives agreed to the Senate proposal with minor modifications. Conferees on the measure stated it was their intent “to produce a credible, independent, and objective review of the intelligence community.” The President signed the bill into law on October 14, 1994.4

**The Commission and Its Work**

The Commission on the Roles and Capabilities of the United States Intelligence Community was charged with reviewing “the efficacy and appropriateness” of U.S. intelligence activities in the “post-cold war global environment” and with preparing a report of its findings and recommendations to the President and the Congress. The law creating the Commission set forth 19 separate issues to be considered as part of its overall review.

A Commission of 17 members was established, consisting of nine members appointed by the President and eight appointed by the congressional leadership. Of the congressional appointments, four were to be appointed by the House (two by the Speaker and two by the Minority Leader) and four by the Senate (two by the Majority Leader and two by the Minority Leader). One of the two appointments made by each congressional leader had to be a sitting Member of their respective body. Of the nine presidential appointments, no more than five could be from the same political party, and no more than four could have previous intelligence experience. Thus, the Commission was designed to be a bipartisan body which brought to bear the perspectives of the Executive and Legislative branches as well as that of the private sector.


On February 3, 1995, President Clinton announced his appointments: Les Aspin of Wisconsin; Warren B. Rudman of New Hampshire; Zoë Baird of Connecticut; Ann Z. Caracristi of Washington, D.C.; Anthony S. Harrington of Washington, D.C.; Lew Allen, Jr. of California; Stephen Friedman of New York; Robert J. Hermann of Connecticut; and Paul D. Wolfowitz of Maryland. Commissioners Aspin and Rudman were designated Chairman and Vice Chairman, respectively.5 (A brief biographical statement of each member of the Commission can be found at Appendix G.)

---

5 At the invitation of Chairman Aspin, one member of the President’s Foreign Intelligence Advisory Board (PFIAB), Maurice Sonnenberg, also a member of the Commission on Protecting and Reducing Government Secrecy, served as a senior adviser to the Commission and took an active role in its work. Two other members of the PFIAB, Lois Rice and Sidney Drell, participated in some meetings.
The first meeting of the Commission took place on February 3, 1995. The Commission selected a staff director and established a meeting schedule for the forthcoming year. It officially began operations on March 1, 1995.

The Commission held regular monthly meetings, ordinarily two days in length, from March through December, 1995. Early meetings consisted of briefings by the Intelligence Community to educate the Commission on current organization and operations. These were followed by sessions with current and former users of intelligence, and by additional meetings with other knowledgeable persons, to discuss the strengths and weaknesses of the existing system and ideas about how various aspects of the intelligence business might be changed. In all, 84 witnesses provided formal testimony. (A list of the persons who appeared before the Commission can be found at Appendix C.)

Commission members supplemented these formal meetings with visits to intelligence facilities and military commands in the United States and overseas, as well as visits to a number of countries with which the United States has cooperative relationships in the intelligence area, to compare U.S. arrangements for intelligence with those of other governments and to explore further burdensharing, as provided by the Commission’s charter.

To elicit additional opinion, the Commission staff conducted over 200 interviews of present and former government officials and knowledgeable persons from the media, academia, and industry. (A list of those interviewed by the staff can be found at Appendix D.) Individual Commissioners and the staff also received numerous factual briefings by representatives of the Intelligence Community.

The Commission also reviewed earlier studies of the Intelligence Community and received a wide range of opinion from private citizens, government contractors, professional associations, and other groups in the form of written statements, letters, articles, books, conference proceedings, and other materials. The Executive branch supplied voluminous documentary material.

In early May, separate task forces were formed to examine particular topics and make recommendations to the Commission as a whole. Commissioner Friedman led a task force on organization; Commissioner Baird, on law enforcement and intelligence; Commissioner Caracristi, on analysis; Commissioner Allen, on budget; and Commissioner Hermann, on space.

On May 21, 1995, almost four months into its work, the distinguished Chairman of the Commission, Les Aspin, died unexpectedly of a stroke. Commissioners Rudman and Harrington served as interim Chairman and Vice Chairman, respectively, until the President appointed Dr. Harold Brown of California to succeed Mr. Aspin as Chairman on July 13, 1995. Upon Dr. Brown’s appointment, Mr. Rudman resumed his position as Vice Chairman.

On June 6, 1995, the Commission provided a detailed work plan, outlining the scope of its inquiry, to the congressional intelligence committees.

Beginning in September 1995, the Commission began to narrow its focus to particular issues and discuss possible options for dealing with them. Reports from the task forces were considered. By December, consensus had formed on most issues, and drafting of the
Commission’s report began. The Commission met several times in January and February, 1996, to consider drafts of the report, and on February 2, 1996, by unanimous vote, approved its submission to the President and the Congress.

**What is “Intelligence?”**

Before one can assess the “efficacy and appropriateness” of U.S. intelligence activities in the post-Cold War era, it is essential to appreciate what distinguishes “intelligence” from other areas of government activity and how intelligence fits into the business of government.

Although “intelligence” is defined in law and Executive order, neither conveys a very clear understanding of the term. The Commission believes it preferable to define “intelligence” simply and broadly as information about “things foreign”—people, places, things, and events—needed by the Government for the conduct of its functions. Generally speaking, “intelligence” refers to information about “things foreign” that is not available to the Government through conventional means—in other words, to information collected by “secret” or clandestine means. But the work of “intelligence” also involves collecting and analyzing information available through conventional means to the extent needed to understand what is otherwise gathered by “secret” means.

Thus, “intelligence” may be contained in or derived from:

- publicly available sources, including foreign and domestic broadcast and print media, government or private publications, and information available over computer networks;
- personal observation or photographs taken by a person who is physically located at a particular point of interest;
- privileged communications that U.S. Government officials have with their counterparts in other governments or international organizations (which may contain information that is not publicly available);
- photographs taken from air or space of areas that are otherwise inaccessible to persons on the ground;
- the interception of electronic signals or emanations, or the measurement of the physical attributes of things on the ground or in the air; or
- persons who have access to places, persons, or things that are not otherwise available.

---

6 “Intelligence” is defined in 50 U.S.C. 401a to include foreign intelligence and counterintelligence. “Foreign intelligence” is defined as “information relating to the capabilities, intentions, or activities of foreign governments or elements thereof, foreign organizations, or foreign persons.” The term “counterintelligence” is defined as “information gathered and activities conducted to protect against espionage, other intelligence activities, sabotage, or assassinations conducted by or on behalf of foreign governments or elements thereof, foreign organizations, or foreign persons, or international terrorist activities.”
Every agency of the U.S. Government whose functions require involvement with foreign governments, entities, or persons—from the Department of State to the Department of Agriculture—collects and analyzes information needed to perform those functions. Typically, such information is gleaned from public sources available to these agencies and from their contacts with foreign counterparts and other substantive experts.

To acquire information about “things foreign” that is not obtainable through these conventional channels, federal agencies generally rely upon “intelligence agencies” that have capabilities and authorities not available to other federal agencies. Some cabinet departments have “intelligence agencies” as subsidiary elements, e.g. the Defense Intelligence Agency within the Department of Defense. Other federal agencies rely upon intelligence agencies that are either independent, like the Central Intelligence Agency (CIA), or belong to other departments.

Intelligence agencies have been created for a variety of reasons. One is cost. Sophisticated technical capabilities, such as satellite reconnaissance, are simply too expensive for every federal agency to have its own. Some intelligence agencies were created to centralize control over activities that were especially sensitive (e.g. running human agents in foreign countries) to facilitate protection of these activities, and to prevent political embarrassment to the United States. Other elements were created to provide analytical objectivity or responsiveness. Some, including the CIA, were created for a combination of these reasons.

Whatever skills or capabilities they might contribute, intelligence agencies, as a whole, have historically shared a common purpose: to collect information that is not otherwise available to the Government, combine it with information that is available, and produce analysis based upon both kinds of sources for the benefit of the Government. Put another way, intelligence agencies have attempted to provide the Government with information and insight it would not otherwise receive, to reduce the uncertainty of decision-making.

The President and his chief defense and foreign policy advisers are usually seen as the principal users of intelligence information. In fact, literally tens of thousands of users belonging to an array of federal agencies (and their contractor support base) have daily access to intelligence information. From the diplomat or trade specialist conducting negotiations, to the Pentagon analyst designing military force structures, to commanders in the field who must deploy and target highly sophisticated weapons, to the scientist developing the latest military hardware, intelligence is routinely factored into their decisionmaking. The value of this information to particular users will necessarily depend on its accuracy, its relevance, and its timeliness.

Ultimately, the user is left to make a decision based on the information available. Not infrequently, his or her chosen course of action is dictated by considerations other than the judgments reached by intelligence agencies. This does not mean that intelligence has “failed.” While the value of intelligence is obviously greatest when it provides the basis for action by a particular user, it also has value as part of a decisionmaking process repeated hundreds, if not thousands, of times daily by employees and contractors of the Government.
Intelligence has been a function of the Government literally since the beginning of the Republic. George Washington put intelligence to decisive military use during the American Revolution, and when he became President, persuaded Congress to create a special fund from which intelligence operations could be financed. Intelligence has been an integral part of U.S. military operations ever since. Both the Union and the Confederacy used intelligence extensively during the Civil War. During the 1880s, intelligence was formally institutionalized as part of U.S. peacetime military planning. The first advanced signals intelligence capability was established just prior to World War I. World War II spurred far more substantial growth as the need to support U.S. combat forces in Europe and the Pacific necessitated the creation of new capabilities as well as partnerships with allied countries. A detailed summary of the historical evolution of U.S. intelligence from Washington’s presidency the present day is included at Appendix A. It demonstrates that while intelligence came of age during the Cold War era, it has to some degree been a function of the U.S. Government since its very inception.

**The Commission’s Report**

The mandate of the Commission was to produce a report that dealt with the roles and capabilities of intelligence agencies. It was not chartered to perform an oversight inquiry into alleged improprieties of wrongdoing. In assessing those roles and capabilities, the Commission attempted to limit itself to overarching issues. Given the limited amount of time and resources at its disposal, there was no practical alternative.

Many perceived problems were brought to our attention by the hundreds of people who communicated with us. On examination, some did not appear problems at all, or, if they were problems, intelligence agencies appeared to be taking appropriate steps to deal with them. Similarly, the Commission was presented with a wide range of suggested solutions. The Commission considered them all, from the most extreme (e.g. abolishing intelligence agencies altogether) to retaining the status quo. Nothing was regarded as “off-the-table.” The Commission did not approach its task as recommending change for the sake of change, however.

In the report that follows, the recommendations of the Commission are numbered and set out in bold type in each chapter. Key findings and conclusions are set out in bold italics.

At the request of the Commission, security experts from the Intelligence Community reviewed the report for security concerns immediately prior to printing but the substance of the Commission’s findings and recommendations did not change as a result of this review.

Finally, the Commission prepared draft documents to implement its recommendations, which are being transmitted separately to the President and to the congressional intelligence committees.
The Need to Maintain an Intelligence Capability

That the United States should maintain an intelligence capability after the Cold War is not a matter in serious dispute. The world of the 21st century is likely to be as fraught with peril and uncertainty as the world left behind.

The United States finds itself in a predominant leadership role, whether sought or not, and the exercise of that leadership has become more complicated. New forces are at work and new dynamics at play. The Government must understand them in order to respond to them. Often the options available to it will depend upon how early problems are identified. Choosing the right option, in turn, will depend upon knowing what the consequences are apt to be. Once a course is chosen, it becomes important to know what the effects of the decision have been so that adjustments can be made if necessary. In every instance, making the right choice will hinge upon the quality of the information available.

The volume of information openly available to the Government in the media and over computer networks has exploded in recent years, a trend which will continue. Yet intelligence capabilities will continue to be needed to collect information that is not available through conventional means. Once such information is obtained, analytical capabilities will be needed to combine it with the rapidly proliferating information available from other sources and seek to produce an objective assessment free of policy predilections.

Where the process works, intelligence provides information and insights that are unique, reducing the uncertainty of decisionmaking at all levels—from the President to the infantry platoon leader wondering what lies over the next hill. With it, there is a better chance of avoiding crisis or war, of success on the battlefield, of reaching and enforcing international agreements, of investing in the right military capabilities, and of protecting U.S. interests at home and abroad.

There will inevitably be a considerable body of information bearing on matters such as these that is not available to the U.S. Government through conventional means. The reasons for this are apparent:

♦ Some governments will seek to deny access to their territory to the outside world.

♦ Countries that plan hostile actions against others will seldom announce their intentions in advance and will try to conceal their preparations.

♦ Most countries will not provide detailed public accountings of their military capabilities or their plans for developing such capabilities.

♦ Once military forces have been deployed against the U.S. or its allies, adversaries will attempt to conceal their plans and intentions as well as the size, composition, and disposition of their forces.
Countries that violate international treaties, United Nations resolutions, or international norms of conduct will ordinarily conceal their actions.

Governments involved in diplomatic negotiations with the U.S. will not ordinarily reveal their strategies and objectives.

Illicit activities such as terrorism, drug trafficking, and espionage will be carried out in the shadows, not in the open.

Environmental and humanitarian disasters will occur in places that are not readily accessible and require information beyond the ability of observers on the ground to collect.

There are limits to what intelligence can provide. Intelligence may be able to collect “secrets” (information that is knowable but hidden) but some information will necessarily remain “mysteries”—it simply cannot be known. What a foreign leader is thinking, for example, cannot be known unless the leader makes it known. Whether the same foreign leader will be in power in a year’s time is a “mystery” only time will reveal.

The efforts of some countries to conceal their plans and activities will succeed despite the best efforts to learn of them. No matter how many collection capabilities U.S. intelligence deploys, relevant information will be missed. Human agents will not have access to what is needed. Technical systems will not be in the right place at the right time or will focus on the wrong target or will simply be thwarted by bad weather. Even if relevant information is physically acquired by technical systems, it may not be processed in a manner that permits analysts to identify or use it.

Analysis is subject to similar foibles. It may be based on intelligence that proves inaccurate or unreliable or fails to take into account all of the available information. It may address the wrong issue or reach the wrong conclusions or reach the policymaker too late to influence the decision at hand.

One should not expect perfection. Intelligence is simply a hedge against uninformed decisionmaking, and even the most sophisticated of collection systems and analytical talent cannot provide guarantees.

Compared with the rest of the world, the intelligence capabilities of the United States are immense. No other country devotes as many resources to this type of activity. Billions of dollars have gone into building sophisticated technical systems over the last 50 years, and billions more will be required to replace these systems as they are lost or worn out or become obsolete or ineffective. Substantial sums are also required simply to operate them and keep pace with developments in technology. For all but a few countries, the cost of mounting an intelligence capability on a scale approaching that of the United States is prohibitive. While a number of governments are exploring investments in expanded intelligence capabilities, the preeminence of the United States in this field is not likely to be challenged, if we choose to maintain our advantage.
Precisely because of this position of strength, however, some believe the United States can afford to cut back its intelligence capabilities, at least until the next war or crisis comes along. But these are not capabilities that, if abandoned or allowed to wither, can easily or quickly be resuscitated. Whether a satellite system or a human agent is involved, neither can be developed and deployed without a significant investment of effort and years of time. Both are dependent upon large and competent infrastructures, and such infrastructures cannot be maintained without a degree of permanence and commitment.

Others believe U.S. intelligence activities should be cut back or eliminated because they perceive their overall contribution to policymaking to have been marginal, even, at times, negative. When considered in terms of its substantial cost and the frequency with which it has been a source of political embarrassment to the United States, the advocates of this view conclude, intelligence is not worth the candle. Others question the competence of U.S. intelligence agencies—in particular, the CIA—to carry out their missions. While the Ames spy case demonstrated the CIA’s inability to detect a relatively clumsy spy who compromised the core of its Soviet operations, it was but the worst in a series of operational failures experienced by the CIA and other intelligence agencies, most of which at one time or another have suffered severe losses due to spies in their midst. Others fault intelligence agencies for “gold-plating” their facilities, wasting government funds, and keeping their overseers in the dark.

As noted in the Introduction, there have been problems, especially at the CIA, some of which have been substantial. While these episodes are deplorable, using them to justify cutting back or eliminating intelligence capabilities is a leap the Commission is unwilling to make. Problems are, to some degree, unavoidable where intelligence activities are concerned, despite the best of intentions or management structures. Operations will, on occasion, be compromised despite reasonable precautions being taken. Mistakes will occur either as a result of poor judgment or individual incompetence. This is not to excuse or minimize such failures, or to suggest that every reasonable effort should not be made to prevent them, but only to recognize that problems to some extent are inevitable and, in the United States more so than in other countries, will continue to be highly publicized. The issue is whether the benefits justify the costs, including the problems which inevitably will occur.

For the public, this is particularly difficult to assess. Over the years, Americans have been exposed principally to the failures of intelligence and are largely oblivious of its successes. The Commission, on the other hand, has seen both. While failures have occurred too often, they have hardly been the norm. The accomplishments of U.S. intelligence have been, and continue to be, impressive. The details of specific cases cannot be made public without raising security concerns, but the following examples, all occurring since the Cold War ended, illustrate how U.S. intelligence serves the nation’s interests:

♦ U.S. intelligence uncovered the first evidence suggesting that North Korea was planning to construct a nuclear weapons capability and supported the subsequent diplomatic efforts to restrain and end such activities.

♦ In at least two cases, with the help of U.S. intelligence, the sale of radioactive materials that could be used in the production of nuclear weapons was halted by other governments.
♦ Since 1990, U.S. intelligence has uncovered the clandestine efforts of several countries to acquire weapons of mass destruction and their related delivery systems. In some cases, this information provided the basis for diplomatic actions by the United States and by the United Nations to counter such efforts.

♦ U.S. intelligence played a crucial role in supporting U.S. combat operations in Panama and the Persian Gulf by collecting information on the size, capabilities and location of hostile forces, providing information which permitted the targeting of precision-guided weapons, assessing the damage inflicted by U.S. and allied aircraft, and warning of threats to the security of U.S. and allied forces.

♦ The deployment of U.S. military forces to Somalia, Rwanda, Haiti, and Bosnia to perform other than combat missions similarly received the vigorous support of intelligence agencies, which provided information on threats to the security of U.S. forces as well as on local conditions.

♦ U.S. intelligence played a key role in the rescue of the downed American pilot in Bosnia.

♦ U.S. intelligence provided support key to the U.S. side in numerous bilateral and multilateral negotiations.

♦ U.S. intelligence has played an instrumental role in the efforts of the Colombian government to break up the Cali drug cartel, including the arrest and/or capture of its leaders, and, in other cases, provided information which kept drug shipments from reaching the United States.

♦ U.S. intelligence has played key roles in helping other countries identify and/or arrest several notorious terrorists, including Carlos the Jackal in Sudan, the alleged ringleader of the World Trade Center bombing in the Philippines, the head of the Shining Path terrorist group in Peru, and those involved in the bombing of Pan Am 103.

♦ On at least two occasions, U.S. intelligence provided information that led to successful U.S. diplomatic efforts to head off potential armed conflicts between two countries.

♦ Information was provided by U.S. intelligence on two occasions which foiled assassination plots abroad and led to the arrest of the perpetrators.

♦ In several instances, U.S. intelligence uncovered foreign competitors of U.S. commercial firms using bribery and other illegal tactics to obtain contracts with foreign governments. Diplomatic intervention with the government concerned to assure a “level playing field” eventually led to a U.S. firm obtaining the contract by winning the competition.
♦ U.S. intelligence has identified violations of military and trade sanctions imposed by the United Nations in connection with the situations in Iraq and Bosnia, and provided the principal capability for monitoring the “no-fly” zones in both countries.

♦ On several occasions, U.S. intelligence provided information warning of financial collapse in other countries, leading to actions by the United States and other governments.

♦ U.S. intelligence has provided information with respect to human rights abuses and election-rigging by certain governments which has altered the U.S. diplomatic posture towards those governments.

♦ U.S. intelligence has provided information about the military capabilities of other governments that has altered the research and development of U.S. weapons systems, providing potential cost savings and improving their effectiveness.

♦ U.S. intelligence has provided information to civil authorities in the United States, as well as in other countries, to help cope with natural disasters, environmental problems, and humanitarian crises.

♦ U.S. intelligence has supported United Nations’ peacekeeping and other operations around the world.

♦ Considerable information has been provided by U.S. intelligence to the Bosnia War Crimes Tribunal.

It is impossible to quantify the accomplishments of U.S. intelligence of which these are examples. Clearly, however, over the last five years conflicts have been avoided, wars shortened, agreements reached, costs reduced, and lives saved as a result of the information produced by U.S. intelligence.

The United States had such information only because it chose to maintain a dedicated and capable intelligence apparatus. While that apparatus is expensive and will from time to time be a source of embarrassment, even consternation, the Commission has no difficulty reaching the conclusion that it is justified. Intelligence is an important element of national strength. The country should not lose sight of this amid the spy scandals and management failures of recent years. The performance of intelligence can be improved. It can be made more efficient. But it must be preserved.
The Role of Intelligence

With the end of the Cold War and the reduced need to focus on the former Soviet Union, many observers believed that the Intelligence Community was looking for new missions to justify its existence. The Commission found, to the contrary, that the core missions of U.S. intelligence have remained relatively constant. There has been a substantial shift in intelligence requirements and priorities away from Cold War targets, but the missions intelligence agencies are expected to perform have not changed dramatically with the end of the Cold War.

This is not to suggest that the functions and missions of intelligence should not, or will not, change. Each administration should set the guidelines for intelligence activities and, within these guidelines, establish in a timely fashion specific requirements and priorities for the conduct of those activities. These will fluctuate according to the world situation, the availability of resources, and the needs of the Government. Such fluctuations make it essential that senior policymakers devote frequent, if not constant, attention to updating the priorities and collection capabilities that will ensure that the United States retains a strong national security posture. (Chapter 3 discusses how such a process might work.)

This chapter outlines the key functions of intelligence and concludes with a list of what the Commission sees as appropriate missions for U.S. intelligence as the country enters the 21st century.

The Functions of Intelligence

U.S. intelligence has two broad functions—collection and analysis—and one relatively narrow one, covert action. An additional function—counterintelligence—is integral to the entire intelligence process. While the need for collection and analysis is generally understood and accepted, there is less acceptance of covert action as an appropriate intelligence function and less understanding of the critical importance of counterintelligence.

Collection

Collection, as a function of intelligence, appears straightforward, and its necessity is not seriously challenged. Through various means, intelligence agencies collect information about foreign persons, places, events, and activities that is needed by the U.S. Government but cannot be (or is not easily) obtained through publicly available sources or diplomatic contacts.

In practice, however, this role involves numerous complexities. For example, intelligence analysts need publicly available information to perform analysis, identify gaps in their knowledge, and to task intelligence collectors. Do intelligence agencies “collect” publicly available information as well? Do intelligence agencies attempt to collect information to meet the needs of any Government official? Does anyone confirm that the need exists, i.e. that the information is not otherwise available to the Government, or that the
need, if it does exist, justifies using expensive and/or risky intelligence capabilities to obtain it? What if intelligence officials know in advance that what they can collect will be of marginal value compared to what can be obtained from public sources? Do they still attempt to collect it? What if the information being sought pertains to a friendly or allied foreign government? Do intelligence agencies undertake collection activities regardless of their potential political cost?

Intelligence managers in each of the principal collection disciplines—signals intelligence (SIGINT), imagery intelligence (IMINT) and human intelligence (HUMINT)—confront such questions daily. To address these issues, elaborate collection management systems exist for each of the disciplines that establish validated requirements and priorities (further described in Chapter 3). Together, intelligence professionals and representatives from the policy agencies attempt to weigh competing requirements, assess the availability of relevant open source material, and address the issues raised by the questions above.

The Commission believes that intelligence collection systems, technical or human, normally should not be used for the purpose of collecting publicly available information, although publicly available information will often be collected as a collateral byproduct in the course of intelligence-gathering. To the extent that publicly available information is needed to support intelligence analysis and collection, it should ordinarily be obtained by intelligence agencies through other than clandestine means. Indeed, the collection of publicly available information should be considered a support function rather than a task for intelligence collection. There will be times, however, when information is “publicly” available but not readily accessible (for example, newspapers or radio broadcasts in North Korea or Iraq), and intelligence collection capabilities provide the only means to obtain it.

Intelligence collection capabilities, technical or human, also should be used only to collect information that can reasonably be determined, or that has been previously validated, to be of importance to a specific policymaker or intelligence user.

Finally, all intelligence collection must be weighed in terms of overall U.S. foreign policy interests. When collection activities are contemplated against allied or friendly governments, there should be a rigorous weighing of the political costs against the benefits. Senior policy officials must be involved in this process.

Analysis

The analytical function raises similar practical issues. In theory, intelligence analysts take information provided by perhaps all three collection disciplines, combine it with information from publicly available sources, and produce “all source” analysis for the customer. Because the analysis contains information obtained by intelligence sources, it is typically classified.

Because intelligence analysts have ready access to information from a wide range of publicly available sources, the question arises whether they should provide analysis based exclusively on such open sources if no significant intelligence is available on the subject.
Also, if the analyst knows in advance that information obtained through intelligence will provide little of relevance to the overall analysis of a subject, should he or she nevertheless attempt to satisfy the request of a customer for an “all source” analysis? If an analyst accepts a request but finds the information produced by intelligence sources is marginal and the request can be satisfied by publicly available information, should he or she still produce an analytical assessment, or advise the customer to go elsewhere? If produced, should the assessment be classified simply because it was done by an intelligence agency? The Commission found that in practice, these issues are worked out on an ad hoc basis between analysts and their customers.

The Commission believes that intelligence agencies should not satisfy requests for analysis when such analysis could be readily accomplished using publicly available sources, unless for some reason the results of such analysis would require confidentiality or the specific expertise of the analyst would add significantly to the analysis of the open source material. For example, a personality profile prepared on a friendly foreign leader might be taken entirely from public sources but nonetheless require confidential handling.

The Commission also believes that in general intelligence agencies should not accept requests for analysis when it is clear in advance that the information available from intelligence sources would have marginal impact on a particular analysis, unless there are special circumstances present that necessitate handling the request as an intelligence matter.¹

Covert Action

Covert actions (as distinguished from the covert collection of information) are used to influence political, military, or economic conditions or situations abroad, where it is intended that the role of the U.S. Government will not be apparent or acknowledged publicly. These might consist of propaganda activities, support to political or military factions within a particular country, technical and logistical assistance to other governments to deal with problems within their countries, or actions undertaken to disrupt illicit activities that threaten U.S. interests, e.g. terrorism or narcotics trafficking. Such actions complement and supplement parallel overt measures (e.g., diplomacy, trade sanctions, or military activities) undertaken by the Executive branch. By law, covert actions can be undertaken only in support of an “identifiable” foreign policy objective.

Responsibility for carrying out covert actions rests with the CIA, whose Director is charged by the National Security Act of 1947 to “perform such other functions and duties related to intelligence affecting the national security as the President or the National Security Council may direct.” By Executive Order, CIA alone is specifically authorized to undertake covert actions that are individually authorized by the President, although other departments and agencies may also be directed to undertake or support covert actions as the President may authorize.

¹ In Chapter 8, the Commission proposes the creation of a new, broadly based analytical entity in which intelligence analysts would participate, that would prepare unclassified assessments as well as assessments where the intelligence contribution is expected to be marginal. However, the preparation of such assessments is not envisioned as a function of intelligence analysis generally.
Since the end of the Cold War, the number and size of covert action programs have shrunk substantially, reflecting the extent to which they were prompted by the superpower struggle. Nonetheless, these programs continue to be undertaken to support ongoing policy needs.

The Commission addressed whether the United States should undertake covert action at all. Some witnesses expressed the view that there is no longer a need for covert action, and that, on balance, it has caused more problems for the United States than it has solved. The Government, they argue, has been frequently embarrassed by such operations and been criticized domestically and abroad as a result. Also, it is argued, covert actions comprise a minute part of the intelligence budget, but require a disproportionate share of management and oversight.

Most witnesses, however, including all of the former cabinet-level officials who addressed the subject, believed it essential for the President to maintain covert action as an option. Citing examples such as the need to disrupt the activities of a terrorist group, hamper the efforts of a rogue state to develop weapons of mass destruction, or prevent narcotics traffickers from manufacturing drugs for shipment into the United States, the proponents argue that the United States should maintain a capability short of military action to achieve its objectives when diplomacy alone cannot do the job.

In 1975, the Rockefeller Commission investigated alleged abuses in certain covert action programs and concluded that there were “many risks and dangers associated with covert action...but we must live in the world we find, not the world we might wish … [Therefore] covert action cannot be abandoned, but … should be employed only where clearly essential to vital U.S. purposes and then only after a careful process of high level review.” This Commission strongly concurs with this conclusion. Moreover, the Commission notes that the laws governing covert actions do contemplate a “careful process of high level review,” including approval by the President and notification to Congress.2

---

2 The legal framework for approval and reporting of covert action, originally enacted in 1974 by the Hughes Ryan Amendment to the Foreign Assistance Act of 1961, is now set forth in Sections 503 and 504 of the National Security Act of 1947 and 50 U.S.C. 413b and 414. These provisions prohibit any department or agency from expending any funds to engage in a covert action unless the President has signed a written “finding” determining that the covert action is “necessary to support identifiable foreign policy objectives of the United States and is important to the national security of the United States.” The President is required to ensure that the congressional intelligence committees are notified as soon as possible after a finding is signed, except if the President determines that “it is essential to limit access to a finding to meet extraordinary circumstances affecting vital interests of the United States, the finding may be reported only to the four leaders of the congressional intelligence committees and the four leaders of the House and Senate.”

The established approval process includes a review of the proposed covert action by the Deputies Committee of the National Security Council (including senior policy representatives from the Departments of State, Defense, Justice, and Treasury, the Joint Chiefs of Staff, and the Office of Management and Budget, as well as the President’s National Security Advisor) to ensure that the action is consistent with U.S. policy, is appropriate in scope for the situation, does not violate U.S. law and is properly funded. The covert action proposal is then submitted to the full NSC for approval and ultimately to the President for signature. Currently, ongoing covert actions are re-validated each year by the NSC to ensure that they remain necessary to the national security and are supportive of U.S. foreign policy objectives.
This Commission believes that covert action must be consistent with specific U.S. foreign policy objectives in the targeted area. Covert actions should be undertaken only where there is a compelling reason why U.S. involvement cannot be disclosed. Further, the range of covert action options should be weighed to ensure that the methods employed are only as aggressive as needed to accomplish the objective(s). The costs of disclosure must be carefully assessed, and, where such costs are significant, the operation should be initiated only in the most compelling circumstances.

Some witnesses recommended that paramilitary covert actions—which typically involve arming, training and/or advising foreign forces—be conducted by the Department of Defense rather than the CIA. These individuals argued that the military is better equipped than the CIA to carry out such operations. Others argued that it is neither feasible nor desirable for U.S. military personnel to undertake such covert activities.

The Commission concludes that responsibility for paramilitary covert actions should remain with the CIA. CIA has extraordinary legal authorities and an existing infrastructure that permit the secure conduct of clandestine operations, whereas the military does not. Giving this function to the military would also involve it in a controversial role that would divert attention from other important responsibilities. The military should provide support to paramilitary covert actions as needed but should not be given responsibility for them.

With respect to any changes needed to improve the existing capability, the Commission notes only that covert action programs of the future are apt increasingly to involve technologies and skills that do not appear to exist within the current infrastructure. More attention should be given to these deficiencies.

Counterintelligence

The counterintelligence function involves protecting the country, as well as intelligence agencies, from the activities of foreign intelligence services. The Federal Bureau of Investigation (FBI) has principal responsibility for countering the activities of foreign intelligence services within the United States in order to protect both classified U.S. Government information and proprietary information held by U.S. industry. The CIA is responsible for coordinating U.S. counterintelligence activities abroad. Each of the military departments also has a counterintelligence element that operates domestically and overseas.

Each of these elements has offensive and defensive missions. Offensively, they attempt to recruit agents within foreign intelligence services to ascertain what, if any, operations are being undertaken against the United States; they monitor the activities of known or suspected agents of foreign intelligence services; and they undertake operations to ascertain the targets and modus operandi of foreign intelligence services. Defensively, they investigate cases of suspected espionage and prepare analyses for government and industry concerning the foreign intelligence threat. The FBI has principal jurisdiction to investigate suspected espionage within the United States, although all
intelligence agencies maintain internal capabilities to undertake preliminary inquiries of their own employees. Military counterintelligence elements have concurrent jurisdiction to carry out counterintelligence investigations of their respective military personnel.

Counterintelligence, as a function of intelligence agencies, however, goes much beyond detecting and monitoring the activities of foreign intelligence services and investigating employees suspected of espionage. Counterintelligence is an integral part of the entire intelligence process. All agencies that undertake intelligence collection, whether through human or technical means, must be constantly on guard that what they are collecting is genuine. This requires continuous evaluation of their sources as well as the information gathered from them. Intelligence analysts who are familiar with the totality of information on a particular topic are often in a position to detect anomalies.

Historically, intelligence agencies have not performed this crucial function very well. Virtually all have suffered severe losses due to a failure to recognize anomalous behavior on the part of their own employees. Some have also had problems recognizing anomalies in the behavior of their sources or in the appearance or actions of their targets. The Ames spy case revealed serious shortcomings in both categories.

In the wake of the Ames case, the Intelligence Community made sweeping changes to its counterintelligence infrastructure. A new policy board, reporting to the Assistant to the President for National Security Affairs, was established to coordinate counterintelligence activities and resolve interagency disagreements, and a “national counterintelligence center” was created to share and evaluate information regarding foreign intelligence threats. In addition, the CIA made numerous improvements to its counterintelligence and security posture. (CIA’s actions are discussed further in Chapter 6.)

Perhaps more than any other function of intelligence, counterintelligence has undergone the most significant change over the last two years. The question is whether these changes will have a long-term positive effect. The Commission believes it is still too early to evaluate this issue.

*Because counterintelligence is so crucial to the success of the entire enterprise, however, the Intelligence Community must sustain the renewed emphasis recently placed on this function.* Counterintelligence must be viewed not as an annoying intrusion but rather as an integral part of the intelligence process. It must focus not only on protecting our own sensitive information, but equally on efforts to manipulate our collection and analysis, through double agents or other means. This requires a certain openness of mind and a willingness continually to balance the conclusions drawn from intelligence with the possibility of deliberate deception by a target.

**The Missions of Intelligence**

In this section, the Commission identifies what it believes are necessary and appropriate missions for the Intelligence Community as it enters the 21st century. Many are traditional missions that require little explanation. A few, however, raise issues needing elaboration.
Support to American Diplomacy

The United States emerged from the Cold War as the world’s only multidimensional (e.g. military, economic, and political) “superpower.” It will have global commitments and global interests for the foreseeable future. Supporting American diplomats and foreign policy decisionmakers will continue to be a principal mission for U.S. intelligence.

This support entails providing advance warning of developments in other countries that will or could affect U.S. interests. Such advance warnings give U.S. policymakers the time to frame an appropriate response and, if possible, to avoid conflicts that might require the introduction of U.S. forces.

Intelligence can also provide information that assists policymakers in determining which of several diplomatic steps may be most effective. Ideally, the best intelligence is precisely that information that provides U.S. policymakers with the leverage to achieve U.S. objectives in international affairs without the commitment of U.S. forces. Intelligence also provides information that serves as the basis for U.S. diplomatic initiatives in bilateral and multilateral treaty negotiations.

Support to Monitoring of Treaties and Other Agreements

Intelligence is also essential for monitoring the multitude of treaties, agreements, and sanctions to which the U.S. is a party or has an interest, for example, the dismantlement of the nuclear arsenal of the former Soviet Union, economic sanctions against Iraq and other countries, and agreements prohibiting the proliferation of weapons of mass destruction.

Support to Military Operations

Another traditional mission of the Intelligence Community is to provide support to U.S. military operations. This mission encompasses not only warning of attack on U.S. territory and installations, but also providing information needed to plan for and carry out military operations of all kinds. In the past, this has largely involved the provision of order of battle information on opposing military forces: their size, nature, location, morale and capabilities. In recent years, however, this mission has been rapidly expanding.

U.S. military operations since the Cold War have been carried out largely in the context of multilateral commitments of forces, increasing the need for joint planning and execution. Ironically, the number of occasions where U.S. military forces have been deployed outside the United States since the Cold War has greatly exceeded the rate of such deployments during the Cold War. Moreover, neither the location of such deployments, e.g. Panama, Somalia, Rwanda, Haiti, nor their purposes, e.g. preventing famine or genocide, “nation building,” emergency evacuations, were typical of the Cold War period.

Recent years have also seen radical change in the nature of warfare. The 1991 Persian Gulf war lasted only a few weeks, but signaled a quantum leap in U.S. military capability. The world saw U.S. weapons fired from aircraft, ships, and land batteries far from the point of impact and delivered with pinpoint precision and devastating consequences. The war ended quickly, and U.S. casualties were minimal.
To a large degree, American success in the Persian Gulf war was due to information provided by intelligence systems both at the national and tactical levels. While achieving timely dissemination of such information was not without its problems, never before had so much information been gathered and relayed to a combat force so rapidly with such effect. The military began to look even more seriously at how intelligence capabilities could be brought to bear on their problems.

The Commission notes that the President recently issued a directive making support to military operations the highest priority for U.S. intelligence agencies. While the Commission agrees that the protection of U.S. lives is paramount and that the support of U.S. forces in, or with the prospect of, combat, is of the highest priority, we believe it equally important, to this end, to have intelligence that allows the United States to achieve its goals and yet avoid the commitment of military forces, whether that is accomplished through diplomatic action or other means.

Support to Defense Planning

U.S. intelligence should also continue to support defense planning, another traditional mission. This mission entails providing information on foreign military capabilities in order for defense planners to shape the size, nature, and disposition of U.S. military forces. It also includes necessary information to guide military research and development activities and future military acquisition decisions. It encompasses information about foreign military tactics and capabilities, which can then be used to train and protect U.S. forces.

Economic Intelligence

The Intelligence Community has collected and analyzed economic information for close to fifty years. This activity focused on those areas that could affect U.S. national interests, including the economies of foreign countries, worldwide economic trends, and information to support trade negotiations. While much of this information was available from public sources, there were many countries where such information was restricted or not readily available. Intelligence filled a considerable void.

Now, after the Cold War, far more economic information is openly available, causing some to urge that the Intelligence Community abandon or cut back its historical role in economic intelligence, particularly macroeconomic collection and analysis. Some recipients of this analysis complain that it adds little to what they already know. Intelligence analysts concede that approximately 95 percent of the analysis on economic topics now comes from open sources. Policymakers have access to these sources and often have more sophisticated analytical capabilities at their disposal than does the Intelligence Community. Clearly, if the policymaker can satisfy his or her needs from these sources, he or she should do so.

On the other hand, there remains the five percent added by intelligence. Reliable information about economic conditions in certain countries continues to be unavailable. In these cases, accurate information could be crucial to decisionmaking. In some contexts, policy
agencies may need to rely on intelligence agencies to perform economic analysis to preserve confidentiality even if open sources form the principal basis of such analysis, for example, in supporting trade negotiations.

**The Commission believes that the collection and analysis of economic intelligence are missions that require particularly close coordination between producers and consumers in order to ensure that the intelligence contribution adds analytical value.** While the Commission believes the overall mission remains valid, it may be possible to decrease the level of effort in this area by relying more heavily on open source analysis produced by academia or the commercial sector.

At the same time, the United States and other countries have taken more aggressive steps to promote their commercial interests abroad, both to increase domestic prosperity and to strengthen their national security. The fear of becoming commercially disadvantaged and the desire to “level the playing field” have motivated a surge of multilateral and bilateral trade agreements in recent years. In the United States, the issue of economic competition has also focused attention upon the proper role of intelligence in promoting U.S. commercial interests abroad.

While other countries have used their intelligence services to spy on U.S. and foreign businesses for the benefit of their national industries, U.S. intelligence agencies are not tasked to engage in “industrial espionage,” i.e. obtaining trade secrets for the benefit of a U.S. company or companies.

Increasingly, however, the Intelligence Community has become involved in identifying situations abroad where U.S. commercial firms are being placed at a competitive disadvantage as a result of unscrupulous actions, e.g. bribery and “kickbacks,” undertaken by their foreign competitors. When intelligence agencies discover such cases, they advise the Departments of State and Commerce, whose officers may then choose to take diplomatic action with the government concerned to correct the situation. The Commission was advised that on the basis of such diplomatic actions over the last three years, American firms had obtained billions in foreign contracts they would otherwise have lost.

Several friendly foreign governments have questioned this practice, suggesting that using U.S. intelligence services in this manner was inappropriate and could damage the bilateral relationship. Presumably, these governments had in mind cases where their own commercial firms might be involved in “tilting the playing field.”

**The Commission strongly agrees with the current policy and practice prohibiting intelligence agencies from clandestinely collecting proprietary information of foreign commercial firms to benefit private firms in the United States. The role of the Intelligence Community is to provide support to the Government, not to the private sector. However, where intelligence agencies obtain information that U.S. commercial firms, through unfair trade practices such as bribery or “kickbacks,” are being placed at a disadvantage in obtaining a contract with a foreign government, or where a foreign government is otherwise involved in the transaction, the Commission believes intelligence agencies should continue to report such information to the Departments of State and**
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**Commerce. These departments would be responsible for determining whether and how the intelligence information is used, taking into account, among other things, its effect on the bilateral relationship concerned.**

**Countering Activities Abroad That Threaten U.S. Interests**

For the last ten years, U.S. intelligence has been particularly active in collecting and analyzing information to counter certain “transnational activities” that threaten the lives of U.S. citizens, U.S. installations abroad, and U.S. national interests. These newer missions include:

♦ **Counterterrorism.** Intelligence efforts focus on identifying threats to the United States and its citizens and facilities abroad, but also frequently provide warning to other countries of terrorist activities within their territory.

♦ **Counternarcotics.** Intelligence seeks to provide information to U.S. drug enforcement authorities to prevent drug shipments from reaching the United States and to assist other governments in shutting down production in countries where illegal drugs destined for the United States are produced.

♦ **Counterproliferation.** Intelligence agencies provide information on at least 20 nations that have developed, or may be developing, weapons of mass destruction, and/or ballistic missile systems to deliver such weapons. Some of these nations have a record of hostile intent towards the United States. Intelligence agencies attempt to identify efforts by other countries to build or acquire such weapons and/or their delivery systems where they violate international law or threaten U.S. interests. On occasion, intelligence agencies participate in actions to prevent such activities from taking place.

♦ **Countering International Organized Crime.** Intelligence focuses upon international organized crime principally as a threat to U.S. domestic interests, attempting to identify efforts to smuggle aliens into the United States, counterfeit U.S. currency, perpetrate fraud on U.S. financial institutions, or violate U.S. intellectual property laws. It also attempts to assess international organized crime in terms of its influence upon the political systems of the countries where it operates.

In all of these cases, intelligence information has provided the basis for U.S. diplomatic initiatives, supported U.S. law enforcement efforts to prevent and prosecute such activities, served as the basis for military responses in some cases, and has often been key to the efforts of other governments to bring such activities under control. Frequently, intelligence agencies provide assistance to other governments beyond mere information, for example, by providing training or specialized equipment to cope with certain threats. On occasion, intelligence agencies are authorized to undertake covert operations to counter them.
The Commission believes that each of these missions continues to be valid and, indeed, will become more important as these activities increasingly threaten our national security. (We discuss ways to improve the U.S. Government’s overall efforts to combat these activities in Chapter 4.)

Of all these, only the counternarcotics mission raised any significant controversy during the course of the Commission’s inquiry. While the Intelligence Community has technical collection capabilities that are not duplicated in the drug enforcement community, the Drug Enforcement Administration has responsibility, in coordination with host governments around the world, for investigating narcotics trafficking and preventing drug shipments from reaching the United States. Some witnesses contend that human source collection by the CIA essentially duplicates this mission, increasing the possibility of conflict as well as the possibility that the CIA will become tainted by sources involved in drug trafficking activities. While acknowledging that human source collection in the narcotics area does raise particular problems, the Commission is persuaded that CIA provides special expertise and focus in the counternarcotics area and should continue to perform this mission. CIA should continue to coordinate closely with the Drug Enforcement Administration and other federal departments involved in counternarcotics activities abroad.

It is clear that there are limits to what the Intelligence Community can do in terms of its overall impact on the narcotics problem faced by the United States. On the other hand, the Government should use all of the resources at its disposal to cope with it. Intelligence agencies do provide unique information in support of U.S. drug enforcement efforts. The Commission believes these efforts should continue.

Support to Criminal Justice and Regulatory Agencies

In addition to providing information to law enforcement agencies about terrorism, drug trafficking, international organized crime, and weapons proliferation, intelligence agencies also frequently are asked to collect or provide information they may have regarding foreign persons or entities who are the subject of criminal investigations within the United States. Intelligence agencies also respond to requests from a variety of U.S. regulatory agencies for intelligence information they may have pertaining to foreign persons or entities who are subject to regulation under U.S. law, for example, foreign banks that apply for a license to operate within the United States or foreign individuals seeking a visa to enter the United States.

Responding to these requests ordinarily requires only a fraction of intelligence effort or resources. It does, however, raise concerns about the protection of intelligence sources and methods, and, given the voluminous information that is ordinarily developed by, or available to, criminal justice or regulatory agencies, the search of intelligence records may yield little of value. Moreover, regulatory agencies often have difficulty using classified intelligence information because their actions must be based on a public record. While the Commission believes as a general proposition that intelligence agencies should continue to respond to these kinds of requests, a thorough assessment of the value likely to be added by intelligence should be made before such efforts are undertaken and given priority over other responsibilities.
Collecting and Analyzing Environmental Information

The unique collection capabilities of the Intelligence Community are occasionally put to use to obtain information on threats to the world’s environment, such as the dumping by the Soviets of radioactive substances in the Arctic or the nuclear meltdown at Chernobyl. Environmental hazards can directly threaten the security of the United States and its citizens, and environmental conditions in other countries can have an indirect effect by causing regional conflicts over scarce resources, uprooting foreign populations, and destabilizing foreign governments. The Community also monitors international compliance with environmental treaties, and provides information and imagery to cope with natural disasters both within the United States and abroad. Analysis of this environmental information is performed on a limited basis.

Over the years the Community’s satellite programs have amassed a unique historical collection of ecological data and offer an impressive future capability for environmental monitoring. Scientists reviewing this material under a current Administration program have concluded that the data holds enormous potential for the precise measurement of deforestation, global-warming trends, and other important environmental matters. The President has signed an Executive Order authorizing the release of this type of historical information from the 1960-1972 period to scientists for study.

The Commission believes the use of technical capabilities to collect information on environmental problems is legitimate but should not duplicate what civil authorities are able to obtain. The priority given such collection should be weighed against other requirements. To the extent possible, information obtained by such collection should be made available to civil authorities in unclassified form. The Commission also sees a legitimate, though limited, role for intelligence analysis in this area. Civil agencies are ordinarily in a better position to analyze information relating to environmental matters, but there may be circumstances where involvement by intelligence agencies is desirable, for example, if they possess special analytical expertise in a given area.

Collecting and Analyzing Information on World Health Problems

Information on world health problems and the capabilities of foreign countries to cope with them has become increasingly relevant to the ability of the United States to predict and respond to crises in other countries and to protect the health and safety of U.S. military forces and humanitarian workers who may be sent to assist. The movement of dangerous diseases to the United States is another major concern, and health problems can pose threats to the stability of foreign governments.

In many cases, information concerning these problems can be obtained without resorting to the use of intelligence capabilities, but in other cases such information will not be readily available. The Commission sees a legitimate role for intelligence here, albeit one that does not involve substantial resources.
Information Warfare

“Information warfare” refers to activities undertaken by governments, groups, or individuals to gain electronic access to information systems in other countries either for the purpose of obtaining the data in such systems, manipulating or fabricating the data, or perhaps even bringing the systems down, as well as activities undertaken to protect against such activities. U.S. intelligence agencies have been involved in aspects of information warfare, both offensive and defensive, for many years. New impetus has recently been given to these roles, however, by the explosion in information systems and information systems technology.

Government and public communications, transportation, financial, energy, and other industrial systems have become critically dependent on a complex set of interconnected automated information and control systems. Many of these systems are potentially vulnerable to computer-based disruption, manipulation, or corruption by hostile individuals, groups, or countries.

A number of witnesses pointed to the lack of an effective governmental structure to coordinate efforts to protect computer networks in the public and private sector from electronic attack. While several such efforts are underway, many believe they are not fully coordinated and do not sufficiently involve the private sector. While these concerns may be justified, the scope of the actions required to deal with the problem, especially the protection of computer networks in the private sector, would necessarily exceed the roles and capabilities of U.S. intelligence agencies.

Collecting information about “information warfare” threats posed by other countries or by non-governmental groups to U.S. systems is, however, a legitimate mission for the Intelligence Community. Indeed, it is a mission that has grown and will become increasingly important. It also is a mission which the Commission believes requires better definition. While a great deal of activity is apparent, it does not appear well coordinated or responsive to an overall strategy.
The Need for Policy Guidance

INTELLIGENCE agencies cannot operate in a vacuum. Like any other service organization, intelligence agencies must have guidance from the people they serve. They exist as a tool of government to gather and assess information, and if they do not receive direction, chances are greater that resources will be misdirected and wasted. Intelligence agencies need to know what information to collect and when it is needed. They need to know if their products are useful and how they might be improved to better serve policymakers. Guidance must come from the top. Policymaker direction should be both the foundation and the catalyst for the work of the Intelligence Community.

The drafters of the National Security Act of 1947 understood the importance of such guidance in creating the National Security Council (NSC). The NSC was created to coordinate the policies and functions of the departments and agencies of the Government relating to all aspects of national security, including the intelligence function.

Since then, each Administration has created its own structure and procedures to meet the policy objectives and management styles of the President and his senior advisers responsible for national security. Historically, intelligence information has made significant contributions to the substantive work of the NSC, whatever its structure; but where top-level guidance for intelligence requirements and policies is concerned, the role of the NSC and its staff has varied.

In some Administrations, formal NSC committees composed of cabinet-level officials have been established to provide guidance on intelligence matters. Such committees have been supported by a small professional staff within the NSC. In other Administrations, the national security advisor has delegated most intelligence issues to a senior member of the NSC staff. In some Administrations, the NSC principals and/or staff have taken an active and consequential role in providing guidance on intelligence matters; in others, they have served principally to coordinate the intelligence response during times of crises.

---

1 The statutory members of the NSC are the President, the Vice President, the Secretary of State, and the Secretary of Defense. Secretaries and Deputy Secretaries of other Executive departments may also serve on the NSC at the pleasure of the President. The present NSC includes the Secretary of the Treasury, the U.S. Ambassador to the United Nations, the U.S. Trade Representative, the Assistant to the President for National Security Affairs, the Assistant to the President for Economic Policy, and the Chief of Staff to the President.

The Chairman of the Joint Chiefs is principal military adviser to the NSC and may attend and participate in NSC meetings. The Director of Central Intelligence also may attend and participate.

The NSC is served by a staff headed by the Assistant to the President for National Security Affairs (who is often referred to as the National Security Advisor). The composition and organization of the NSC staff are left to the discretion of the President.
Chapter 3

Intelligence as an NSC Function from the Nixon Administration to the Present

President Richard M. Nixon took office in 1969 and created an NSC structure shortly thereafter. Not until 1971, however, did his Administration create an “Intelligence Committee,” one of the four top committees within the NSC responsible for providing policy guidance on national security issues. In addition, the NSC structure during the Nixon Administration contained a separate committee to approve and coordinate covert actions (the 40 Committee).

In 1975, the blue-ribbon “Commission on the Organization of the Government For the Conduct of Foreign Policy” (the Murphy Commission) reviewed this structure and found it largely ineffective. The Murphy Commission recommended that the NSC Intelligence Committee “should be actively used as the principal forum for the resolution, short of the President, of the differing perspectives of intelligence consumers and producers, and should meet frequently for that purpose.”

In 1976, almost two years into his presidency, President Gerald R. Ford issued a new Executive Order on intelligence, abolishing the existing NSC structure on intelligence and creating in its place a “Committee on Foreign Intelligence” (CFI). This new Committee was composed of the Director of Central Intelligence, the Deputy Secretary of Defense for Intelligence, and the Deputy Assistant to the President for National Security Affairs. The Administration directed this committee to “control budget preparation and resource allocation” for national intelligence, as well as to establish priorities for collection and production. The Executive Order spelled out several specific tasks the CFI should accomplish, among them giving direction on the relationship between tactical and national intelligence and providing “continuing guidance to the Intelligence Community in order to ensure compliance with policy direction of the NSC.”

This structure proved short-lived. President Ford remained in office less than a year thereafter, and his successor, President Jimmy Carter, immediately replaced the existing NSC apparatus with a two-committee structure consisting of a Policy Review Committee (PRC) and a Special Coordinating Committee (SCC). Depending upon the subject matter under consideration, the PRC would be chaired by, and composed of, different Administration officials, including the DCI when it addressed intelligence issues. The SCC was chaired by the National Security Advisor, and addressed the review and policy considerations of special activities, including covert action.

In 1978, President Carter provided more specific guidance on intelligence matters and issued a separate Executive Order on intelligence. It stipulated that the PRC, when dealing with intelligence matters, would be responsible for the establishment of requirements and priorities for national foreign intelligence, review of the intelligence budget, and the periodic review and evaluation of intelligence products. It was also charged with submitting an annual report on its activities to the NSC.

Three years later when he assumed office, President Ronald Reagan abolished the Carter NSC structure without creating a separate standing committee on intelligence, relying instead on a separate element on the NSC staff. He also signed Executive Order 12333, a broad statement of intelligence responsibilities and policies, which provided that the
NSC “shall act as the highest Executive Branch entity that provides review of, guidance for, and direction to the conduct of all national foreign intelligence, counterintelligence, and special activities, and attendant policies and programs.”

Later, as part of a reorganization of the NSC staff, a series of “Senior Interagency Groups” (SIGs) were created, one of which dealt with intelligence. Chaired by the DCI, the “SIG-I” was chartered to establish requirements and priorities for national foreign intelligence, review the program and budget for national intelligence as well as proposals for sensitive operations.

In 1989, President George Bush eliminated the Reagan NSC structure, and returned to a two-Committee structure, consisting of a “Principals Committee” and a “Deputies Committee.” The Principals Committee was chaired by the National Security Advisor; the Deputies Committee, by his Deputy. A separate staff office coordinated intelligence programs.

Two years into the Administration, the NSC conducted the first in-depth review of intelligence requirements. The document that instituted the review, known as “National Security Review-29,” noted that “senior policy makers traditionally have neglected their critical role in setting intelligence priorities and requirements.” It produced a lengthy list of government-wide intelligence requirements, but it failed to assign priorities in a way that usefully guided collection efforts or the allocation of resources.

In 1993, President Bill Clinton took office. He retained the “Principals Committee/Deputies Committee” structure to coordinate major foreign policy issues and created a system of “Interagency Working Groups” to handle more routine issues. A separate staff office coordinated intelligence activities. In April, 1995, a new presidential directive was issued which, for the first time, stated in priority order what a President considered to be his intelligence requirements and established a working group of mid-level policy officials to review more regularly intelligence policies and requirements.

**Shortcomings of the Past**

The Commission sees several shortcomings in the historical process described above. The institutional role played by the NSC in providing guidance and direction for intelligence activities has varied widely. Often substantial lapses occur at the change of Administrations when there is no guidance at all. As a result, a consistent level of guidance concerning appropriate roles for intelligence, as well as the guidance establishing requirements and priorities for collection and analysis, has, all too often, been missing.

In practice, the NSC’s structures created to perform such functions often have foun-dered. Senior officials, such as cabinet secretaries or their deputies, who represent their respective departments and agencies at NSC-level meetings, usually have little or no back-ground in intelligence and are inundated by the press of other duties. Intelligence is too often viewed as a support function that is “someone else’s responsibility.” Subordinates are increasingly sent to meetings in place of principals, and meetings become progressively less frequent. As a result, a true “consumer driven” intelligence process has never fully evolved within the NSC, regardless of the Administration in office.
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The Commission believes the NSC as an institution should provide clearer guidance for intelligence, through regular tasking and a better organizational framework for handling intelligence issues. Several close allies visited by the Commission during its inquiry have effective mechanisms at the senior levels of governments to ensure that their intelligence agencies receive timely, ongoing guidance from the political level. In Great Britain, for example, a Cabinet-level office known as the Joint Intelligence Committee (JIC) brings together senior British policymakers and intelligence officials on a weekly basis. The JIC, functioning since 1936, is responsible for setting intelligence priorities on an ongoing basis, and for producing a weekly intelligence summary. Members include the principal producers and consumers of intelligence. While clearly the work and value of structures such as the JIC are facilitated where the government is considerably smaller than the U.S. Government and principally staffed by career civil servants, the Commission believes the concept embodied in the JIC can also be made to work in the United States.

What Needs to Be Done

The Commission recognizes that every President must be free to use and structure the National Security Council as he or she sees fit, including the performance of its statutory role to provide direction to the Intelligence Community. From the Commission’s standpoint, however, the particular structure decided upon by a president is less important than a clear and consistent understanding and implementation of the roles it should perform. Even when Administrations change, the functions of the NSC should not. Top-level direction to intelligence agencies would be greatly strengthened by a more institutionalized role for the NSC, one that is not rewritten every two or four years. The more the role of the NSC varies, the more difficult it is to develop and sustain working relationships that provide clear, frequent direction for intelligence and guidance for its collection and analytic efforts.

In the view of the Commission, the institutional role played by the NSC structure should include setting the policy guidelines for intelligence activities, stating what the intelligence agencies are expected to do and what they should not do. The NSC structure should clarify, for example, whether intelligence agencies should collect economic intelligence or analyze intelligence on the environment, whether they perform analysis of publicly-available information, and what rules should govern intelligence-gathering where allied and friendly governments are concerned.

The institutional role of the NSC also should include providing guidance for ongoing intelligence collection and analysis, to say what is needed and when, clarifying what is helpful and not helpful. What are the issues on the “front burner” for the President and other policymakers? What information would fill a void? On what subjects is intelligence adding little of value? Where does intelligence have access to information that would be of considerable value, but is not being collected?

It should also be the institutional role of the NSC (but not the NSC staff by itself) to assess, from time to time, the performance of the Intelligence Community in satisfying their substantive needs as policymakers, reporting its conclusions, as appropriate, to the President.
In the section that follows, the Commission proposes a two-tier NSC structure for carrying out these roles. It is intended as a model for this and future Administrations.

Whatever NSC structure may be adopted for intelligence, however, it must not interfere with the direct reporting relationship between the President and the Director of Central Intelligence, which must be preserved. The importance to the intelligence function of having a strong relationship between the President and the DCI cannot be overemphasized. The Commission was consistently told by former DCIs that where their relationship was strong, it had repercussions across the entire Government, including the Congress, giving vitality and purpose to the whole enterprise. Conversely, where the relationship was weak, it took a heavy toll on the esprit and influence of the Intelligence Community.

3-1. The Commission recommends the establishment within the National Security Council of a “Committee on Foreign Intelligence” (CFI), chaired by the Assistant to the President for National Security Affairs and including the Director of Central Intelligence, the Deputy Secretary of State and the Deputy Secretary of Defense. The Chair should invite other senior officials to attend as may be appropriate given the meeting agenda.

The CFI should meet at least semi-annually and provide guidance to the DCI for the conduct of intelligence activities, to include establishing overall requirements and priorities for collection and analysis. Appropriate NSC staff should formulate the agendas and supporting materials for these meetings, with NSC members and their staffs providing such assistance as may be required. The CFI should report annually to the President on its activities.

3-2. The Commission recommends that a “Consumers Committee” be established as a subordinate element of the CFI. This Committee should be chaired by the Deputy Assistant to the President for National Security Affairs and should include senior representatives at the Undersecretary level of the parent CFI members as well as senior representatives of other principal intelligence producers and consumers within the Government, e.g. the Secretaries of Commerce and Treasury, the U.S. Trade Representative. The Consumers Committee should meet at least monthly and provide continuous, ongoing guidance with respect to the priorities for intelligence collection and analysis to meet the needs of the Government. The Consumers Committee should monitor and periodically report to the CFI with respect to how well the Intelligence Community is meeting the needs of consumers, identifying gaps and shortcomings where appropriate. The NSC staff should be responsible for formulating the agendas and supporting materials for each meeting, with NSC members and their staffs providing such assistance as may be required.

The Commission opted for this bifurcated approach for several reasons. The Commission believes that the major overarching issues in the intelligence area are best left to a small group, consisting of the principal cabinet officers who are responsible for, and the users of, intelligence. The Commission believes such a group should be chaired by the National Security Advisor because he can approach the issues from the viewpoint of the President and has responsibility for coordinating national security matters on his behalf.
However, it is unrealistic to expect such a senior group to play an active role in setting ongoing requirements and priorities for intelligence-gathering and analysis. This function necessarily requires more frequent meetings and must be carried out at a lower level of representation. Membership should be at a high enough level so that the participant can represent the policies of his or her agency or department, but also at a level where the participant can be a regular attendee at the monthly meetings. Whoever may be designated, however, should have or be able to obtain a grasp of the overall intelligence requirements and priorities of the department or agency they represent.

The Commission believes that a forum outside the Intelligence Community (but including a representative of the Intelligence Community) should evaluate the substantive contributions made by the intelligence agencies. Hence, this role is suggested for the Consumers Committee. This is a function that the NSC has not performed in the past but is needed for the effective operation of the Intelligence Community.

Finally, the Commission does not contemplate that either the CFI or its subordinate Consumers Committee would perform oversight or management functions. The DCI would continue to report to the President and not to either of these committees. The function of both bodies would be to provide guidance to the Director of Central Intelligence and, through him, to the Intelligence Community as a whole. If disagreements arose which could not be resolved inside the NSC structure, each cabinet-level official would retain the right to appeal to the President.

The President’s Foreign Intelligence Advisory Board

While not a part of the NSC structure, the President has another body at his disposal to provide advice on intelligence matters—the President’s Foreign Intelligence Advisory Board (PFIAB). First created by Executive Order in 1961, the PFIAB is charged with advising the President with respect to the quality, quantity, and adequacy of intelligence collection, analysis, counterintelligence, and other activities.² The PFIAB is also authorized to assess the adequacy of management, personnel and organizational arrangements in the intelligence agencies. Composed of private citizens, usually with some government experience, the number of PFIAB members has varied from one Administration to another.³

Historically, the PFIAB often has produced insightful and critical reports. Early boards were instrumental in analyzing and promoting the technical developments of the 1960s which revolutionized intelligence gathering. In the last several years, the PFIAB has looked at issues such as personnel practices within intelligence agencies and intelligence-sharing with multinational organizations.

The Commission supports the continuance of the PFIAB but believes that its role would be enhanced and its contributions more significant if it sought to perform functions that are not being performed elsewhere, either by the NSC or within the Intelligence

² The PFIAB replaced an earlier “President’s Board of Consultants on Foreign Intelligence Activities” that had been created by President Eisenhower in 1956. The PFIAB was disbanded in 1977 by President Carter but reconstituted by President Reagan in 1981.

³ The current Executive Order governing the PFIAB, E.O. 12863 (Sept. 13, 1993), limits membership to 16 individuals.
Community itself. The Commission has noted in the course of its inquiry that very little thought is given by the Intelligence Community to the future, to finding creative technical or managerial solutions to the problems of intelligence or focusing on long-term issues and trends. By virtue of its membership, the PFIAB appears uniquely positioned to serve this function by bringing to bear the experience and expertise of the private sector and respected former government officials. Presidents must ensure that persons appointed to the Board have the qualifications necessary to perform this role and an adequate staff capability to support them.
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The Need for a Coordinated Response to Global Crime

The end of the Cold War meant a significant change in the nature of the foreign threats to U.S. security. The principal worry of most Americans is no longer a devastating military offensive from abroad, but rather more insidious assaults which hit closer to home, threatening lives and property and creating a climate of fear.

The bombing of the World Trade Center and the thwarted attacks against other targets in New York City demonstrated that terrorist acts are no longer risks that Americans confront only abroad. The use of chemical agents in the attack on the Tokyo subway heightened the concern that similar attacks could occur here. International drug cartels continue to pump enormous quantities of cocaine and heroin into the United States, destroying countless lives, raising public health costs, and contributing to a large percentage of the criminal acts committed in this country. The breakup of the former Soviet Union and increased efforts by other countries to obtain weapons of mass destruction and related technologies have resulted in greatly increased trafficking in illicit materials, leading many Americans to worry more now about the possibility of a nuclear explosion than during the Cold War.

Most of these threats to our security stem from foreign groups whose activities are not limited by governmental or national boundaries. Some operate with the support or tolerance of a government; others do not. Some are organized groups with far-flung operations; others are independent actors.

International terrorism, narcotics trafficking, trafficking in weapons of mass destruction, and international organized crime are sometimes called “non-traditional” or “transnational” threats. Recognizing the vagueness of these labels, however, the Commission has chosen to refer to these activities as “global crime.” In using the term “global crime,” we recognize that not all such activities constitute violations of U.S. criminal laws. Nor do we mean to imply that they should be treated only as law enforcement matters. Indeed, the opposite is true, as we discuss below.

The Commission believes that global crime will pose increasing dangers to the American people in the years ahead as its perpetrators grow more sophisticated and take advantage of new technologies. These threats also affect U.S. interests in other ways, for example, by undermining the stability of friendly governments or even requiring the commitment of U.S. military forces.

Recognizing the increasingly menacing nature of these threats, the President has issued separate directives specifically identifying international terrorism, narcotics trafficking, proliferation of weapons of mass destruction, and international organized crime as threats to national security, and creating separate interagency working groups under the auspices of the National Security Council to share information with regard to them.

A growing number of U.S. departments and agencies now have responsibility for combating global crime. The Department of Justice, the Federal Bureau of Investigation
(FBI), and the Drug Enforcement Administration have historically been the lead agencies in U.S. efforts to protect our citizens against transnational wrongdoers, but the Departments of State and Defense, as well as the Intelligence Community, have been given increasingly larger roles since 1980.1

While each of these agencies’ roles is important, their overlapping responsibilities have led to conflicts in mission and methods. These conflicts have been most visible between the intelligence and law enforcement communities—where disagreements came to a head in the early 1990s over the BNL and BCCI investigations—but they are not unique to them. In the Commission’s view, these internecine squabbles between agencies seriously undermine the country’s ability to combat global crime in an effective manner and must be ended.

The departments and agencies have taken a number of substantial actions in the last year to work out their differences. The Commission, however, is convinced that even more needs to be done.

In the view of several Commission witnesses, the U.S. Government has relied too heavily on law enforcement as the primary response to international wrongdoers, to the detriment of other possible actions. In the words of one witness, a former Attorney General, “when the law enforcement juggernaut gets going, everyone else gets out of the way.”

Law enforcement can be an extremely powerful weapon against terrorism, drug trafficking, and other global criminal activity. But it may not be the most appropriate response in all circumstances. Often the perpetrators have sought sanctuary in other countries and cannot be brought to trial. Compiling proof beyond a reasonable doubt—the standard in criminal cases—may be even more difficult with respect to global crime. Diplomatic, economic, military, or intelligence measures, in many cases, can offer advantages over a strict law enforcement response, or can be undertaken concurrently with law enforcement.

Some who spoke to the Commission believe that it is improper for the Executive branch to subordinate law enforcement interests to other policy considerations, such as the impact on foreign relations, protection of intelligence sources and methods, or implications for the use of U.S. forces. They argue that if a foreign group or individual has violated U.S. law or threatens to violate U.S. law, they should be dealt with as criminals regardless of the other considerations involved.

The Commission believes otherwise. Under the Constitution, the President has responsibility not only to enforce the laws but also to conduct foreign policy and provide for the common defense. The Commission concludes that it is appropriate, and in fact essential, for the President to weigh various competing policy interests in determining the most effective response to global criminal activity. This does not mean that anyone other than the Attorney

---

1 For example, the Department of State has declared combating international terrorism, narcotics trafficking, proliferation, and global organized crime as top priorities for the Administration’s foreign policy, and has established a new Bureau of International Narcotics and Law Enforcement Affairs, headed by an Assistant Secretary, to direct the Department’s efforts. The Defense Department, which historically had been prohibited by the Posse Comitatus Act from engaging in law enforcement, was authorized in 1989 to collect information about international narcotics trafficking. DoD also created an office for drug enforcement support.
General or law enforcement officials should direct law enforcement investigations or prosecutions on a day-to-day basis. But a decision needs to be made at a policy level whether to give priority to law enforcement, or to intelligence, or to other policy options.

4-1. The Commission recommends that the President by Executive Order reaffirm that global criminal activities such as terrorism, narcotics trafficking, organized crime, and proliferation of weapons of mass destruction are national security matters and require a coordinated, multi-agency response. A law enforcement approach alone is inadequate.

The recently created NSC working groups are fostering broader interagency exchanges of information on different types of global crime, but the Commission believes that these groups do not provide the necessary strategic direction to attack these activities in a systematic and comprehensive way. These working groups are not convened at a sufficiently high level to set overall strategies or to settle interagency differences. Moreover, at the working level, law enforcement agencies, unaccustomed to participating in the NSC framework, are often passive participants in the working groups’ activities.

The NSC Deputies Committee has, when necessary, provided a useful forum for sorting out interagency differences over global criminal activity, but it is used on an ad hoc basis and does not provide significant or continuing strategic direction. The Commission believes a high-level group is needed to direct and coordinate the U.S. Government’s efforts, including law enforcement efforts, to combat global crime.

4-2. The Commission recommends that the President create by Executive Order a Global Crime Committee of the National Security Council to direct the U.S. Government’s actions against transnational activities that threaten the national security. The Committee should include, at a minimum, the Secretaries of State and Defense, the Attorney General, and the Director of Central Intelligence. The Committee should be chaired by the National Security Advisor.

A. The Global Crime Committee should identify as specifically as possible those transnational groups or activities that require a coordinated response, and a list of such groups or entities should be submitted to the President for certification. Not all global crime involving terrorism, drug trafficking, organized crime, or weapons proliferation necessarily constitutes a national security threat. By specifying those groups or activities that do pose national security threats, the Committee would alert the various departments that their activities with respect to these threats should be conducted in coordination with other departments and agencies.

2 The Commission considered recommending that the Vice President chair the Global Crime Committee, or that the Committee be co-chaired by the Deputy Attorney General and Deputy Secretary of State. It was noted that the Commission on the Roles and Missions of the Armed Services recently recommended that the Vice President chair an interagency committee on weapons proliferation. On balance, however, we believe that the most effective chairman of the Committee would be the National Security Advisor. We note that the Special Review Board (the Tower Commission) recommended that the National Security Advisor chair senior-level committees of the NSC system.
B. The Committee should establish an overall strategy for dealing with global crime, once certified; monitor implementation by the executive departments and agencies; determine the appropriate approach to specific types of global crime; and resolve operational and policy differences among the various departments and agencies. If such differences cannot be resolved by the Committee, they should be decided by the President.

C. A senior member of the NSC staff should be appointed as a Global Crime Committee Coordinator. The Coordinator should be assisted by a small staff detailed from appropriate agencies who are experts on different types of global crime and applicable legal requirements. Together, they should manage the coordination process and serve as advisers to the Committee and the President; they should not adjudicate disputes between departments and agencies, which should be the function of the Committee.

The Global Crime Committee will operate effectively only with the active participation of law enforcement agencies. For this reason, the Commission considered recommending that the Committee be established outside of the NSC structure. The Commission concluded, however, that because the NSC is already statutorily responsible for the “integration of domestic, foreign, and military policies relating to the national security,” the Committee should be situated under the aegis of the NSC. Recognizing that global crime, previously viewed as law enforcement problems, have become national security matters, the Commission believes that the Attorney General should participate in meetings of the NSC when it considers global crime matters.

Intelligence Community–Law Enforcement Cooperation

Historically, intelligence and law enforcement agencies have operated largely in separate spheres. Law enforcement agencies were concerned with criminal activity inside the United States, while intelligence agencies concentrated on the plans and capabilities of foreign governments. As criminal activity has become more global in nature, however, and as more U.S. criminal statutes have been given extraterritorial application, law enforcement agencies have become increasingly interested in information about criminal activities outside the United States. At the same time, collection and analysis of information about global crime also has become a priority for the Intelligence Community.

Increasingly overlapping interests in the same foreign groups and activities have caused conflicts between the two communities. Tensions result, in part, from their very different missions, goals, and legal authorities.

3 Section 101 of the National Security Act provides that “The function of the [National Security] Council shall be to advise the President with respect to the integration of domestic, foreign, and military policies relating to the national security so as to enable the military services and the other departments and agencies of the Government to cooperate more effectively in matters involving the national security.”
The mission of intelligence agencies is to collect, analyze, and disseminate intelligence to their consumers. Human sources and technical collection systems can be developed only over long periods of time and often at great cost. They are easily compromised and, when compromised, often cannot be replaced. Accordingly, intelligence agencies are by nature reluctant to permit consumers, including law enforcement agencies, to use intelligence in any way that might result in the loss of a source or collection method.

The mission of law enforcement agencies, in contrast, is to investigate and prosecute individuals who violate U.S. laws. Like intelligence agencies, law enforcement agencies want information about global crime, but as a means to a different end: the arrest and conviction of criminals. Law enforcement’s need for intelligence may not always be compatible with the methods of the Intelligence Community.

**Continuing Sources of Conflict**

There are a number of specific areas of conflict between the two communities. Three stand out. First, there remains a mutual reluctance to share sensitive information. Law enforcement agencies, especially the FBI, have complained that intelligence agencies, citing the need to protect intelligence sources and methods, do not disseminate important intelligence reports or, more often, disseminate them with such onerous restrictions on their use that they are valueless to investigators and prosecutors.

Similarly, intelligence agencies complain that law enforcement organizations refuse to share information about terrorism, narcotics trafficking, and organized criminal activities collected in the course of domestic criminal investigations. With largely unfettered access inside the United States and armed with enforcement powers, law enforcement officials often can collect information about individuals involved in global criminal activities more easily than intelligence agencies operating clandestinely overseas. Much of this information is potentially useful to the Intelligence Community, but law enforcement agencies are reluctant to share it lest it leak or be used in a way that would taint the prosecution’s case.

A second source of conflict involves the intelligence agencies’ refusal to accept direct collection tasking from law enforcement agencies. CIA and NSA interpret their legal authorities as permitting them to engage in intelligence collection only for a “foreign intelligence” purpose. Accordingly, while they invite law enforcement agencies to request information about specific targets, NSA and CIA will only go forward with the collection if they independently determine that the requested collection has a valid—in the view of NSA, a principal—“foreign intelligence” purpose. In almost all instances, requests for information about specific individuals involved in terrorism, narcotics...
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trafficking, organized crime, and weapons proliferation are deemed to have foreign intelligence value. The intelligence agencies’ refusal to accept direct collection tasking, however, makes them appear to be unresponsive to the needs of law enforcement agencies and makes law enforcement reluctant to make further requests.

A third source of tension is an increased effort by law enforcement agencies, principally the FBI, to expand their activities overseas, both to engage in liaison with foreign law enforcement agencies, and to develop independent sources of information about global criminal activities that can be used more easily by investigators and prosecutors. Law enforcement agencies are hesitant to provide details about these overseas activities to intelligence and State Department officials because of concerns about leaks and possible tainting of their investigations.

Recent Initiatives

During the last two years, the intelligence and law enforcement communities have taken a number of significant actions to resolve their differences. A Joint Intelligence Community–Law Enforcement working group was formed in 1995 to devise solutions to the specific flashpoints between the two communities. Composed of experienced lawyers and other officials from all of the affected agencies, the working group has been meeting on a weekly basis and appears to have made significant progress in addressing problems.

A separate task force has been addressing the relationship between intelligence and law enforcement representatives stationed overseas, specifically focusing on the appropriate division of duties, guidelines for keeping each other informed, and mechanisms to resolve differences that may arise. At the same time, the Departments of State and Justice have been attempting to negotiate a Memorandum of Understanding to govern the relationship between U.S. Chiefs of Mission and law enforcement officials posted overseas.

Both the working group and special task force report to an Intelligence Community–Law Enforcement Policy Board, which was established in March 1995. Co-chaired by the Deputy Director of Central Intelligence and the Deputy Attorney General, the Board meets quarterly to consider and resolve significant policy differences that arise between the two communities. In addition, the Deputy Attorney General and Deputy Director of Central Intelligence have begun to meet on a bi-weekly basis in order to keep each other directly informed on major operational issues and to address disputes that have not been resolved at the working level.

NSA is not subject to the law enforcement proviso of the National Security Act. Executive Order 12333 provides that NSA is authorized to collect signals intelligence “for national foreign intelligence purposes” in accordance with guidance from the DCI. NSA construes E.O. 12333, as well as certain judicial decisions, as prohibiting it from engaging in collection for the principal purpose of law enforcement. Thus, in contrast to the CIA, NSA will engage in collection requested by a law enforcement agency only if it determines that the principal purpose is to collect foreign intelligence.
Conclusions and Recommendations

While most Commission witnesses advocated improving cooperation between intelligence and law enforcement, this view is not shared by everyone. Recalling the domestic abuses of the 1960s and 1970s, some critics remain leery about encouraging greater intelligence involvement in law enforcement activities. Others are concerned that forcing intelligence agencies to provide more direct support to law enforcement will open them up to stricter judicial scrutiny and criminal discovery procedures, which will ultimately hamper their collection activities and risk disclosure of sources and methods.

Notwithstanding these concerns, the Commission is persuaded that improved cooperation between law enforcement and intelligence is desirable, and, indeed, is essential. While mindful of the potential risks of closer links, the Commission believes that the increasing threats to our national security from global crime require the two communities to work together. In the Commission’s view, cooperation can be enhanced in ways that would not threaten the civil liberties of Americans or the efficacy of intelligence functions. While the recent initiatives taken by the two communities to improve cooperation are to be applauded, the Commission concludes that more needs to be done.

A Single Spokesperson for Law Enforcement

In the view of many witnesses, a significant impediment to better cooperation between the two communities is the decentralization of law enforcement activities in the U.S. Government. Responsibility for law enforcement activities is split principally between two cabinet departments: the Justice Department and the Treasury Department. The Attorney General is responsible for the FBI, the Drug Enforcement Administration, the Immigration and Naturalization Service, and the Marshals Service. The Secretary of the Treasury is responsible for the Secret Service, the Customs Service, and the Bureau of Alcohol, Tobacco, and Firearms. A still extant 1968 Executive Order directs the Attorney General to “coordinate the criminal law enforcement activities of all federal departments and agencies,” but successive Attorneys General have never been able to exercise this authority fully.

As a result, there is no single coordinator for the law enforcement community. Whether the issue concerns formulating an overall U.S. response to global crime, facilitating cooperation with the Intelligence Community, or coordinating law enforcement activities abroad, there is no single focal point within the law enforcement community authorized to represent its views. This makes policy decisions more difficult and coordination more cumbersome.

5 The activities of the Department of Justice itself are highly decentralized. The Department includes 94 U.S. Attorneys offices and 56 FBI field offices across the United States. This makes coordination with the Intelligence Community very difficult. The Commission urges the Justice Department to increase its efforts to monitor its cases across the country that may involve national security issues.
4-3. The Commission recommends that the President designate the Attorney General as the focal point and spokesperson for the law enforcement community for purposes of formulating the nation’s law enforcement strategy for responding to global crime, facilitating cooperation with the Intelligence Community, and coordinating law enforcement activities abroad.

**Legal Authorities**

The Commission does not believe that significant changes in the Intelligence Community’s legal authorities are required in order to improve cooperation between intelligence and law enforcement.

Nevertheless, some clarification of existing law would be helpful. Lack of clear legal authorities has resulted in confusion—inside individual intelligence agencies, between different intelligence agencies, and within the law enforcement community—regarding what activities intelligence agencies can conduct to support law enforcement. Applicable Executive Orders should be revised both to clarify specifically what is prohibited and what is permitted and to ensure that various Intelligence Community agencies are governed by the same rules.

The Commission believes that the Intelligence Community may be taking too restrictive a view regarding whether intelligence assets can be tasked by law enforcement agencies to collect information overseas about other than “U.S. persons,” i.e. U.S. citizens or aliens admitted to the United States for permanent residence. The law enforcement proviso of the National Security Act was intended to prevent the CIA from infringing on the domestic jurisdiction of the FBI and from becoming a national secret police that might be directed against U.S. citizens. These concerns are not present when the Intelligence Community collects against foreign nationals overseas.

At the same time, the need to combat global crime most effectively requires that the capabilities of the Intelligence Community be harnessed to support law enforcement agencies as efficiently and effectively as possible. The Intelligence Community’s interpretation of the law as requiring an independent finding of a “foreign intelligence” purpose (a principal foreign intelligence purpose, in NSA’s view) before conducting any collection requested by a law enforcement agency is, in our view, overly mechanistic. The Intelligence Community should be permitted to collect information overseas at the request of a law enforcement agency so long as a U.S. person is not the target of the collection or the subject of the potential prosecution.\(^6\)

---

\(^6\) Allowing intelligence agencies to engage in collection for a law enforcement purpose would not necessarily subject them to discovery requests that might jeopardize sources and methods. If the information collected is used for “lead” or “tip-off” purposes only, and is not used as a factual element in support of a search warrant, arrest warrant, or indictment, the intelligence agency would generally not be considered part of the “prosecution team” whose files are subject to discovery searches.
4-4. The Commission recommends that the President by Executive Order clarify that intelligence agencies with collection capabilities may collect information about non-U.S. persons outside the United States at the request of a U.S. law enforcement agency.

Sharing of Information

Despite the recent progress made to improve the working relationships between the two communities, the Commission remains concerned that they will continue not to exchange relevant information about global crime. Although each has legitimate concerns, both practical and legal, about how information it collects may be used (or misused) by the other, the Commission believes the U.S. Government simply cannot wage an effective fight against global crime unless the two communities pool their information resources.

The Intelligence Community needs to relax restrictions, to the greatest extent possible consistent with protection of sources and methods, on the dissemination and use of intelligence by law enforcement agencies in conducting investigations. Similarly, law enforcement agencies should share information they collect with intelligence agencies in an appropriate manner consistent with applicable legal restrictions. Although there are certain legal restrictions on disclosure of information obtained in the course of a law enforcement investigation, such as grand jury secrecy rules, the bulk of investigative information collected by law enforcement agencies about groups and individuals engaged in global criminal activities can be legally provided to the Intelligence Community.

In the Commission’s view, procedures can be crafted to allow the passage of relevant information in a manner that neither taints a potential prosecution nor jeopardizes sources and methods. Effective cooperation would be facilitated by detailing more law enforcement personnel to intelligence agencies, and vice versa.

4-5. The Commission recommends that the Global Crime Committee develop improved procedures to ensure increased sharing of relevant information between the law enforcement and intelligence communities.

Overseas Coordination

The Commission also has concerns about expansion of the FBI’s overseas activities. The Commission recognizes that the growing internationalization of criminal activity requires the FBI to maintain closer ties with foreign law enforcement services, necessitating the posting of more FBI representatives to foreign capitals. But the Commission believes the functions of these representatives principally should be limited to liaison with the host government and to participating, where appropriate, in joint law enforcement operations (such as counternarcotics or counterterrorism cases) where the U.S. has an interest.
In our view, the FBI should not conduct *unilateral* law enforcement operations in other countries (such as developing and recruiting clandestine sources) without the knowledge and approval of the host government, except in rare and compelling circumstances. The risk of political embarrassment to the United States, as well as the potential for conflicting with the operations of intelligence agencies, is simply too high.

To the extent that the FBI and other law enforcement agencies do engage in activities—either liaison or operations—in foreign countries, the Ambassador should be kept informed of these activities, as required by existing law, and the activities should be coordinated, in accordance with applicable policy, with intelligence officials.\(^7\) Keeping an Ambassador informed of such activities does not mean that the Ambassador will have authority to make prosecutorial decisions; it does mean that the Ambassador will have an opportunity to assess the political impact of U.S. law enforcement activities on the host country relationship as well as to reduce the possibility for conflict with intelligence activities. If conflicts arise that cannot be resolved in the field, these should be elevated to more senior departmental officials, and, as appropriate, to the Global Crime Committee or the President.

**4-6. The Commission recommends the Global Crime Committee develop guidelines to govern the coordination of law enforcement activities overseas, incorporating the principles set forth in this report.**

---

\(^7\) Pursuant to 22 U.S.C. 3927, the Ambassador is responsible for supervising all non-military Executive branch activities in his or her country and must be kept “fully and currently” informed of all such activities, including those of law enforcement officials.
The Organizational Arrangements for the Intelligence Community

The Intelligence Community was not created, and does not operate, as a single, tightly knit organization. Rather, it has evolved over nearly 50 years and now amounts to a confederation of separate agencies and activities with distinctly different histories, missions and lines of command. Some were created to centralize the management of key intelligence disciplines. Others were set up to meet new requirements or take advantage of technological advances. Not surprisingly, the ad hoc nature of their growth resulted in some duplication of activities and functions. All but the CIA reside in policy departments and serve departmental as well as national interests. Except for the CIA, which for reasons of security is funded in the Defense budget, they are funded by their parent department’s appropriation. Their directors are selected by the Secretaries of the departments they serve, although in some cases consultation with the DCI is required.

Despite their separate responsibilities, lines of authority, and sources of funding, the United States has sought to operate these agencies as a “Community” in order to best serve the nation’s interests. Today, intelligence remains the only area of highly complex government activity where overall management across department and agency lines is seriously attempted.

Roles and Authorities of the Director of Central Intelligence

The National Security Act of 1947, which established the CIA, did not define an “Intelligence Community” or specify the DCI’s responsibilities or authorities in relation to the other intelligence agencies which existed at the time. As the head of CIA, the DCI was only to make recommendations to the National Security Council for the coordination of U.S. intelligence activities and to “correlate and evaluate intelligence relating to the national security” and disseminate this intelligence to other agencies. The CIA Act of 1949 provided the DCI with special financial and acquisition authorities that became critical in later years in the rapid procurement of technical intelligence capabilities.

1 The Intelligence Community is defined by law to include the Office of the Director of Central Intelligence (which includes the National Intelligence Council), the Central Intelligence Agency, the National Security Agency, the Defense Intelligence Agency, the Central Imagery Office, the National Reconnaissance Office, other offices within the Department of Defense for the collection of specialized national intelligence through reconnaissance programs, the intelligence elements of the Army, Navy, Air Force, Marine Corps, Federal Bureau of Investigation, the Department of Treasury, and the Department of Energy, the Bureau of Intelligence and Research of the Department of State; and such other elements of any department or agency as may be designated by the President or jointly by the Director of Central Intelligence and the head of the department or agency concerned. (None has to date been designated under this latter authority.) For a general description of the operation of the Intelligence Community, see Appendix B.
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As more intelligence agencies came into existence during the 1950s and 1960s, many began to feel the DCI should play a stronger coordinating role relative to these agencies to improve their efficiency and effectiveness. Within two years of CIA's establishment, the DCI was admonished by President Truman to take a stronger role in coordinating the intelligence function. Similar calls were made by successive Presidents, congressional committees, and independent commissions. In all, over the last forty years, more than 26 proposals have been offered to strengthen the authorities of the DCI over the agencies of the Intelligence Community, motivated, for the most part, by a desire to eliminate waste and duplication.

The first formal changes in the DCI's authorities in relation to other intelligence agencies did not come until the early 1970s. By this point, spending for intelligence had substantially grown as a result of advances in space technology. In 1971, President Nixon, by classified memorandum, directed the DCI to establish requirements and priorities for intelligence collection, and to combine all "national" intelligence activities into a single budget. These responsibilities were carried over in the first Executive Order on intelligence, issued by President Ford in 1976. In addition, the comprehensive Ford order created for the first time the position of Deputy to the Director of Central Intelligence for the Intelligence Community and instructed the DCI to delegate day-to-day operation of the CIA to the Deputy Director of Central Intelligence. The position of the Deputy Director for the Intelligence Community did not survive in subsequent executive orders. However, the executive orders issued by Presidents Carter and Reagan did substantially clarify the DCI's authorities and responsibilities in relation to other elements of the Intelligence Community. (See the discussion of these orders in Appendix A.)

In 1992, the Congress enacted amendments to the National Security Act of 1947 which defined the “Intelligence Community” in law for the first time and codified many of the specific responsibilities and authorities of the DCI vis-à-vis the Intelligence Community which had previously existed in Executive Order. (See Title VII of Public Law 102-496.) Among other things, these amendments:

- recognized three specific roles for the DCI: head of the Intelligence Community, principal intelligence adviser to the President, and head of the CIA;
- made the DCI responsible for creating a centralized process for establishing requirements and priorities for intelligence collection and analysis;
- made the DCI responsible for developing and presenting to the President and Congress an annual budget for national foreign intelligence activities;
- provided that the DCI would formulate guidance for and approve the budgets of agencies within the Intelligence Community and that the concurrence of the DCI must be obtained before agencies could use or “reprogram” appropriated funds for other purposes;

2 Summaries of recommendations from many of the key reports are included in the discussion of the historical evolution of the Intelligence Community found in Appendix A.
♦ gave the DCI authority to shift personnel and funds within national intelligence programs to meet unexpected contingencies, provided the affected agency head(s) did not object;

♦ made the DCI responsible for the coordination of Intelligence Community relationships with foreign governments;

♦ as head of the CIA, made the DCI responsible for providing overall direction for the collection of national intelligence through the use of human sources; and

♦ required the Secretary of Defense to consult with the DCI with respect to the appointments of the Directors of the National Security Agency, National Reconnaissance Office, and Defense Intelligence Agency, and to appoint the head of the Central Imagery Office based upon the recommendation of the DCI.

Taking these together, the DCI appears to have considerable authority vis-à-vis other elements of the Intelligence Community. In practice, however, this authority must be exercised consistent with the authority of the department heads to whom these elements are subordinate.

**Organizational Dynamics**

The preponderance of U.S. intelligence agencies are within the Department of Defense. The National Security Agency, the Defense Intelligence Agency, the National Reconnaissance Office, the Central Imagery Office, the offices which carry out specialized reconnaissance activities, the joint intelligence centers of the Joint Chiefs of Staff and the Unified Commands, and the intelligence organizations in each of the military departments, all are subordinate, directly or indirectly, to the Secretary of Defense. Together these agencies spend 85 percent of the total U.S. intelligence funds and employ 85 percent of intelligence personnel. Nearly two-thirds of all DoD intelligence personnel are active duty military. Owing to their subordination within the Defense Department, these agencies benefit substantially from logistical and administrative support provided by DoD but not reflected in the funds allocated for national foreign intelligence activities.

Most of these agencies have multiple roles. Not only are they responsible for producing intelligence and analysis in response to national requirements, but they also respond to departmental and tactical requirements. Certain DoD intelligence agencies are designated by law as “combat support agencies,” signifying their roles in supporting tactical military operations.

The Department of Defense also is the largest single user of national intelligence. In times of war or crisis, its requirements take preeminence over those of other agencies. In addition to supporting military operations, national intelligence contributes significantly to other DoD functions such as planning force structures, making weapons acquisition decisions, and conducting relationships with foreign governments.
While the elements of the Intelligence Community that belong to departments other than the Department of Defense (such as the Bureau of Intelligence and Research within the Department of State, and the National Security Division of the Federal Bureau of Investigation) are, by comparison, very small, some of the same dynamics come into play. They receive their appropriations from their parent department; their personnel report, directly or indirectly, to the head of the department; and they have departmental duties and responsibilities wholly apart from their roles as members of the Intelligence Community.

Further, the DCI has at times been viewed by other agencies as less than an honest broker. Because he also heads the CIA, efforts on his part to exert control over other elements of the Community or to resolve differences between them tend to be viewed as biased, sometimes providing additional grounds for resisting the DCI’s leadership.

**Program and Budget Dynamics**

Although the DCI has statutory authority to develop a separate budget for national intelligence, there is no separate appropriation for intelligence. Approximately 98 percent of this budget, including the funding for the CIA, is covered in the bill that appropriates funds for the Department of Defense. In practice, at the beginning of each budget cycle, the Secretary of Defense decides, in consultation with the DCI, how much of the Defense budget will be allocated for national intelligence. Once that decision is made, the DCI knows how much money he has to parcel among national intelligence activities, but the total budget decision is not his to make.

After the DCI has been given a budget number to work with, he must, in allocating the budget for national intelligence, take into account what the Department of Defense plans to spend on defense-wide and tactical intelligence activities that are funded separately from national intelligence activities. The amounts involved in funding these activities involve billions of dollars; and the activities themselves are diverse and complex. Yet if the DCI fails to take them into account, he may overfund some areas in his own budget and underfund others.

Even if he surmounts this challenge, the DCI confronts the difficulties presented by his own budget structure and process. The budget is broken into separate “programs,” each of which, with the exception of the CIA program, is headed by a “program manager” outside the line supervision of the DCI. Moreover, the “programs” themselves are not organized around consistent principles or criteria. Some, such as the CIA program, pertain to an agency; others fund certain types of activities, such as signals intelligence or space activities. Like activities are not grouped together so that it is difficult for the DCI to identify waste and duplication or decide what activities should be reduced or increased. (See Chapter 7 for a fuller explanation of this problem as well as the Commission’s recommended solution to it.)

Even after money for national foreign intelligence activities has been appropriated by the Congress, the DCI lacks the ability (except for the CIA) to know or control how it is spent. The current Executive Order requires that the DCI monitor how national intelligence programs are being implemented to judge whether they are accomplishing their objectives. The law requires that elements of the Community obtain the DCI’s concurrence before
they “reprogram” funds for a purpose different from the one appropriated. However, the Executive Order and the law lack any enforcement mechanism. If an agency chooses to ignore the requirement and use national intelligence funds for its own departmental purposes, the DCI’s only remedy is to complain to the President or Congress, hardly a position of strength.

The DCI’s Dilemma

Notwithstanding his statutory authorities vis-à-vis the elements of the Intelligence Community, which on their face appear substantial, the DCI is left in a relatively weak position. It is not surprising, therefore, that most DCIs have chosen to spend the bulk of their time on their other major functions, serving as principal intelligence adviser to the President and head of the CIA.

In view of this situation, a fundamental organizational question facing the Commission was whether the concept of centralized control over the Intelligence Community should be preserved at all.

The Consequences of Decentralization

Some who spoke with the Commission urged that, in light of the intractable situation which any DCI faces, the Commission should recommend a return to a more decentralized system. Under this concept, the DCI would head the CIA and serve as the chief intelligence officer to the President. He would continue to “correlate and evaluate” all the intelligence held by the Government, but he would not attempt to manage an intelligence community by developing its budget. The Secretary of Defense and the heads of other departments with elements currently within the Intelligence Community would allocate the resources to these elements and provide guidance for their operations. The “national” agencies within DoD, i.e. NSA, CIO, and NRO, would continue to satisfy the requirements of non-DoD departments. In essence, this approach would resemble the state of play prior to 1970.

The advantage of this option would be to free the DCI of his Community responsibilities and allow him to devote full attention to advising the President and managing the CIA. Some argued that if the resources currently allocated for national intelligence programs had to compete more directly against other defense needs, they would receive more rigorous review. In view of the management shortcomings recently in evidence at the CIA, it was said that the Agency requires virtually full-time attention from the DCI.

The Commission carefully considered these arguments but concluded that returning to a more decentralized system would be a step in the wrong direction. In the Commission’s view, there are numerous and compelling reasons for retaining a centralized system:

♦ While national intelligence activities are largely funded through the Department of Defense, they also serve the requirements of the President and many other departments and agencies. Eliminating the DCI’s authority over these
activities is likely to mean that non-Defense requirements would receive progressively less attention. This is not to impugn the integrity of intelligence agencies within the Department of Defense, but simply to recognize the bureaucratic proclivities should the DCI be removed from the picture.

- The capabilities of intelligence agencies are expensive. There needs to be an objective central authority to inhibit waste and duplication. While one might argue that previous DCIs have failed in this role, it is difficult to conclude the role should not exist or that the DCI is an inappropriate person to fill it.

- Someone should be astride the entire system to objectively evaluate its overall performance—both in terms of what it produces and how its component parts relate to each other—and to correct the shortcomings. Again, some would question the effectiveness of previous DCIs in this regard, but few would contend that the function is not worthy.

- The United States needs an intelligence system that works together in peacetime and pulls together in crisis. There is a synergy created when the Intelligence Community works together. When it works at cross-purposes, the consequences can be devastating. President Truman created a Director of Central Intelligence largely because he was disgusted with the competitiveness and lack of cooperation that contributed to the disaster at Pearl Harbor. These conditions should not be permitted to return.

5-1. The Commission recommends that the existing system which provides centralized management of the Intelligence Community by the DCI be retained.

Structural Options Considered by the Commission

The Commission heard numerous proposals for restructuring the Intelligence Community during the course of its inquiry and also commissioned a separate “clean slate” analysis by an outside consultant. While there were considerable variations and permutations in these proposals, they generally fell into three basic models: (1) giving the DCI more direct authority over the “national” elements of the Intelligence Community; (2) reducing the DCI’s present responsibility for the CIA to allow more time for his two other major responsibilities; and (3) retaining the present structure generally but giving the DCI better means to carry out his community role. While these are not mutually exclusive options, they are considered separately below.

Giving the DCI More Direct Authority over “National” Agencies

Some recommended that the intelligence agencies within the Department of Defense which have the most substantial responsibilities for “national” intelligence, e.g. the National Security Agency, Central Imagery Office, and National Reconnaissance Office, be subordinated to the DCI. Under this approach, funding for these entities would be pulled out of the Defense budget and would be appropriated, together with the funding for
the CIA, directly to the DCI. These agencies would continue to satisfy Defense as well as national requirements and, in times of war or crisis, the Secretary of Defense would be given overarching authority to set requirements and priorities for intelligence collection.

The Commission rejected this approach for several reasons. First, while it is true these defense agencies provide considerable support to the Government as a whole, in times of war or crisis their capabilities are essential to the Defense Department’s mission. Moreover, if not for that function, the national intelligence budget would be only a modest fraction of its present size. It seems prudent, therefore, to place these capabilities where they must relate to and support that mission. Indeed, for the large “national” technical systems operated by these agencies, the key challenge lies in tying these systems on a “real-time” basis to military forces in the field to a far greater degree than ever before. Thus, the justification for keeping them within the Department of Defense has grown stronger, not weaker. Second, subordination to the DCI would risk losing the personnel and logistical support now provided by the Department of Defense. While clearly the Department of Defense would retain a substantial interest in seeing these agencies operate effectively and retain, to some degree, their military character, if the military personnel levels were to decrease substantially, requiring comparable increases in civilian personnel, or the DCI had to reimburse the military for the logistical support now routinely provided, the costs to these agencies could increase substantially.

As a general proposition, the Commission believes it would be a serious mistake to weaken the relationship between intelligence and defense. While the DCI as head of the Intelligence Community may be in a position of relative weakness in relation to the Secretary of Defense, it must be understood that these agencies (other than the CIA) in all likelihood would not exist if there were no military justification. While they do satisfy the requirements of non-Defense agencies, they are nonetheless funded from Defense resources, staffed by Defense personnel, and vital to the performance of Defense functions. To alter this relationship would pose considerable risk, in the view of the Commission, to the continued support of these activities.

**Reducing the DCI’s Responsibility for the CIA**

Many believe the DCI should be relieved of the responsibility of running the CIA in order to devote more attention to the Intelligence Community and to serve as principal intelligence adviser to the President. (This idea has been suggested in various forms since at least 1961.)

Those who favor this approach also generally favor the creation of a Director of National Intelligence (DNI) who would preside over an Intelligence Community which included a Central Intelligence Agency headed by a separate “Director of the CIA.” Most also would separate the analytical function from the CIA and place it under the DNI to support him in his role as presidential adviser, leaving CIA strictly as an operational element. Thus, the DNI would have responsibility for establishing policy for the Intelligence Community (e.g. setting collection requirements and priorities), for resource allocation for the Community, and for “national” analysis. The Director of the CIA, on the other hand, would not be distracted by other duties and could devote full time and attention to the Agency’s sensitive human source collection and operational missions.
The Commission carefully considered this option but does not endorse it. Removing the Director (DCI or DNI) from direct control of CIA operations would deprive him of an important source of his authority. The operations of the CIA form a unique aspect of U.S. intelligence. Having direct responsibility for those operations and communicating the results of those operations to the President and other recipients are important and traditional elements of the DCI’s power. Separating CIA’s analytical and operational functions also would have costs. As discussed in Chapter 6, the steps being taken at the CIA to move the two functions closer together appear to be producing dividends for both the analysts and the collectors. While this “partnership” needs to be carefully managed to avoid undue reliance on, or uncritical acceptance of, human source reporting, the Commission is not persuaded that the analytic element should be artificially removed from CIA. The Commission is reluctant to recommend the creation of an additional organization under a DNI, albeit one constructed of existing offices and components, in the absence of a clear showing that it is needed and preferable to other alternatives.

**Giving the DCI Better Tools to Carry Out His Community Role**

The Commission received many suggestions to improve the DCI’s ability to carry out his responsibilities as head of the Intelligence Community within the context of the existing framework. These included proposals calling for new and expanded staff support, the creation of advisory mechanisms, and the establishment of functional managers for collection, analysis, and infrastructure on the DCI’s staff. While some of these ideas have merit, others appeared unworkable. For example, the idea of creating separate agencies or functional positions on the DCI’s staff to manage all collection, all analytical activities, and all infrastructure activities across intelligence agencies seemed to the Commission to be infeasible. The number of activities in each category is so large and diverse that managing them as a whole would require expertise and organizations that do not now exist in the Intelligence Community. To create new agencies or a new bureaucratic level of functional managers would be both costly and disruptive without producing clear benefits over the existing system.

_The Commission did conclude that the development of an improved framework in which the DCI exercised his Community role—while perhaps not the most dramatic option available—was, nonetheless, the most sensible one. The Commission believes that the DCI’s existing legal authorities with respect to the Intelligence Community are, on the whole, sufficient, but that certain enhancements to those authorities are desirable._

5-2. The Commission recommends that:

♦ The Director of Central Intelligence should continue to serve as the principal intelligence adviser to the President, head of the Intelligence Community, and head of the CIA.

♦ The DCI should continue to be appointed by the President, serve at his pleasure, and report to him.
Figure 5.1 Commission’s Proposed Management Structure for the Intelligence Community
♦ A Committee on Foreign Intelligence of the National Security Council should be created to provide the DCI with policy guidance with respect to national foreign intelligence priorities and activities, as explained in Chapter 3.

♦ The DCI should have two Deputies, each appointed by the President and confirmed by the Senate: one Deputy (to supersede the existing Deputy Director of Central Intelligence) to be designated Deputy Director for the Intelligence Community, serving at the pleasure of the President and as acting DCI in the absence of the DCI; a second Deputy to be designated Deputy Director for the Central Intelligence Agency, and appointed for a term not to exceed six years (with the President reappointing the Deputy every two years). Each Deputy must be provided sufficient professional staff to assist in the execution of his or her responsibilities.

♦ A senior advisory body, such as the current Intelligence Community Executive Committee3 (“IC/EXCOM”), should serve as the DCI’s principal advisory and coordinating body and as the conduit for the DCI’s direction to the Community. A zero-based review should be conducted of other advisory and coordinating bodies within the Intelligence Community to ensure they continue to serve a useful purpose.

♦ The DCI should concur in the appointments of the Directors of the National Security Agency, National Reconnaissance Office, and Central Imagery Office (or its possible successor, the National Imagery and Mapping Agency) when made by the Secretary of Defense, or concur in the recommendations of the Secretary when such appointments are made by the President. The DCI should be consulted on the appointments of the Director, Defense Intelligence Agency; the Assistant Secretary of State for Intelligence and Research; the Assistant Director, National Security Division of the FBI; and the Director, Office of Nonproliferation and National Security of the Department of Energy.

♦ The Directors of the National Security Agency and Central Imagery Office (or its possible successor, the National Imagery and Mapping Agency) should be dual-hatted as Assistant Directors of Central Intelligence for Signals Intelligence and Imagery, respectively, and report to the DCI in those capacities. As elaborated in Chapter 7, both of these Assistant Directors should be given expanded program and budget responsibilities for the intelligence activities in their respective areas. While both Directors would

3 The IC/EXCOM, chaired by the DCI, includes the Deputy DCI; the Deputy Secretary of Defense; the Vice Chairman, Joint Chiefs of Staff; the Directors of NSA, NRO, CIO, and DIA; the Assistant Secretary of State for Intelligence and Research; the Chairman of the National Intelligence Council; the Executive Directors for Intelligence Community Affairs and for the CIA; as well as others with key responsibilities in the intelligence area, including the Assistant Secretary of Defense for Command, Control, Communications, and Intelligence, and the Under Secretary of Defense for Acquisitions and Technology.
remain subordinate to the Secretary of Defense, the DCI should have an opportunity to comment upon their performance in their Assistant DCI capacities prior to their being rated by the Secretary of Defense.

♦ As elaborated in Chapter 7, the budget for national foreign intelligence activities should be restructured and the budget process revised and reinvigorated to improve the ability of the DCI to manage intelligence resources.

♦ As elaborated in Chapter 9, the DCI should be given additional authority over Intelligence Community personnel.

The Commission believes that adoption of these recommendations would provide a stronger framework for the exercise of the DCI's Community responsibilities without interfering unduly or inappropriately with the authorities and prerogatives of the policy department heads who “own” the intelligence components affected. If this unique effort to manage across department and agency lines for the good of the nation is to succeed, however, some deference must be paid to the DCI’s responsibilities.

Having a separate Deputy Director for the Intelligence Community appointed by the President and confirmed by the Senate would provide the DCI with a senior manager of stature who can be looked to by both the Executive branch and the Congress as an authoritative spokesman and “alter ego” of the DCI on Intelligence Community matters. To carry out the responsibilities of this position, the Deputy would require a strong staff of diverse skills. The existing staff which performs this role, the Community Management Staff, should be expanded in number and should comprise both permanent positions as well as positions filled by professionals on rotational assignments from agencies within the Intelligence Community. The Deputy should direct this staff to perform management audits and otherwise assure that the DCI’s policies are being properly implemented and that performance standards are being met.

Having a separate confirmed deputy for the CIA would provide the DCI with a senior assistant of stature to administer the day-to-day operations of the CIA while leaving ultimate responsibility with the DCI. As elaborated in Chapter 6, the Commission believes it is preferable for this position to have greater stability to achieve continuity of management. Having confirmed deputies in both positions should provide the DCI greater freedom to choose where to devote his energy.

The Commission believes it is important that the DCI have an active body composed of the heads of intelligence agencies as well as others with key responsibilities for intelligence to be his principal source of advice and to serve as the principal conduit for his directions to the Intelligence Community. While the current IC/EXCOM is structured to provide the DCI this kind of support, the use of similar coordinating bodies in the past has not been consistent. For the DCI to carry out his Community responsibilities effectively, the community coordinating body must have permanence and must play an active, “hands-on” role.
The Commission further urges that the DCI direct a zero-based review of the numerous advisory committees, working groups, boards, and committees within the Intelligence Community to determine which continue to serve a useful purpose. While many appear to undertake well defined and helpful functions, others seem to have confusing missions that do not facilitate management of the Intelligence Community.

Requiring the DCI’s concurrence in the appointment of the Directors of NSA, NRO, and CIO, when made by the Secretary of Defense, or his concurrence with the recommendation of the Secretary when such appointments are made by the President, would represent a change to existing law which requires only that the Secretary of Defense consult the DCI with regard to the NSA and NRO appointments. The Commission believes more involvement by the DCI in the appointment of these Directors is desirable in light of the current roles each of these agency heads plays in the national intelligence and in light of the expanded roles each will play if the Commission’s recommendations are adopted.

The Commission also believes that the DCI should be consulted with respect to the appointments of the Director, Defense Intelligence Agency, the Assistant Secretary for Intelligence and Research (State Department), Assistant Director, National Security Division (FBI), and the Director, Office of Nonproliferation and National Security (Department of Energy).

With respect to the appointment of the Director, DIA, consultation with the DCI is already required by existing law. While the responsibilities of the Director principally involve support to the Department of Defense, they also include significant national roles. (See the discussion in Chapter 10.) While the State and DOE officials identified also manage activities that primarily support departmental requirements, their organizations similarly play substantial roles in Intelligence Community activities, including the production of National Intelligence Estimates.

The Assistant Director of the FBI’s National Security Division is the senior official responsible for U.S. counterintelligence activities within the United States. The DCI is responsible for coordinating U.S. counterintelligence activities abroad. The two functions necessarily require extensive interaction. The cooperative arrangements between the FBI and the CIA which have grown out of the Ames case must be sustained and preserved. One way of doing so would be to give the DCI an opportunity to consult on the appointment of the senior FBI official responsible for counterintelligence matters. Providing the DCI with the opportunity to consult on the appointment of these officials would not alter the reporting relationships that now exist, but should result in greater cohesion among senior Intelligence Community managers.

---

4 See Section 106 of the National Security Act of 1947. The head of NSA is a military officer whose selection as head of the agency usually carries with it a promotion in rank. The head of the NRO is ordinarily a civilian political appointee. These appointments are usually made by the President based upon the recommendation of the Secretary of Defense. Pursuant to existing law, the Secretary of Defense appoints the Director of the Central Imagery Office, currently a civilian, based on the recommendation of the DCI. The current proposal to subsume the Central Imagery Office into a National Imagery and Mapping Agency, discussed in Chapter 11, calls for the Director of the new agency to be a military officer whose appointment, like the Director, NSA, would presumably be made by the President in most circumstances.

5 Section 106(a) of the National Security Act of 1947.
In a similar way, dual-hatting the Directors of NSA and the CIO as Assistant Directors of Central Intelligence for Signals Intelligence and Imagery, respectively, is intended to establish more formally their roles within the Intelligence Community. These roles would be considerably expanded in the resource management area if the Commission’s budget recommendations are adopted. (These are explained in detail in Chapter 7.) Formalizing their roles at the national level also provides a logical basis for allowing the DCI to comment on their job performance prior to being rated by the Secretary of Defense.

In sum, the Commission does not believe it is necessary to recommend new legal authorities to enable the DCI to perform effectively the three key functions of leading the CIA, serving as the President’s principal intelligence adviser, and guiding the Intelligence Community. However, the Commission believes the adoption of the recommendations outlined above would put the DCI in a far stronger position to carry out these responsibilities. They would provide permanent support mechanisms and give the DCI a stronger hand in his relationships with the heads of the agencies within the Community. It is also important that these recommended organizational changes be understood as part of the significant budget realignment proposed in Chapter 7, along with the personnel proposal outlined in Chapter 9. Taken together, these recommendations should enable the DCI to re-engineer and manage a stronger and better coordinated intelligence apparatus.

---

6 While the DCI’s overall legal authorities are generally sufficient, additional authority will be required to implement the personnel program recommended in Chapter 9.
Chapter 6

The Central Intelligence Agency

CHARGES of mediocre performance, lapses in management, and loss of direction at the Central Intelligence Agency played a major role in the formation of this Commission. The Aldrich Ames debacle, in particular, was seen by many as a sign that the CIA needed a major overhaul.

During the short tenure of the Commission, the CIA was buffeted by more allegations of wrongdoing and weak management in connection with its conduct in Guatemala and its dissemination of insufficiently caveated reporting from known Soviet double agents, and by the French Government’s public complaints about CIA espionage activities. These incidents color the public’s perception of U.S. intelligence overall. Although it is only one of thirteen agencies in the Intelligence Community and accounts for less than one-eighth of the total intelligence budget, for most Americans, the CIA is U.S. intelligence. Given CIA’s prominence in the public eye, the Commission concluded that it was appropriate to devote a separate chapter of its report to an examination of the CIA’s mission and management.

CIA’s Mission

The CIA was established by the National Security Act of 1947 as an independent agency under the direction of the National Security Council. Its principal mission was to “correlate and evaluate intelligence relating to the national security, and provide for the appropriate dissemination of such intelligence within the Government.”

One of the main objectives in creating the CIA was to prevent a repeat of the Pearl Harbor intelligence failure, where bits of information that might have provided warning of the Japanese attack were not woven together as they should have been. The National Security Act permitted departments and agencies to continue to collect and disseminate “departmental” intelligence, but CIA was given the responsibility for coordinating and evaluating all “national” intelligence, i.e. intelligence relevant to more than one department or agency.

Over the years, the CIA also became the principal clandestine collector of intelligence from human sources. Indeed, in the public eye, this latter role has largely overshadowed the Agency’s original role as an information clearinghouse.\footnote{Although the National Security Act of 1947 did not specifically authorize the CIA to engage in intelligence collection, it is clear from the legislative history that Congress expected the NSC to give the CIA such authority. In 1992, Congress amended the National Security Act specifically to authorize the CIA to collect foreign intelligence from human sources and also to provide overall direction for human intelligence collection by other elements of the U.S. Government. Intelligence Authorization Act For 1992 § 705, 50 U.S.C. § 403-3(d)(1)(Supp. 1995).} CIA also has responsibility for carrying out covert action programs as may be approved and directed by the President. (See Chapter 2 for a further description of covert action programs.)
Traditionally, the CIA has focused on serving the President, the NSC, and departments and agencies in the Executive branch. In recent years, CIA also has provided extensive substantive analysis to the Congress, a role specifically acknowledged in the 1992 amendments to the National Security Act.

**Organization of the CIA**

![Organization of the Central Intelligence Agency](image)

The CIA is divided into four major divisions: the Directorate of Operations (DO), the Directorate of Intelligence (DI), the Directorate of Administration (DA), and the Directorate of Science and Technology (DS&T). Each is headed by a Deputy Director.

The DO, or Clandestine Service, is responsible for collecting foreign intelligence from human sources ("assets") around the world and for conducting covert action programs.

The DI consists of analysts who prepare "all-source" assessments of foreign events and individuals based on intelligence collected by the DO and by other agencies. The DS&T houses a number of technical collection programs (including the Foreign Broadcast Information Service, which monitors foreign print and broadcast media) and provides technical support to the DO. The DA provides administrative support for the entire Agency.

The DCI (and in his absence, the DDCI) is the statutory head of the CIA. As discussed in Chapter 5, although the DCI is also the head of the Intelligence Community, in practice most DCIs spend the bulk of their time managing the CIA. For much of its history, CIA's senior management also has included an Executive Director, a non-statutory position that has fluctuated in duties and importance. The current DCI has delegated extensive responsibilities to the Executive Director and has directed CIA's four Deputy Directors to report through her.

**Criticisms of the CIA**

Most criticism of the CIA has been leveled at the DO, which during the past year alone has been alleged to have lied to or misled Congress, disseminated misleadingly
sourced intelligence reports, and associated with governments and individuals engaged in human rights abuses. In 1994, the DO was shaken by the worst spy scandal in U.S. history when Aldrich Ames was arrested for having passed information about CIA’s most sensitive operations to the Soviets for more than eight years. As a result, many of the DO’s most productive Soviet assets were executed or imprisoned. Many subsequent Soviet assets were later determined to have been controlled by the KGB. The DO previously had experienced failures in its agent operations against Cuba and East Germany.

CIA’s intelligence analysis also has come under occasional criticism, for example, for failing to predict the Iranian revolution, the breakup of the Soviet Union, and the Iraqi invasion of Kuwait. From time to time, CIA has been accused of politicizing or coloring its analysis to support (or undermine) Administration policies or to bolster the rationale for CIA’s own operations.

The Commission did not conduct an independent factual inquiry into any of these incidents, all of which have been thoroughly investigated by Congress, the President, and/or CIA’s own Inspector General. The Commission did interview many of the individuals involved in these incidents, including the recent DCIs, DDCIs, and DDOs, as well as others familiar with CIA operations, to understand what systemic failures may have led to them.

Criticism of CIA’s performance must be assessed in the overall context of its work. The DO has recruited numerous human sources over the years who have provided unique and significant information for the U.S. Government. Some of this information has been vital to the success of U.S. diplomatic initiatives. Other information has provided critical insights into military developments in the former Soviet Union and in certain rogue states. Intelligence from CIA sources has contributed to the identification and capture of a number of major terrorists. Information collected by the DO has also been key to the success of operations carried out by other agencies. Despite some prominent exceptions, the great bulk of the CIA’s collection operations have not been compromised. In short, the Commission found that the DO has had, and continues to have, important successes in an extremely difficult, highly risky, business.

In addition, CIA’s covert action programs have thwarted terrorist attacks, brought down drug kingpins, and accomplished U.S. objectives without the introduction of U.S. military forces. CIA’s DS&T shares credit for some spectacular achievements in overhead imagery and signals intelligence. CIA’s analysts produce thousands of intelligence assessments annually with judgments that are right far more often than they are wrong. The Agency’s employees are among the most dedicated and capable in the Federal government.

**Conclusions and Recommendations**

Against this background, the Commission considered whether there was a continued need for the CIA.

The Commission believes the original rationale for creating a Central Intelligence Agency remains valid. The President and Congress require a strong and independent intelligence organization that can integrate information from all sources and provide judgments
that are not colored by departmental biases. Whether conscious or unconscious, these biases are not illusory. The President and Congress would not be well served if they were to depend solely on intelligence produced by the cabinet departments.

The Commission also finds that the function of collecting human intelligence is essential. Signals intelligence and other forms of technical collection are extremely valuable and frequently are the best source of information about some targets. Such forms of collection also are less likely to cause diplomatic and political flaps. They do not, however, provide sufficient access to targets such as terrorists or drug dealers who undertake their activities in secret or to the plans and intentions of foreign governments that are deliberately concealed from the outside world. Recruiting human sources—as difficult, imperfect, and risky as it is—often provides the only means of such access. While CIA’s espionage operations have been far from flawless, we are not persuaded that they would be conducted any better by the Departments of State or Defense.

In addition, as discussed in Chapter 2, the Commission believes that the nation needs to retain a covert action capability and that the capability is best performed by those intimately familiar with clandestine intelligence activities.

Some witnesses suggested to the Commission that the two principal functions of the CIA—human source collection and analysis—should be split apart and housed in separate agencies in order to provide separate, dedicated management of operations, ensure that analysts do not rely too heavily on HUMINT reporting, and encourage outside experts to participate in the analytical process. While the Commission sees some merit in this proposal, it concluded that any potential benefits that might be obtained are outweighed by the costs and uncertain results of splitting the two functions into separate organizations. Indeed, recent efforts to interweave these functions more closely appears to be producing benefits for both functions, as described later in this chapter.

The Commission concludes that the functions the CIA currently performs remain necessary and are not likely to be performed better elsewhere in the Government. It is clear, however, that substantial changes in the Agency’s management and method of operation are needed to reduce the likelihood of additional internal breakdowns and instances of poor performance. The CIA has taken a number of actions recently to address these problems, but more should be done.

Maintaining Greater Continuity at the Top

The CIA has had six DCIs or Acting DCIs and three DDCIs in the last five years. This would be a high rate of turnover even for a cabinet department or agency more accustomed to rapid political change, and it has taken a serious toll on the CIA. Employees have been left to wonder which policies remain valid, important initiatives have been put on hold, and there has been enormous uncertainty about the direction of the Agency. There also has been a troubling loss of institutional memory at the top: too much has “fallen through the cracks” because Directors were not briefed on what their predecessors knew.

Some have suggested that the DCI serve a fixed term to remove the CIA from political influence and to provide continuity of leadership. An analogy is frequently drawn to the Director of the FBI, who is appointed for a term not to exceed ten years. The Commission
rejected this approach. Unlike the Director of the FBI, who in recent decades has had little contact with the President, the DCI is the President’s principal intelligence adviser. If the President does not have confidence in the DCI, he will not rely on him. For this reason, the Commission believes that each President must have the flexibility to appoint his own DCI.

On the other hand, greater continuity in the leadership of the CIA is clearly desirable. The CIA needs an experienced senior leader who can focus his or her attention exclusively on directing the organization and its operations over a long enough period to ensure consistency.

The Commission concluded that its proposed Deputy DCI for the CIA—the new statutory, Senate-confirmed position which the Commission recommends be created to manage the CIA—optimally should be in place for six years. There should be a presumption that the incumbent would serve for the entire term. To ensure, however, that a DCI retains the ability to make changes in the position should the incumbent prove incompatible, the Commission believes the appointment should be for a series of two-year terms. A similar arrangement governs the appointment of the Chairman of the Joint Chiefs of Staff.

6-1. The Commission recommends that the DDCI for the CIA be appointed for a term not to exceed six years and be subject to reappointment by the President at the end of each two-year period.

**Strengthening Management of CIA Operations**

All organizations need strong managers. CIA has a greater need than most since its operations require a high degree of judgment and often involve significant risk for the United States. The Agency needs managers who are skilled, savvy, and decisive, who understand not only the craft of espionage, but the broader environment in which they operate, including how their work supports the mission of the Agency as well as complements other activities of the Government. The importance of selecting, training, and supporting managers to fulfill the Agency’s mission cannot be overstated.

The Commission believes that the current system for selecting and training CIA’s managers should be considerably strengthened. Overall, a more comprehensive, systematic approach to improving the quality of its managers is required. Such an approach would encompass all aspects of a manager’s development within the system—from selection, to promotions and assignments, to training and career development.

Most of CIA’s managers have been promoted to their positions principally because they were good case officers or analysts, not necessarily because they demonstrated good managerial skills. Some have turned out to be excellent managers, and others have not. The Commission believes a better evaluation system is needed to identify individuals with the judgment and leadership skills required of good managers. At the same time, separate

---

2 The discussion that follows focuses primarily on improving the management of the DO and its operations, which we generally perceive as being the cause of most of the CIA’s difficulties. Many of our suggestions for improving management of the DO, however, are equally applicable to other parts of the CIA and to other elements of the Intelligence Community.
6-2. The Commission recommends that the CIA place greater emphasis on identifying and promoting individuals with demonstrated management skills into management positions. Separate career tracks should be maintained for senior case officers and senior analysts to allow them to be promoted without becoming managers.

CIA’s Inspector General has consistently found that training in the CIA needs to be improved. Although the Agency devotes significant resources to training and many of its programs are highly effective, training continues to be decentralized. Decisions about what is needed and who should have it are left to the individual directorates. Unlike many large companies and the military services, CIA’s directorates have tended to view training mainly as a way for employees to develop specific skills rather than as a vehicle for the Agency to promote or reinforce long-term corporate or professional goals and values. Management training has been especially weak. Not all CIA managers have been required to take even those courses that are available, and there has been insufficient emphasis on the fundamentals of good management, such as team building, objective-setting, record-keeping, coordination, and relations with Congress.

6-3. The Commission recommends that the CIA place a higher priority on training, especially training in management skills for those in, or likely to be in, management positions. Training should be treated as a continuous part of career development at all levels and should be used to inculcate goals and values as well as develop management skills. Instructors should be chosen from among the most able officers.

In several of the recent cases where the CIA has been publicly criticized, senior CIA managers have claimed not to have been informed of operational problems. On the one hand, given the nature and breadth of the CIA’s operations around the world, it is unreasonable to expect senior managers to be told about every potentially risky operation or every operational problem. Raising every decision to senior levels would stifle initiative and bog down the system. On the other hand, some of the matters managers claim not to have been informed of go to the heart of the Agency’s business, such as a possible penetration of the CIA and dissemination of tainted information to the President and Congress.

While CIA employees are already subject to extensive regulations regarding the approvals required to undertake certain kinds of operational activities, it is apparent that significant information is often not surfaced to senior management, including the DCI and Deputy DCI. Indeed, part of the problem may be that there are too many such regulations for employees to be aware of them all. What is needed is clear guidance about specific issues or concerns that need to be cleared with senior managers in advance or briefed to senior managers after action is taken. CIA’s senior managers should be able to expect not to be surprised.3

---

3 During his tenure, DCI Colby issued a “no surprises” directive after being shocked to learn of a number of Agency operations about which he had not been briefed. While such actions do not tell employees what managers want to know about, they at least emphasize the need for better information flows.
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6-4. The Commission recommends that CIA establish clear guidelines regarding the types of information that should be relayed to senior Agency managers. While it is impossible to anticipate all matters about which senior managers should be informed, a comprehensive review of past internal breakdowns would help identify the general categories of information that should be passed up the chain. The Commission also recommends that the Agency conduct a “zero-based” review of its regulations to simplify and clarify the applicable rules.

Reducing the Insularity of the DO

It has become almost a cliché to attribute CIA’s recent failures to the “culture” of the DO. Critics say that the “cultural” problem fosters arrogance, parochialism, disdain for oversight, lack of diversity, and tolerance of inadequate professional performance and personal misbehavior. The CIA has taken a number of actions since the Ames case to address these perceived flaws including increasing opportunities for women and minorities and creating “accountability boards” to identify and deal with operational and suitability problems.

While these are laudable steps, they do not address what the Commission believes is an important aspect of the “culture” problem: the organizational insularity of the DO. Operations officers usually enter as young college graduates, are educated by the CIA in the espionage business, and often retire 30 years later, having spent the bulk of their lives overseas. Many have relatively little interaction with policymakers, members of Congress, and the private sector. Because of the complexity and unique nature of the espionage business, the DO hires virtually no lateral personnel, thus losing an important source of new ideas. Relatively few DO officers are assigned to rotational positions in other CIA directorates or outside the CIA because such assignments are not viewed as career-enhancing.

Concerned with protecting its sources, the DO too frequently has isolated itself from other elements of the Intelligence Community. This isolation often has been perceived as arrogance and disdain by other parts of the Community, which react with hostility.

6-5. The Commission recommends that the CIA rotate more DO case officers through assignments in the other directorates, other agencies in the Intelligence Community, policymaking agencies, congressional staffs, and the private sector. Promotional incentives should be created for DO personnel to take these assignments. CIA should also explore opportunities for increasing lateral hiring into the DO from the private sector.

In the end, whatever improvements might be made in the management of CIA operations will not prevent problems from occurring. Collection from human sources inherently involves risk, and sometimes it will backfire. As long as the United States continues to conduct clandestine operations around the world—operations that are carried out in secret, against the wishes of other countries, and often involve individuals with unsavory backgrounds—embarrassing incidents will occur. If the United States is to maintain a clandestine intelligence capability—and the Commission is convinced that it should—it must be prepared to accept such episodes as part of the cost of doing business. Where problems are due to wrongdoing or incompetence, appropriate personnel actions must be taken. But where a reasonable basis exists for the actions taken by CIA employees, they
ought to be supported, even if their actions ultimately resulted in embarrassment or failure. Espionage, by its very nature, demands people who are aggressive and willing to take risks. The CIA cannot provide and sustain such a climate if the judgments of its employees are subjected to repeated second-guessing based upon the advantages of hindsight.

**CIA’s Approach to Foreign Intelligence Collection**

As part of its inquiry, the Commission reviewed the plans developed by the CIA to govern its approach to foreign intelligence collection in the face of a changing global environment and declining resources. It is clear the Agency has given considerable thought to the subject. Nevertheless, the Commission has several suggestions of its own.

**First, the Commission believes that CIA’s recruiting efforts should focus on those “hard” targets that cannot be adequately covered by other means.** These would include the “rogue states” whose activities threaten U.S. interests, states that deny access by the outside world to their territory, and transnational groups that threaten U.S. security. The CIA should be working against these targets, wherever and however they may present themselves, as its first priority. Collection against lesser targets which is more easily accomplished but is relatively unimportant to U.S. interests should be avoided. In the view of the Commission, it is preferable to try against the hard targets and fail, rather than to succeed against easier but unimportant targets.

**Second, although the strength of the DO depends on its ability to recruit new agents, the Commission believes that DO officers should be evaluated and rewarded on the basis of the total contribution they make to meeting the mission and goals of the service, rather than simply on the number of agents they recruit.** Talented handling of agents, team work in large operations, designing operations, counterintelligence skills, various types of staff work—all deserve recognition. In addition, each country has its own group of influential and knowledgeable individuals who do not necessarily need to be “recruited” to provide valuable information, especially in time of crisis. The DO should ensure that its officers devote sufficient effort to establishing and maintaining contacts with these individuals and that appropriate recognition is given to those who succeed in doing so.

**Finally, the Commission believes that the CIA should maintain a strategy of “global presence” by maintaining offices in most countries.** The offices need not be large, and not all of the offices need to engage in recruiting agents. There are many countries where such activities are either inappropriate or unnecessary. Recent experience, however, has shown that it is difficult to know where U.S. interests will be engaged. Where they are engaged, it is often critical for the U.S. Government to have a relationship with local intelligence services which are well informed about local conditions and can broker important contacts. With the U.S. diplomatic presence itself shrinking, the need for a CIA presence becomes even more compelling. The cost of maintaining such offices is relatively small. A single crisis could easily justify the expense.
The DO-DI Partnership

For most of their history, CIA’s Directorate of Operations (DO) and Directorate of Intelligence (DI) have had relatively little direct interaction. To protect its sources, the DO practiced strict compartmentation in its collection operations around the world. The DO provided reports to DI analysts, but most DI analysts generally had little information about the identity or position of the source or how he or she was recruited.

Starting in 1994, the DO and the DI commenced a new experimental “partnership” whereby corresponding geographic units of the two directorates engage in closer coordination of their activities and in some cases are physically co-located. Although the level of coordination has varied from unit to unit, in many cases analysts are allowed to read operational cable traffic, learn the identities of sources, and be informed about specific operations.

Many who spoke to the Commission believe the new “partnership” arrangement has significant advantages. Analysts help operators better target their recruitments and exploit their sources. A more objective look at the stream of reporting is also provided by an “outsider” who can help to identify suspect sources. Partnership gives DI analysts a better understanding of the access and reporting of clandestine sources and therefore enables them to better assess the value of the information provided. Analysts can also draw more easily on the knowledge of DO personnel who have lived in the area of concern and can bring “ground truth” to an issue.

While the Commission acknowledges these benefits, it also sees a serious pitfall. An overly close relationship between DO operations and DI analysts might lead to a mutually protective bias. Such a bias could adversely affect the objectivity of all-source analysis that must evaluate the inputs of all intelligence disciplines, foreign service reporting, and open-source data. It could cause HUMINT reporting to be given undue weight over other available information. In our view, this danger is real enough to warrant continuing close attention by the DCI. The President and senior policymakers must be assured that all-source analysis and assessments are based on fully objective reviews of all available information.

The Commission believes the “DO-DI partnership” should continue to be viewed as an experiment subject to frequent review and evaluation until it is clear the problem of bias can be, and has been, overcome.

CIA’s Counterintelligence Posture

During the seven years prior to the arrest of Aldrich Ames, the counterintelligence posture of the CIA was criticized in numerous internal and external reports. While certain organizational changes were made as a result of these reports, counterintelligence clearly remained the “weak sister” among the Agency’s functions.

In 1994, however, as a result of the Ames case, this changed significantly. The DO now ensures that counterintelligence experts (which include detailed FBI personnel who occupy key positions) are involved in assessing source reporting for counterintelligence
implications. CIA’s relationship with the FBI generally has been clarified. There is now more effective coordination between personnel security and counterintelligence functions at the CIA, and a new office has been created to pull together and evaluate in one place information that might reveal a security problem with respect to an employee. There are also new requirements for employees to report financial information and foreign travel, new procedures for use of the polygraph, additional training required in counterintelligence, and a requirement that DO officers serve rotational tours in counterintelligence positions. While it is still too soon to assess the overall effect of these measures, the Commission was able to find little else to recommend.

Given the history of counterintelligence failures in CIA operations, however, the Commission remains concerned that the counterintelligence function may not have found its permanent place in CIA’s overall foreign intelligence mission. For now, the pendulum has swung in one direction. Under the intense pressure created by the Ames case, the DO appears to be taking counterintelligence very seriously. In time, however, the pendulum may swing back and counterintelligence may return to its “weak sister” status.

The challenge for the CIA is to find and maintain an equilibrium between the “positive” intelligence and counterintelligence functions. Counterintelligence experts must be in a position to evaluate and challenge what collectors are doing (e.g. who they are recruiting and the veracity of what their sources are saying) without discouraging initiative and risk-taking by collectors. Counterintelligence must be genuinely regarded as integral to the foreign intelligence mission, and yet not dominate that mission. It is a delicate balance, and it remains to be seen whether the CIA has found it.
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The Need for an Effective Budget Structure and Process

The annual budgets for U.S. intelligence organizations constitute one of the principal vehicles for managing intelligence activities. They reflect decisions on whether to expand or cut existing activities and whether to initiate new ones, thereby molding future capabilities. How effectively and efficiently the Intelligence Community operates is to a large degree a function of how these budgets are put together and how they are approved and implemented.

The budget process for most departments and agencies is relatively straightforward. A budget is prepared in accordance with the funding level approved by the President and submitted to Congress as part of the President’s annual budget. After its review, the Congress appropriates funds for the agency concerned.

Where intelligence—a function, rather than an agency—is concerned, the budget process is more complex. This complexity exists essentially for two reasons. The DCI is charged by law with developing and approving a budget for “national” foreign intelligence activities that cut across departmental and agency lines. In addition, the budget developed by the DCI for “national” intelligence activities is but one of three resource aggregations that make up the overall intelligence budget. The other two aggregations are funded separately by the Department of Defense.

The implications of this arrangement for the DCI and the intelligence function are explained below.

The National Foreign Intelligence Program Budget

The budget for national intelligence programs is known as the National Foreign Intelligence Program (NFIP) budget. In theory, the NFIP funds all of the foreign intelligence and counterintelligence activities of the Government that respond to “national” needs, as opposed to the needs of a single department or agency. Put another way, it funds the activities of the U.S. Intelligence Community, as defined in law and described in this report.

Intelligence activities compete with other funding priorities of the parent department or agency that manages the intelligence unit(s). The funds appropriated for NFIP activities are made available to the parent department or agency and not to the DCI. Thus, intelligence funds represent a part of the budgets of the several departments and agencies which maintain intelligence elements with national responsibilities. In developing a single “national” foreign intelligence budget, the DCI must first accommodate the funding levels

---

1 The intelligence organizations of the Departments of the Army, Navy, and Air Force also receive significant funding outside of the NFIP.
2 Funding for the CIA is appropriated to the Department of Defense, which transfers it to the CIA.
and priorities of the department or agency that “owns” the intelligence element(s) concerned. At the same time, the DCI must devise an overall intelligence program to satisfy national needs.

DoD “owns” the preponderance of national intelligence capabilities and its intelligence spending accounts for about three-fourths of the NFIP. When DoD spending is combined with CIA spending (which also is funded in the Defense budget for secrecy reasons), they constitute virtually all of the total budget for national intelligence. For all practical purposes, therefore, the amount determined by the Secretary of Defense, in consultation with the DCI, for “national” intelligence activities within the Defense budget is the National Foreign Intelligence Program budget.

From the overall level established for the NFIP, the DCI establishes funding levels for certain component “programs,” each of which is administered by a separate “program manager.” These program managers perform the detailed work of assembling the budgets for each program which are ultimately reviewed and submitted to the DCI for approval. To succeed in their task, program managers must understand the information requirements likely to be placed on them and decide how best to satisfy them. For the costly technical disciplines, program managers must try to divine what technological capabilities are likely to be available and needed during the next five to 10 years so that funding can be included in their budget requests. They also must decide, given the amount of funding they have to work with, where tradeoffs have to be made, for example, should more be allocated to collection or processing? To personnel or investments in new technology?

**Intelligence Programs Separately Funded by the Department of Defense**

The NFIP budget at present comprises about two-thirds of the total spending for U.S. intelligence. The remainder is funded in one of two separate aggregations within DoD’s budget:

♦ The Joint Military Intelligence Program (JMIP), managed by the Deputy Secretary of Defense, is composed of several separate sub-programs each managed by a different DoD official. They respond to defense-wide intelligence needs as opposed to the needs of a particular military service.

♦ Tactical Intelligence and Related Activities (TIARA) is an after-the-fact aggregation of funding for tactical military intelligence projects and combat support units which are not centrally managed. Within DoD, each military service and the U.S. Special Operations Command budget for its own tactical intelligence

---

3 As generally used in this report, “program managers” refers to those individuals who formulate the budget of a particular subcomponent, or program, within the NFIP. For example, the program managers of the four largest NFIP subcomponents are the Director, NRO (for the National Reconnaissance Program); the Director, NSA (for the Consolidated Cryptologic Program); the Executive Director, CIA (for the Central Intelligence Agency Program); and the Director, DIA (for the General Defense Intelligence Program). However, there are other intelligence program managers, such as the Director, Defense Airborne Reconnaissance Office (for the Defense Airborne Reconnaissance Program, a subcomponent of DoD’s Joint Military Intelligence Program).
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capabilities within the context of its annual budget. These decisions are reported to the Office of the Secretary of Defense, which aggregates them for purposes of providing them to the Congress and others within the Executive branch.

In order to assess sensibly what should be spent on national intelligence programs funded in the NFIP, many of which principally support military requirements, the DCI and the NFIP program managers must understand which military intelligence capabilities are being separately funded by DoD in the JMIP and TIARA. Heretofore this was accomplished on a largely ad hoc basis, with the Assistant Secretary Defense for Command, Control, Communications and Intelligence (ASD(C3I)) serving as the principal bridge between national, defense-wide, and tactical programs. Recently, however, the DCI and the Secretary of Defense agreed that all intelligence programs that support military operations would be reviewed together. After this joint review, the DCI and the Deputy Secretary of Defense would recommend an overall intelligence program and budget to the Secretary of Defense for his decision. The Secretary would then submit the defense budget, including intelligence funding, to the White House for inclusion as part of the President’s budget.

The new joint budget review is clearly desirable to identify waste and duplication and improve overall efficiency among intelligence activities. However, some have urged the Commission to go further and recommend that JMIP and TIARA funds be consolidated with the NFIP. This one intelligence budget would be under the DCI’s control to bring more coherence and efficiency to intelligence spending. The Commission does not, however, think that such consolidation is either necessary or desirable. DoD and its subordinate military departments have separate needs, apart from national needs, that they have a right—and indeed, an obligation—to fund. For example, the DCI is not the most appropriate official to decide how many (or which) reconnaissance aircraft are appropriate for Army units in Korea. This is not to say the military departments should act without regard to the overall needs of the nation, but only that they have separate needs which they attempt to satisfy within the funds available to them. The Commission’s recommended changes to the budget process, described later, would effectively achieve the same result without unduly interfering with the independent authorities of the Secretary of Defense or those of the military departments.

The Commission also found numerous and significant shortcomings in the way the NFIP is structured and in the way it is prepared. The remainder of this chapter is devoted to these topics.

Program and Budget Structure

Budgeting By “Business Area”

As noted above, the NFIP is composed of separate “programs,” each with its own “program manager” (e.g. the Consolidated Cryptologic Program is managed by the Director, NSA). These component programs are not, however, grouped around a consistent organizing principle. Some fund a type of intelligence activity; others fund a particular agency; and others fund a combination of both. As a result, no single program manager has budgetary responsibility for a given intelligence “business area” or discipline (such as
signals intelligence or imagery). Instead, activities within a particular discipline are funded in several component programs. In simple terms, like activities are not grouped together for purposes of resource allocation or program execution. This structure makes it very difficult to identify wasteful activities, decide where tradeoffs should be made, and determine where cuts should be taken, if required. As the DCI recently observed, the "Intelligence Community has been relatively free from the systematic planning, programming, and budgeting process that is the hallmark of efficient government … The present system does not permit resource-saving trade-off analysis: for example, the possibility of substituting satellites for aircraft imagery or signals collection. …"

The existing structure also increases the likelihood that like activities funded in different programs will not interoperate or otherwise complement each other once deployed. The Commission was provided several examples by senior military officials and intelligence officers of redundant systems, funded in different programs, which were either inefficient or not interoperable. The problems with disseminating imagery during Operation Desert Shield/Storm, for example, were attributed to funding numerous imagery dissemination systems in different programs without coordination between them. Further, despite large expenditures on technical collection systems, the Intelligence Community’s inability to process data collected by existing systems is attributable in part to the funding of these activities in different programs.

Given that like activities in each of the intelligence disciplines are also funded by DoD’s JMIP and TIARA aggregations, and that the same situation exists with respect to each of them, the scope and effects of the problem are multiplied.

The Commission concludes that the current program budget structure and diffused responsibilities over basic business areas have resulted in unnecessary duplication, interoperability problems, and other inefficiencies. These problems exist within the NFIP, and among NFIP, JMIP and TIARA activities, creating a substantial obstacle to the efficient use of intelligence resources.

7-1. The Commission recommends that:

(1) The budget for the National Foreign Intelligence Program be restructured by creating new discipline-oriented programs for SIGINT, IMINT, MASINT and HUMINT, each with a single program manager (see Table 7.1 below). The budgets (but not operational control) for all SIGINT activities in NFIP programs would be transferred to the new SIGINT program; the budgets for all IMINT activities to the new IMINT program, and so forth. In addition to these discipline-oriented program budgets, the DCI should allow for agency-oriented infrastructure programs to fund activities that provide general support to the disciplines (e.g. CIA Headquarters building).
(2) The Secretary of Defense vest authority in the national program managers for SIGINT, IMINT, and MASINT, respectively, to perform the initial budgetary review of investments in defense-wide and tactical intelligence capabilities that may be funded outside of the NFIP. The Secretary of Defense would continue to have final approval on these DoD investment projects. The Director, NSA has already been placed in this position by the Secretary of Defense with respect to SIGINT activities. The Commission recommends extending this concept to the two other DoD officials who also would serve as national program managers. Each discipline or business area would then have a single authoritative program and budget manager for its intelligence activities. Responsibility for carrying out the various intelligence activities funded by any of these programs would not change under this proposal whether such responsibility now rests with national intelligence agencies or DoD elements.

The Commission believes that if these steps were taken, program managers would be able to develop cohesive programs involving all assets within a particular discipline, as well as trade off capabilities within a particular discipline (regardless of where the funds are spent). These managers also would be able to better determine investment priorities, eliminate unwarranted duplication, and significantly improve end-to-end interoperability within their discipline.

These changes should also facilitate tradeoffs between disciplines, and between NFIP and Defense programs, substantially helping the DCI and the Secretary of Defense
reach sensible, cost-effective decisions. They will also help OMB and the Congress perform their respective reviews and assessments of intelligence spending.

It was suggested to the Commission that intelligence budgets be constructed not around disciplines but around missions, e.g. support to military operations, support to policymaking, similar to the program “packages” used in the planning, programming, and budgeting process of the Department of Defense. The Commission agrees that examining tradeoffs among the various capabilities within each discipline (SIGINT, IMINT, etc.) in terms of how they satisfy mission categories is an effective way to make program decisions.

However, most intelligence capabilities can be used to support a variety of missions and the missions themselves are constantly in flux. It does not appear feasible, therefore, to build an intelligence budget according to how the intelligence capabilities being funded may or should be ultimately used. Clearly, those building intelligence budgets must understand the capabilities of the systems and activities being funded in terms of how well they can be expected to satisfy the requirements of a variety of missions. Moreover, once intelligence capabilities have been fielded, they must be managed in such a way as to achieve the missions of intelligence in the most efficient and effective way. (Thus, intelligence capabilities might be evaluated in terms of how they satisfy the requirements of particular missions by arraying them on a matrix, with “missions” as columns and capabilities within “disciplines” as rows.) It is difficult, however, for the Commission to see how intelligence budgets, in the first instance, could be constructed according to particular missions.

**Funding for Departmental Analysis in the National Foreign Intelligence Program**

The NFIP includes three small programs\(^4\) that fund the analysis of intelligence at the Departments of State, Treasury, and Energy. Each is developed within its parent department and competes against the other funding priorities of that department. After the Secretary of each department approves his or her proposed budget, including funding for intelligence analysis, the request is sent to OMB for review and adjustment in light of Presidential priorities.

Budget estimates for these intelligence elements also are sent to the DCI. But because the programs are small and have competed internally within their own departments, the DCI typically accepts the estimates without change.

The NFIP also includes the General Defense Intelligence Program (GDIP) managed by the Director, DIA. The GDIP funds an array of activities that provide for:

- military intelligence analysis at DIA, nine Unified Commands, and the military intelligence commands of the Army, Navy, and Air Force;
- infrastructure for DIA and the military service intelligence commands;

\(^4\) As a group, these three programs constitute less than one-half of one percent of the NFIP.
intelligence openly collected by Defense Attaches and other DoD personnel;

- intelligence clandestinely collected by DoD personnel; and

- certain technical collection efforts (e.g. characterizing foreign nuclear testing).

Under the Commission’s recommended structure for the NFIP, the GDIP’s clandestine human intelligence activities and technical activities would be moved to the new consolidated national programs for clandestine human intelligence and measurement and signature intelligence, respectively. This would leave the GDIP composed essentially of intelligence activities that serve principally departmental purposes.

In light of this, the Commission considered whether the budgets for the small departmental intelligence elements and the reduced GDIP should remain within the NFIP. DCIs have historically played a limited role with respect to these budgets, but their budgetary role has been, and continues to be, a key element of their authority with respect to other elements of the Intelligence Community. To maintain the DCI’s cognizance over these intelligence programs, the Commission concluded that the budgets for the small departmental elements and for the GDIP should remain under the DCI’s authority as part of the NFIP.

**Counterintelligence Funding**

As discussed in Chapter 2, counterintelligence is a critical part of nearly all intelligence activities. When performed properly, the counterintelligence function is integral to the intelligence activity itself and part of the overall security of the organization. As the Ames case demonstrated, the consequences of poor counterintelligence can be disastrous and deadly.

The FBI has a mission to “protect the U.S. from the intelligence activities of foreign powers and international terrorists through neutralization of activities inimical to our national security interests.” By law and Presidential directives, the FBI has been designated as the federal government’s lead agency for counterintelligence investigations and operations. Outside the U.S., the FBI coordinates its counterintelligence efforts with the CIA. Within other elements of the Intelligence Community, counterintelligence principally involves providing internal security to the parent organization at a level consistent with the needs of the organization.

Given these factors, the counterintelligence function is not readily amenable to budgetary tradeoffs among the various agency counterintelligence staffs. There is, however, a need for an independent review of counterintelligence budgets to ensure that adequate resources are being allocated to the function consistent with national objectives and priorities. In the past, funding for counterintelligence activities has occasionally been a convenient place for agencies under budget pressures to find money for other activities. This must be assiduously prevented. Funding for counterintelligence activities is now provided by the NFIP subject to the DCI’s approval. Separate authority to conduct reviews of counterintelligence budgets is also lodged by Presidential Directive in the National Counterintelligence Policy Board, created in 1994 in the wake of the Ames case. The Board reports
to the Assistant to the President for National Security Affairs and includes senior representatives from the FBI; CIA; the Departments of Defense, Justice, and State; the military services; and the National Security Council staff.

The Commission believes that funding for counterintelligence activities should remain a part of the National Foreign Intelligence Program. At the same time, it is useful to have the National Counterintelligence Policy Board perform a separate review of counterintelligence budgets. Together, they should provide assurance that funding is adequate to achieve national objectives and priorities as well as prevent counterintelligence funds being used for other purposes.

The Budget Process

In addition to the problems found in the existing budget structure, numerous problems appeared to exist with the process used to develop and implement the budget.

Program Guidance and Evaluation

The DCI is charged by law to “provide guidance to elements of the Intelligence Community for the preparation of their annual budgets.” 5 Usually, this guidance is issued by the DCI’s staff or jointly with the Office of the Secretary of Defense after an overall level of funding has been decided by the Secretary of Defense and the DCI, and takes into account presidentially directed needs and priorities, statements of national security strategy, analyses of intelligence “gaps” and future needs, and other pertinent direction. Often, however, this guidance comes after the program and budget process has begun, and the program managers have already incorporated their own assumptions about intelligence requirements into budget estimates. In the view of the Commission, the current quality and timeliness of program guidance is far from optimal.

Furthermore, according to many who spoke with the Commission, it is rare, if ever, that a program manager will have adequate evaluations from customers of how well the activities funded by his or her program respond to their information needs. Without such evaluations, it is difficult for program managers to identify and give priority to their most effective intelligence capabilities when building programs.

On the whole, the Commission believes that evaluations of intelligence by users should be relied upon to a far greater extent in the budget process. In Chapter 3, the Commission recommends that a “consumers committee” be established as part of a “Committee on Foreign Intelligence” under the National Security Council with ongoing responsibility to identify intelligence requirements and priorities, and to evaluate the Intelligence Community’s response to policymakers’ requirements. Inputs from this Committee, along with the fiscal decisions which he develops with the Secretary of Defense, should help the DCI to issue effective and timely guidance to support program and budget building. These evaluations also should enable program managers to know what intelligence support is, and is not, working well.

5 Public Law 102-496, Sec. 705.
Strengthen Community-Wide Analysis of Intelligence Budget Items

Historically, the program and budget submitted by each NFIP program manager has been changed little, if at all, by the DCI’s staff. There are several reasons for this, including the lack of a sufficiently capable analytical staff permanently assigned to the DCI, the DCI’s focus on other important responsibilities, and prior agreements between the DCI and DoD which excluded certain staff offices of the Secretary of Defense (e.g. Comptroller and Program Analysis and Evaluation) from reviewing NFIP programs, as they do for Defense programs. In the view of the Commission, these bureaucratic arrangements must be changed if economy and efficiency are to be achieved. While the new DCI has taken initial steps in this regard, they have not yet been implemented fully.

7-2. The Commission recommends that the DCI establish a permanent cadre of analysts reporting to the Deputy DCI for the Intelligence Community to analyze and evaluate intelligence programs, identify inefficiencies within those programs, and assess trade-offs among programs. These analysts should include some with experience in the intelligence agencies and some with experience principally outside of intelligence. Further, current plans to include the DoD Comptroller, the Secretary of Defense’s Program Analysis and Evaluation staff, and OMB staff in the review of national intelligence programs should be carried out.

Information on intelligence programs has not been organized to facilitate decision-making by the DCI or to provide outside reviewers, such as OMB, with an informed view. Although the DCI and DoD each maintain classified databases that track intelligence resources, they do not allow decisionmakers to have their questions readily answered at a meaningful level of accurate detail. Furthermore, 60 percent of NFIP funds are obscured by lumping them into a category called “base” which is minimally described, even in budget books sent to the Congress. It is these types of vague accounting and budgeting practices that permitted the accumulation of large NRO reserves, reported recently in the media, to go undetected.

The Commission understands that commercially-available computer technology would permit existing agency data files to be aggregated and analyzed without re-keying or manually re-formatting the data, allowing for the creation of a consolidated Community-wide data base that encompasses national, defense-wide, and tactical resources. However, despite the power of available technology, implementing this management information system may require one to two years to achieve the desired results.

Ideally, the building blocks of such a database would be individual “projects” or “activities” that accomplish a single purpose, rather than large amounts attributed to “base” that do not inform decisionmaking. Such a change would be in line with the private sector trend toward “activity accounting” to improve decision-making.

In the Commission’s view, a Community-wide database of national, defense-wide, and tactical intelligence resources is feasible and highly desirable. Such a tool would allow the Secretary of Defense, the DCI, program managers, and other stakeholders to identify program issues, analyze all related resources, and improve the chances for implementing the most cost-effective intelligence program. An improved budget process, as recommended above, should allow the DCI and Secretary of Defense to identify excesses
or shortfalls within each intelligence discipline and facilitate tradeoffs among the intelligence disciplines to optimize the government’s intelligence posture. For example, the DCI and Secretary would be able to track funding for new technological innovations regardless of program and funding source. Better and more accessible resource data would allow program managers to design and fund a more efficient end-to-end system for each intelligence discipline and facilitate a matrix approach to budget analysis that would allow program managers to evaluate how particular intelligence capabilities were contributing to the missions of intelligence.

7-3. The Commission recommends that the DCI, in consultation with the Secretary of Defense, develop and implement a database to provide timely and accurate information on the purposes, amounts, and status of resources for national, defense-wide, and tactical intelligence activities. To minimize time and expense, this database should build upon existing data files from the agencies involved and be available for use by all appropriately cleared resource management officials and decisionmakers. A goal should be established to have such a database in place prior to developing the budget for fiscal year 2000.

Monitoring Expenditures

In the normal course of the budget process, once Congress authorizes and appropriates funds, OMB apportions the funds to DoD for all programs included in the DoD budget. The DoD Comptroller then transfers to the military services, defense agencies, and the CIA the authority to spend money in accordance with the congressional direction. In turn, the agencies build their financial plans and display in detail the manner in which they intend to spend money. Deviations from these plans that exceed stated thresholds are subject to “reprogramming” actions, usually requiring the approval of Congressional committees, the DCI, the Office of the Secretary of Defense and OMB. The DCI, program managers, and other review authorities must remain apprised of the status of expenditures in order to ensure that programs are being implemented according to the intent of the original requests and Congressional mandates. Currently the DCI must be notified by agencies of reprogramming actions that exceed Congressional thresholds. The Commission found that the DCI and his staff, some program managers, and other review authorities such as OMB, are not always given sufficiently detailed information to stay abreast of how agencies are spending money. Knowledge of current spending in any one area is critical to formulate and review requests for new spending in that area.

7-4. The Commission recommends that all intelligence agencies provide the DCI, program managers, and other review authorities with budget execution (spending) reports in sufficient detail to follow budget implementation and analyze reprogramming requests. The budget spending reports should be periodic, timely, and at a meaningful level of detail (e.g. by major project).

The Impact of the Commission’s Recommendations

The Commission believes that if the recommendations proposed in this chapter are adopted, they would provide a far more effective framework for the allocation of
intelligence resources. They would facilitate the identification of wasteful activities, promote interoperability among systems and programs, and provide a better basis for streamlining and consolidation. The public would have greater assurance that the Intelligence Community of the future was operating effectively and efficiently. The budget structure and process which exist today do not provide such assurance.

The Commission’s recommendations on the budget process, particularly building a Community-wide resource data base, would require an initial (though not large) outlay of funds, but should pay for themselves many times over in terms of the efficiency brought to the budget process.
The raison d’etre of the Intelligence Community is to provide accurate and meaningful information and insights to consumers in a form they can use at the time they need them. If intelligence fails to do that, it fails altogether. The expense and effort invested in collecting and processing the information have gone for naught.

Assessing how well the Intelligence Community accomplishes this fundamental task is a complicated matter. A great deal of analysis is published; much of it is timely and of excellent quality. The Intelligence Community has many analysts who are recognized experts in their respective fields and whose professional judgments are valued and relied upon. Clearly, intelligence analysis has substantial value to many consumers.

The Commission found especially close ties between the producers and users of military intelligence. Within the military there is a long history of respect for, and reliance upon, intelligence. Intelligence is factored into strategic and tactical planning, is exercised in war gaming, and is integral to operations. As a result, military requirements are better defined, in large part, because of the close and continuing dialogue between intelligence analysts and the military commands they support.

Where policy agencies are concerned, however, consumers more often take a jaundiced view of the analytical support they receive. The President and senior cabinet officials appear to be relatively well served, but many decisionmakers at lower levels find that intelligence analysis comes up short. Often what they receive fails to meet their needs by being too late or too unfocused, or by adding little to what they already know.

In fact, only a small percentage of the resources allocated to intelligence goes to “all-source” analysis. Relatively few resources are devoted to developing and maintaining expertise among the analytical pool. Intelligence lags behind in terms of assimilating open source information into the analytical process, and it continues to struggle with how to avail itself of expertise in the private sector. Analysis that is not responsive to consumer needs continues to be produced.

The Intelligence Community is not entirely to blame. Consumers have a responsibility not only to engage in the process but, more important, to drive it. Often, they are uncooperative or too busy to engage at all. Since most are political appointees, many enter and leave government never appreciating what intelligence might have done for them. Clearly, consumers need to be better educated about the value of intelligence.

The Commission did find numerous instances where there was a close working relationship with policymakers. Intelligence producers were able to focus on issues of significance and to make information available when needed. Analysts understood the consumer’s level of knowledge and the issues he or she wanted help on. Their analysis was read and relied upon. The consumer, for his part, developed an understanding of what intelligence could do for him and—equally important—what intelligence could not do. Many considered the support vital to meeting their responsibilities and actively engaged in
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a dialogue with analysts to refine the support they received. But these instances appear to be the exception rather than the rule.

For the Commission, the lesson from all this is clear: there must be a concerted effort to make intelligence analysis more useful to the policymakers it serves. Just as elements of the private sector have re-engineered themselves to improve the quality of their products and their responsiveness to customers, so, too, must intelligence agencies. In the sections that follow, the Commission explains how we believe this might be accomplished.

Building Relationships

Policymakers receive their support from a variety of sources. CIA's Directorate of Intelligence (DI) as well as the National Intelligence Officers who comprise the National Intelligence Council are responsible for providing all-source intelligence analysis to the Government as a whole, with the President, the National Security Advisor, and the Secretaries of Defense and State being the foremost customers to be served. The CIA continues to be viewed by most policymakers as the preeminent all-source analytical element within the Government for providing independent judgments free of policy or departmental bias.

Departments and agencies that have substantial requirements for intelligence also have internal elements that provide tailored all-source analysis to the agency head and his or her staff, using what is provided by CIA and other sources available to the agency. In the Department of Defense, this function is performed by the Defense Intelligence Agency; in the Department of State, by the Bureau of Intelligence and Research; and in the Departments of Energy, Commerce, and Treasury, by small dedicated components. These departmental organizations also participate in the production of National Intelligence Estimates (discussed later in this chapter) and other analyses produced under Community auspices. (See Chapter 10 for a description of the agencies that provide analytical support to military users.)

In addition, consumers receive “single-source” reports based on data obtained by NSA, CIA, DoD and diplomatic reporting from the Department of State. Such reports are valued by consumers, although they may not provide the context of all-source analysis.

Intelligence producers interact with their customers in various ways. At one end of the spectrum, intelligence analysts may be assigned to the staffs of certain consumers and integrated into their work force, taking part in the substantive work of the office, participating in foreign travel, discussions with foreign representatives, etc. This type of support was universally acclaimed by the consumers who had it, but because the assigned analyst is then unavailable to meet the demands of other consumers, such in-house support is at present limited to a small number of senior officials.

Some consumers are supported by detailing intelligence analysts to help with a particular issue or process, for example, to support a treaty negotiation. In other cases, intelligence producers station “liaisons” with their customers, not to provide substantive support, but to serve as a focal point for requests for such support. The CIA, which has a government-wide responsibility, now has over 100 officers in policy agencies or military commands, either providing direct support or in a liaison capacity. DIA and NSA similarly
have specialists providing direct support to consumers or in a liaison capacity. In addition to providing benefits to the customer, assignments to policy agencies also benefit the analysts involved by improving their understanding of the policymaking process and customer needs.

Other consumers receive regular briefings, or are briefed when there are developments in their area of interest. Others may simply be introduced to the analysts who cover their subject area and invited to call them as needed. Many other consumers, particularly those down the bureaucratic chain, may receive no special analytical support beyond what is available in the daily publications and intelligence reports. Obviously, the more intensive the support, the more strained the personnel resources of intelligence agencies are to provide it.

The Commission found that those consumers who have intelligence aides on their staffs, or who receive daily intelligence briefings, tend to express greater satisfaction with the quality of the intelligence. In our view, such arrangements, while costly in terms of manpower, should be encouraged. Nevertheless, no single relationship will “fit all.” It is up to intelligence producers, working directly with particular consumers in policy agencies, to determine the preferred kind of analytical support and to make every effort to provide it.

A more systematic approach to building these relationships is also needed. At present the support arrangements for officials below cabinet-level appear largely ad hoc rather than the result of a deliberate strategy. Further, where particular consumers (for example, an assistant secretary at the Department of State) receive analytical support both from an internal organization (in this case, the Bureau of Intelligence and Research) and from the CIA, it is sometimes unclear where the division of responsibility lies between the two organizations, and opportunities to contribute are missed.

8-1. The Commission recommends that each intelligence producer develop a strategic plan for better serving consumers. Relevant customers should be identified by position and consulted with respect to the type of intelligence support they prefer. Senior-level consumers should be strongly encouraged to have intelligence aides assigned to their staffs or to have daily intelligence briefings. As new incumbents are appointed to these senior positions, additional consultations should be arranged to ascertain whether the existing relationship should be changed. Once the customer has indicated a preference, the producer should make every reasonable effort to provide the support requested. Where the consumer receives support from the CIA and also from a departmental organization, representatives of both should participate in these consultations in order to establish clear areas of responsibility.

Many observers have cautioned that in promoting closer relationships with consumers, the chances are increased that intelligence analysis will lose its objectivity. As analysts became aware of their customers’ assumptions and policy preferences, they would, consciously or not, produce analysis that conformed to those preferences.

The Commission believes this problem is real, but manageable. The need to present the “unvarnished truth” to policymakers is at the core of every analyst’s training and ethos. It is, in a real sense, why intelligence exists. Further, there are checks and balances
within the system. Virtually all analysis is reviewed by multiple experts, not all of whom are familiar with the biases of a particular consumer. Some analyses, such as national estimates, are reviewed by interagency boards.

The role of intelligence analysts is to inform the policy process. One witness before the Commission expressed the view that “if an intelligence analyst is not in some danger of being politicized, he is probably not doing his job.” The Commission agrees. The greater danger lies not in becoming “ politicized” but in becoming irrelevant to the process of government.

**Improving the Quality of the Product**

However desirable it may be to build relationships between producers and consumers, such relationships cannot be sustained unless the intelligence side is able to demonstrate over time that it brings something of value to the table.

The Commission attempted to assess, as a general proposition, what intelligence, in fact, does bring to the table. Put another way, what value, if any, is added by intelligence over information available from open sources or the media? The Commission reviewed prior studies of this issue and conducted its own analysis of two separate international incidents, comparing the information reported by the news media with the information reported by the Intelligence Community. The conclusion reached in each case was that both sources of information had their strengths. The media were faster and did a better job conveying information on an immediate event. But the media lacked staying power, missed essential details, and often did not report what was of interest to policymakers or report in a way that was comprehensible to policymakers. In some cases, the intelligence analysis provided critical information that was not reported by the news media at all. The verdict arising from this sampling was that while the media contributed importantly, there was clear value added by intelligence analysis.

Whatever its past contributions, the quality of intelligence analysis can always be improved. The Intelligence Community has, in fact, made substantial progress in this regard over the last four years. But the Commission believes more could be done.

**Promoting Greater Expertise Among Intelligence Analysts**

An intelligence analyst sent to brief a senior policymaker on “country x” faces a daunting situation. The policymaker often is someone who has lived in, or frequently travels to “country x,” has daily contacts with his or her counterparts there and with substantive experts in the United States, and reads the current literature on “country x.” The intelligence analyst, on the other hand, may have neither lived in, nor even traveled to, “country x,” and his or her contacts with experts in the U.S. and within “country x” itself may be limited. Yet he or she is expected to provide fresh insight to the policymaker.

While there are senior analysts in the Intelligence Community who are nationally known experts in their respective fields, they are the exception rather than the rule. Recognizing this, most analytical elements within the Intelligence Community have programs
designed to give their analysts the skills and knowledge base they need to perform credibly. These programs are promising and deserve support, but their scope remains limited. Exacerbating the problem has been an unfortunate decline in the number of government and foundation programs that once served as training grounds for area, functional, and language specialists in the intelligence area.

8-2. The Commission recommends several actions to improve the quality of analysis:

♦ More intelligence analysts should be given the opportunity to serve in, and travel to, the country or countries they are expected to cover. An extended visit to the country or countries involved should be a minimal pre-requisite for any intelligence officer prior to undertaking analytical duties.

♦ Educational opportunities should be expanded. Analysts should be encouraged to take university or graduate courses here and abroad within their areas of expertise and to establish contacts with experts in the private sector. They should be rewarded for learning and maintaining proficiency in relevant foreign languages. Participation in pertinent conferences and seminars, both in this country and abroad, should become a routine part of their duties.

♦ Analysts should be encouraged to remain within their substantive areas of expertise rather than having to rotate to other areas or serve in management positions in order to be promoted. Substantive expertise should be rewarded.

♦ Analysts should be encouraged to serve rotational assignments in the policy agencies they principally serve.

The Commission recognizes that similar recommendations have been made in the past but have not been followed up with a sufficient commitment of resources. Considering the importance of this aspect of the intelligence function, however, they must receive a high priority for funding. Personnel shortages and budgetary constraints should not be used to justify a lower level of effort in these areas.

Making Greater Use of Expertise Outside the Intelligence Community

Analysis on topics of significant national interest should be informed by the best expertise this country has to offer, whether that expertise resides within the Intelligence Community or outside it. Intelligence agencies should more often take the initiative to sponsor open conferences on international topics, make direct and regular use of outside consultants, establish regular “peer review” by outside experts for major assessments and estimates, and contract out research on unclassified aspects of analytical problems or the maintenance of reference data bases. Analysts should systematically be able to consult outside experts on particular issues without undue bureaucratic hindrance.
The failure to make greater use of outside expertise at the CIA appears to result in part from a lack of financial resources and in part from onerous security requirements—particularly the polygraph examination and the requirement to submit subsequent publications for review—that discourage some outside experts from participating in intelligence work. The Commission believes that less intrusive measures should be instituted in order for outside experts who will have limited access to intelligence information to obtain a security clearance.

**Making Better Use of Open Sources**

While the use of secret information distinguishes finished intelligence from other analysis, no analyst can base his or her conclusions solely on secret information without considering what is on the public record. Indeed, analysts must have command of all relevant information about their subjects, not simply command of secret information.

As the volume and availability of information from “open sources” has multiplied as a result of the revolution in information technology, ascertaining what relevant information may be on the public record has become more difficult. In CIA alone, the amount of open source information has grown by a factor of ten over the past four years.

To cope with this situation, the DCI established a Community Open Source Program Office in 1992 to coordinate the collection, processing, and dissemination of openly available information to CIA and other elements of the Intelligence Community. Two new computer networks have been established: one provides CIA analysts on-line access to over 1200 open source publications; the other provides consumers access not only to the CIA open source data base but also to other unclassified and classified data bases maintained within the Intelligence Community.

While the development of open source data bases is growing, intelligence analysts have only limited access to them. Given the amount of open source information that is readily available to the public over computer networks, the effort of the Intelligence Community to structure and make available to analysts pertinent open source data bases seems inexplicably slow.

During the course of its inquiry, the Commission conducted an impromptu test to see how readily information could be obtained exclusively from open sources on a subject of current national security interest and how that information compared to what could be obtained from the Intelligence Community. The information obtained from open sources was substantial and on some points more detailed than that provided by the Intelligence Community. On the other hand, the information that came from open sources took longer to produce, required validation, and failed to cover many key aspects of the situation important to policymakers.

In any event, it is clear that open sources do provide a substantial share of the information used in intelligence analysis. In some areas, such as economic analysis, it is estimated that as much as 95 percent of the information utilized now comes from open sources. With more and more information becoming available by electronic means, its use in intelligence analysis can only grow. Indeed, knowing what is publicly available enables
producers and collectors of intelligence to better focus their efforts on that which is not. So crucial is this determination to the overall intelligence process that the Commission finds it surprising that more emphasis has not been given this aspect of the Intelligence Community’s operations. An adequate computer infrastructure to tie intelligence analysts into open source information does not appear to exist. In the view of the Commission, the creation of such an infrastructure should be a top priority of the DCI and a top priority for funding.

Making Analysis Available to Consumers

Until recently, intelligence was made available daily to consumers in the form of large stacks of intelligence reports and daily printed summaries of reports and analyses on specific issues. Typically, staff would sort through this material and select or summarize what the consumer should read. Once read, the materials would be returned or destroyed. If a consumer had a question about something he or she read, or wanted to be reminded of something in a previous report, he or she could attempt to reach the analyst who had prepared the report.

This situation has begun to change. The military, in particular, has made significant strides in applying new information technology to facilitate the dissemination and use of intelligence. Through the Joint Deployable Intelligence Support System (JDISS), military commands around the world have access not only to open source information and current intelligence reporting over their computer terminals, but are able to search electronically the archives of intelligence agencies for pertinent data. Sorting is done by keyword selection rather than the tedious process of going manually through stacks of messages and printed publications. A user with a question can query the analyst who prepared the report electronically. The user also has an ability to evaluate instantly what is being provided and request additional data as needed. In addition, intelligence briefings are now provided daily through secure videoconferencing, and fast-breaking intelligence is relayed instantaneously over secure communications to affected consumers.

A similar capability known as INTELINK has been developed by the Intelligence Community and is being installed in policy agencies and with military users. While commercial technology has been available for some time to allow the electronic storage, dissemination, and manipulation of intelligence, agencies have faced a considerable problem in doing this securely. Not only do they have to worry about “hackers” gaining access to the system, but also about controlling access. Not all users are necessarily cleared for all levels of intelligence. While these problems are gradually being overcome, they have slowed progress on the civilian side beyond what one might expect, given the rapid development and availability of commercial information systems. When INTELINK is fully deployed to users, some policymakers will in all likelihood continue to rely upon their staffs to utilize the system on their behalf. Nonetheless, their ability to obtain specific intelligence on demand should be greatly improved.

The Commission believes it essential that the development and deployment of INTELINK be completed as soon as possible. The project should be given the highest funding priority within the Intelligence Community.
Chapter 8

Improving the National Estimates Process

National Intelligence Estimates (NIEs) treat issues of major importance and long-term interest to the United States and are considered by the Intelligence Community to be its most comprehensive and authoritative products. NIEs are produced by the National Intelligence Council (NIC), an organization composed of twelve senior officers called National Intelligence Officers (NIOs), who report directly to the DCI. Each NIE undergoes thorough review and coordination by representatives of the various intelligence agencies and is ultimately approved by a board chaired by the DCI and composed of the heads of these agencies.

NIEs are intended to help policymakers and warfighters think through key issues by presenting forward-leaning judgments about the likely course of events in foreign countries and their implications for the United States. The Commission, however, found consumer reaction to NIEs mixed at best. Some senior policymakers professed to be unaware of them altogether. Some dismissed them as neither timely nor relevant. Others criticized them for notable predictive failures or for watering down the analysis through an interagency coordination process that led to “lowest common denominator” results. NIEs did receive the plaudits of a few policymakers, but, on balance, the reaction was negative.

Regardless of how NIEs are appreciated by senior policymakers, they do appear to serve several useful purposes. They are authoritative statements of the views of the Intelligence Community about important topics. The development of NIEs forces analysts to consider and test all the evidence brought to bear upon the issue. Without such a process, the assessment of important issues probably would not be as rigorous or comprehensive. It also appears that while senior policymakers may not read them, their staffs do, incorporating information and judgments from NIEs into what is being provided to more senior levels.

To improve the usefulness of NIEs, the Commission believes policymakers should be involved more directly and systematically in the estimates process. NIEs should only be prepared at the request of a senior policymaker or where there is senior policymaker interest. These policymakers should be consulted routinely on the terms of reference and timing of estimates affecting their areas of responsibility. Moreover, analysts developing national estimates should routinely solicit the views of pertinent policy officials, to include U.S. Ambassadors, on the subjects concerned, without distorting their analyses to reflect policy preferences.

Establishing a More Broadly Focused Analytical Entity

During the Cold War, the focus of intelligence analysis was on the Soviet Union and other Communist states. Most of the information relating to these countries was secret and could best be obtained, analyzed, and reported by the Intelligence Community. When it came to assessing the significance of the information, it made sense to do that within the Intelligence Community as well.
Today, while there remain subjects that can be addressed adequately only by intelligence means, such as terrorism or weapons proliferation, much of the information on the vast majority of issues of concern to policymakers is openly available. Most of the expert knowledge on these subjects lies outside the Intelligence Community: in the policy agencies, in academia, in “think tanks,” in the Library of Congress, in foreign countries, and in the media. While the Intelligence Community may still have an important contribution to make in these areas by providing the “secret piece,” the Community will rarely provide the “recognized expert” in the field.

In recognition of these realities, the Commission believes that the NIC should be restructured to become a more open and broadly focused analytic entity. Important as it is to improve the expertise of intelligence analysts, the Commission is persuaded that, with the end of the Cold War, the Government must take better advantage both of openly available information and of the wide range of expertise in the academic and business communities. The wisdom that exists outside the Intelligence Community must be incorporated into the assessment of today’s foreign policy issues. An open environment needs to be created where knowledgeable experts on issues of concern to policymakers can be brought together from policy departments, “think tanks,” and academia, as well as from the Intelligence Community, to analyze, debate, and assess these new world issues. Although the NIC has increasingly drawn on outside experts in recent years, the Commission believes a more radical approach is required.

8-3. The Commission recommends that the National Intelligence Council be restructured as a “National Assessments Center.” The new entity should continue to produce NIEs requested by policymakers that draw largely or partially on information collected by intelligence agencies. Equally or more important, it should also prepare classified and unclassified “assessments” of issues of concern to policymakers where the intelligence contribution is relatively small. These assessments should include analyses of long-term problems policymakers are unable to address effectively because of their demanding schedules and need to focus on current events. The Commission anticipates that assessments would increasingly be directed by experts—in or out of government—who would manage integrated teams of substantive specialists on rotational assignment from policy departments, academia, think-tanks, and the Intelligence Community. The Center should remain under the purview of the DCI but should be moved out of CIA headquarters to a suitable location in downtown Washington to make it more acceptable and accessible to policymakers and outside experts.
The Need to “Right-Size” and Rebuild the Community

Despite the revolutionary technical developments of recent years, people remain the Intelligence Community’s most vital resource. Recruiting and retaining qualified employees is crucial to the accomplishment of its mission. The Commission found, however, that personnel problems now create a serious stumbling block to effective performance, and, to some degree, threaten the future health of the Community.

The Commission found two pervasive problems. First, intelligence agencies find themselves with employee workforces that are not fully suited to their needs, and they are without the necessary tools to correct the situation. Second, the separate personnel systems within the agencies hinder, rather than promote, their operation as part of a “Community.”

In this chapter, the Commission examines each of these problems separately and offers recommendations on how to deal with them. Neither problem can be appreciated, however, without first understanding the context in which they have arisen.

Background

Each of the largest intelligence agencies (CIA, NSA, and DIA) is authorized by law to administer its own separate civilian personnel system outside Civil Service rules. These authorities date to the creation of each agency, or were legislated shortly after their creation. (See Figure 9-1.) In addition, the Secretary of Defense is authorized by law to administer a separate personnel system (known as the Civilian Intelligence Personnel Management System or CIPMS) for the civilian employees of DoD intelligence components (e.g. the Army, Navy, Air Force, and Marine Corps).

The justification for maintaining these separate systems is that the intelligence mission requires special latitude when it comes to personnel matters. While as a practical matter intelligence agencies have adopted many Civil Service rules as their own, they have staunchly maintained the need to manage their own personnel systems to satisfy their unique needs and to compete effectively with other intelligence agencies for qualified employees. In terms of hiring, none adheres to the Civil Service competitive procedures; rather, they have devised their own.

1 For purposes of this chapter, the Commission examined only the civilian personnel systems that encompass the four largest organizations, explained later in the text. Although about 40 percent of the workforce is composed of military servicemen and women who are paid from the budgets of the agencies they are assigned to, military personnel remain within the personnel systems of their parent service. The Commission did not undertake an analysis of those personnel systems.

2 All four systems generally adhere to the Civil Service rules for pay and bound their pay scales in accordance with the highest and lowest levels of the Civil Service General and Executive Schedule pay scales.
<table>
<thead>
<tr>
<th>Personnel Authorities</th>
<th>CIA</th>
<th>NSA</th>
<th>DIA</th>
<th>CIPMS</th>
<th>Civil Service</th>
<th>Private Sector</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Hiring</strong></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>Not Bound by Civil Service Competitive Rules; All have Devised Own Vetting Systems</td>
<td></td>
<td></td>
<td></td>
<td>Bound by Title V U.S. Code system of competitive exam and placement</td>
<td>Contractual agreement between the individual parties</td>
</tr>
<tr>
<td><strong>Pay</strong></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>All Exempted from Civil Service Rules; In Practice All Adhere to Civil Service GS/GM and Executive Pay Scales</td>
<td></td>
<td></td>
<td></td>
<td>Bound by Title V U.S. Code structure of GS/GM and executive pay scales</td>
<td>Contractual agreement between the individual parties bound only by minimum wage laws</td>
</tr>
<tr>
<td><strong>Termination of Employment</strong></td>
<td>Absolute authority to terminate in the interests of national security: § 104 (g) National Security Act – Discretionary – Generally unreviewable and final</td>
<td>Termination consistent with national security concerns when can’t be done under regular Civil Service rules: – 50 USC § 833 – Civil Service determination must be made first – Statutorily unreviewable and final – Authority is delegated from Secretary of Defense</td>
<td>Same as DIRNSA – 10 USC § 1604 (e) (1)</td>
<td>Same as DIRNSA – 10 USC § 1590</td>
<td>Cumbersome and time-consuming Title V process that provides employees with multiple opportunities for appeal</td>
<td>Employees-at-will – fired instantly (unless contract specifies otherwise) – only recourse is through court system</td>
</tr>
<tr>
<td><strong>Buyouts</strong></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>Must Seek Special Authorization and Appropriation Legislation from Congress with Approval by the Executive</td>
<td></td>
<td></td>
<td></td>
<td>Can implement when deemed in managerial interest to do so</td>
<td></td>
</tr>
<tr>
<td></td>
<td>[ ]</td>
<td></td>
<td></td>
<td>$25,000 Buyout Authority Exists Until 1999 [ ]</td>
<td></td>
<td></td>
</tr>
<tr>
<td><strong>RIFs</strong></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>No Special Authorities, All Must Adhere to 5 USC § 3502 Which Provides for Preferential Status to Veterans, Length of Service with Government and with Organization, and Performance Appraisal Rankings</td>
<td></td>
<td></td>
<td></td>
<td>Can do merit or strategic based RIWs</td>
<td></td>
</tr>
<tr>
<td></td>
<td>[ ]</td>
<td></td>
<td></td>
<td>No Authority to do Merit-Based RIWs [ ]</td>
<td></td>
<td></td>
</tr>
<tr>
<td><strong>Soft Landings for Troubled Employees</strong></td>
<td>Broad authority to grant special payments and assistance § 8 CIA Act “Not withstanding any other provision of law”</td>
<td>Secretary of Defense Authority to Assist “Troubled Employees” Assimilate Outside of NSA, DIA, or CIPMS for up to 5 Years After Termination of Agency Employment</td>
<td></td>
<td></td>
<td>No authority</td>
<td>Can devise any type of package managerially deemed necessary</td>
</tr>
</tbody>
</table>
Other intelligence elements of the Government (e.g., the analytical elements at State, Commerce, and Energy) are too small to warrant separate personnel authority and are part of the personnel system of their parent departments.

The four personnel systems covering civilian CIA, DIA, NSA, and CIPMS employees evolved independent of one another with separate criteria for hiring, separate systems for appraising performance, separate programs for training and career development, separate promotion systems, and separate procedures for terminating employees. While each of the agencies (or in the case of Defense agencies, their parent department) possesses special authority to terminate employees without resort to the procedurally cumbersome rules that apply to the Civil Service generally, the agencies have used this authority infrequently.\(^3\)

The agencies have, in fact, adopted internal procedures similar to the Civil Service procedures that accord due process rights to an employee, and make terminating employment very burdensome and time-consuming. As a result, managers have relatively little practical recourse in dealing with poor performers. The fear that suddenly terminated employees might become security risks also has been cited as an argument against the use of the special termination authorities. Additionally, the requirement that the termination have a "national security" rationale has acted as a barrier to use of the authority, for fear that employees will challenge these terminations in the courts or in Congress.

Therefore, terminations for cause are relatively rare. Once an employee successfully negotiates the stringent security processing on entry, he or she becomes part of what many come to regard as a "family," which provides job security and the promise of a lifetime career. Once inside, there is little incentive to move outside, even temporarily. Indeed, to do so only jeopardizes one’s chances for advancement. While such dynamics are not uncommon elsewhere in the Government, they are especially in evidence among the employees of intelligence agencies whose experiences create a special bond that cannot normally be shared with the outside world.

**Restructuring the Workforce**

The decade of the 1980s saw the budgets of intelligence agencies rise significantly and the number of new hires increase dramatically. For example, the total civilian workforce at NSA, CIA, and DIA collectively increased by nearly 50 percent from 1980-1989.

By the end of the decade, the number of new hires had dropped off significantly as intelligence agencies began to retrench at the end of the Cold War. In 1992, the Congress, with the agreement of the Bush Administration, imposed an across-the-board cut of 17.5 percent in civilian intelligence personnel to be accomplished by the beginning of fiscal year 1997. This was less than a three percent reduction per year and was believed to be

\(^3\) A slight difference in termination authority exists between the DCI’s absolute authority to terminate CIA employees in the interest of national security and that of the Secretary of Defense, who is required to look first at Civil Service termination procedures prior to invoking the special authorities. However, both special authorities require a national security rationale for the termination; this has added to the reluctance of the DCI and Secretary of Defense to use them.
feasible through normal attrition, without resort to involuntary reductions-in-force. In some agencies, the drawdown in military personnel, which was taking place separately from the civilian reductions, was taking an even heavier toll.

All intelligence agencies focused on meeting their congressionally mandated reduction targets. Most found it necessary to offer special incentives (principally, monetary “buyouts”) to employees eligible for retirement in order to meet these goals. In 1993, Congress provided temporary authority for the Department of Defense and the CIA to offer such incentives, and, to date, the reduction targets have been met. Earlier this year, the Intelligence Community, on its own initiative, extended the three percent per year reduction in personnel beyond 1997 to the year 2001 (See inset).

Despite these reductions, the Commission found the personnel problem far from solved. While intelligence agencies have reduced the number of civilians they employ, the cost of the remaining workforce is higher, due to inflation increases, promotions, and the higher cost of benefits. For example, from 1990 to 1996, NSA, CIA, and DIA collectively reduced their civilian personnel by 12 per cent. However, during the same period, the cost in current dollars of the civilian payroll at these agencies increased by 26 per cent. At NSA, the problem is acute. NSA’s civilian payroll increased from about 30 per cent of the agency’s total budget in 1990 to nearly 40 per cent in 1996. These growing amounts allocated to meet the payroll have crowded out investments in new technologies and limited operational flexibility.

With the focus on meeting reduction targets, the hiring of new personnel has slowed to a trickle in most agencies. In fiscal year 1995, the Intelligence Community as a whole brought on new personnel at a rate of less than one percent of its workforce. Some agencies, whose workforces number in the tens of thousands, were hiring less than a hundred new employees a year. This is simply insufficient to maintain the health and continuity of the workforce. If this pattern continues, agencies will face a future where large segments of their workforces leave at roughly the same time without a sufficient cadre of skilled personnel to carry on the work.

The Commission also found no evidence that the mandated reductions were being accomplished in a manner calculated to achieve a balanced skill mix or to weed out poor performers. Neither the Community as a whole nor individual agencies seem to have a strategic plan to govern personnel reductions that extends beyond how to get to their congressionally mandated numbers without having to “RIF” anyone, i.e. terminate employment based upon existing reduction-in-force authority (explained further below).
Consequently, even the success that intelligence agencies have had in downsizing to their congresionally mandated levels is marred by the fact that they are left overstaffed in some areas and understaffed in others. Moreover, relatively little has been done to deal with poor performers.

In this regard, the Commission was repeatedly told by managers and employees that the personnel evaluation system in their agency was “broken,” that the existing system did not provide a basis for identifying poor performers or for readily removing them from employment. At the National Security Agency, for example, because the previous performance appraisal system was thought to be consuming an inordinate amount of supervisory time, a system was instituted that rated employees as satisfactory or unsatisfactory with no rating in between. But, even in agencies where the evaluation system provided for more detailed supervisors’ assessments, it appeared that the evaluation system was rarely being used to terminate poor performers.

Creating racial, ethnic, and gender diversity within the workforce has also been a difficult task for intelligence agencies. Achieving such diversity is not only an imperative to satisfy American values, but is a way of dealing with the altered—more diversified—threat profile that the Intelligence Community faces since the end of the Cold War. According to recent reports and interviews with agency officials, progress is being made in terms of hiring practices but has been slowed by the limited number of new employees presently being hired. While the Commission is encouraged by this progress, overcoming the present lack of diversity is far from accomplished.

**What Needs to be Done**

Intelligence agencies need to lower their civilian personnel costs considerably in order to allow room for new investments and operational initiatives. At the same time, they need to restructure their workforces to ensure the continued health and competence of the institution. This will require a reduction in numbers and a change in the skill mix. Unless both are done soon, the Commission believes that the ability of some agencies to carry out their missions could be seriously jeopardized.

Part of the solution to this dilemma lies within the existing authority of intelligence agencies. Clearly, intelligence agencies must develop strategic plans to serve as the basis for further personnel reductions. Even if early retirement incentives remain the chief means of achieving such reductions, they should be structured in a way that provides the skill mix and levels needed for the future.

Intelligence agencies also should create and enforce effective performance appraisal systems that identify poor performers and provide a basis for removing them from employment. While removing poor performers is a task few supervisors relish, agency heads must impress upon them the seriousness of the need to fulfill this role. Agencies also should ensure that managers at all levels actively seek to diversify the workforce. Additionally, agencies need to look increasingly at new strategies for satisfying their personnel needs. One such strategy could be to hire individuals for limited periods or under personal service contracts that do not carry additional benefits. The attitude that intelligence agencies hire employees for lifetime careers may no longer be sustainable.
Finally, at the risk of stating the obvious, managers must manage better. The Commission found two pervasive problems in the Community’s managerial structure. First, people are in managerial positions who do not belong there. Either they have not received the proper management training or they are incapable of performing management duties. In almost all agencies, insufficient attention is paid to selecting, training, and developing managers. Second, there are few incentives for managers to make tough decisions. On the contrary, managers who decide to take action against employees who are poor performers are confronted with a disagreeable, time-consuming process that discourages them from taking action.

While addressing all of these problems is essential, the Commission believes that lowering civilian personnel costs and restructuring the workforce to restore the health of the Community is of paramount concern. This ultimately cannot be achieved without considerably reducing the size of the existing workforce and, to some degree, rebuilding it with “new blood” to meet the future needs of the agencies.

In this regard, the Commission reviewed the options available to intelligence agencies under their existing legal authorities to accomplish such restructuring. Without attempting a lengthy analysis here, the Commission reached the following conclusions:

- The temporary authority most intelligence agencies have to provide early retirement incentives will not in itself accomplish what is needed. Such incentives generally cover only senior employees who are eligible to retire. Many such employees have skills and expertise the agencies wish to retain. Because of the relatively small number of such employees and the fact that agencies will want to retain many of them, they do not constitute an adequate pool from which to accomplish restructuring of the magnitude required.

- The special authorities of intelligence agencies to terminate employees for national security reasons have been used on a case-by-case basis in the past and only in instances where there is a “security risk” justification. They do not provide authority for large-scale, strategic downsizing.

- Reduction-in-force authority, available to intelligence agencies under Civil Service rules, requires agencies to accord preferential status to veterans and to persons within their organizations depending upon their length of service in the government and organization as well as their performance appraisals. Use of this authority would result in a loss principally of junior employees, and, thus, also falls short of providing the necessary tools.

- Managers within the agencies could use existing authorities to terminate employees for poor performance, adjust the mix of skills as they are able, and over time gradually rebuild the workforce. A recent report to the DCI, in fact, recommended this course of action but estimated it would take at least ten years to effect. Even if this were possible (and the historical track record suggests that it may not be), the Commission does not believe that the Intelligence Community has ten years to accomplish the necessary restructuring of skill mix and to free the funds necessary for new technical development and investment.
In addressing this situation, the experience of the private sector is instructive. Corporations have restructured and reengineered, changing their workforces to meet more efficiently the changing needs of the organization. The Commission believes similar “reengineering” should occur within the Intelligence Community. To accomplish this, the Commission concluded that new legislative authority to permit restructuring of the workforces of certain intelligence agencies was necessary and desirable.

9-1. The Commission recommends the enactment of legislation providing temporary, one-time authority to permit intelligence agencies to “right-size” their civilian workforces in the interests of promoting the health and efficiency of their organizations.

The principal features of the Commission’s proposal are as follows:

♦ Such authority would be available only to the Director of Central Intelligence and to the Secretary of Defense, who could delegate it to the heads of DoD intelligence agencies.

♦ It would be available only to intelligence agencies whose heads determine that the civilian population of the agency should be reduced by at least 10 percent beyond the congressionally mandated level of reduction to maintain the health and efficiency of their organizations.

♦ The special authority would exist for one year. For agencies that choose to avail themselves of this authority, they would have a six-month period following enactment of the legislation to decide which personnel billets would be eliminated under this authority in accordance with standards promulgated by the DCI. Another six months would be given for the agency to implement its reductions. At the end of a year, the personnel authorities of the agencies concerned would revert to the status quo ante.

♦ With respect to the incumbents of positions identified for elimination, if such incumbents are persons who are of retirement age but need to serve five or fewer additional years in order to qualify for retirement benefits, or are persons who have the required period of service and are within five years of retirement age, such persons would be allowed to retire with full benefits.

♦ With respect to the incumbents of positions identified for elimination who would not be eligible to retire under the above criteria:

— A one-time payment of not less than $35,000 nor more than $50,000 would be authorized. The exact amount would be determined on a sliding scale, depending upon length of service and other criteria established by the agency head. In any case where the severance pay due an employee under Civil Service reduction-in-force procedures would be greater than the amount authorized under the special authority, the amount paid would be the severance pay;

— Health and life insurance coverage would be continued for a period of 12 months following loss of employment; and
—Intelligence agencies would be required to provide outplacement assistance for up to 12 months following loss of employment; or

—The incumbent could retain employment with the agency, provided that he or she can obtain agreement to exchange positions with an incumbent of another position which has not been identified for elimination, subject to the determination of the agency head that the employee is qualified for that other position. The “exchange” employee then must take one of the compensation options outlined above (i.e. early retirement or a one-time payment plus benefits) and leave the agency.

—The legislation would provide that termination pursuant to this authority would not prejudice future employment with the Government but that anyone reemployed by the Government within two years of accepting the special compensation package would be required to return the cash payment to the Government.

In offering this proposal, the Commission had several objectives in mind. First, this extraordinary authority should be available only to large intelligence agencies (CIA, NSA, and DIA) with a severe problem. Second, it ought to be limited in duration in order not to prolong the anxiety of the workforce. Third, it ought to be generous. The need to eliminate positions for the health and efficiency of the organization was not caused by the incumbents of those positions. Individuals need a reasonable opportunity to find new employment with a helping hand from the Government.

The “exchange” feature of the proposal was borrowed from the Canadian Government, which the Commission found had struggled with the same downsizing problem and had recently enacted a similar proposal for government-wide application. In 1994, a test of such a system was conducted at the Canadian Department of National Defense (DND). Its experience—with a package similar to the one developed by the Commission—was considered so successful that the Canadian Parliament adopted the program for the entire government.

The Commission anticipated and examined two potential objections to its proposal: one involving its costs; the other, a security concern.

To determine the cost of this proposal, the Commission requested a study by a professional actuarial firm, which concluded that the cost of the proposal would be minimal, if any, in the first year (depending upon when terminations occurred during the fiscal year) and would realize substantial savings in the out-years. The study did not take into account that, to some degree, intelligence agencies would be hiring new

---

4 The Canadian DND proposal is actually more generous than the proposal recommended by the Commission. Compensation under the Canadian plan offers a maximum benefit up to two years worth of an individual’s salary, excluding a separate departure allowance of up to 15 weeks of regular pay (for some individuals) and/or $7000 of educational training.

5 In expanding this legislative compensation package to the entire government, the Treasury Board specified 13 agencies and departments within the government which were unable to meet their previously mandated downsizing targets and which would be able to take advantage of this special benefits package.
The Vice President’s National Performance Review’s report on the Intelligence Community, published in September 1993, had as its lead recommendation the enhancement of Intelligence Community integration. “... if it is to be a responsible player in government, the Community must find ways to share resources, be more efficient and effective, and reduce overhead . . .” “The goal is not to build big central bureaucracies. Rather, it is to create common frameworks in which the elements of the Intelligence Community can pursue their departmental and national intelligence roles.” The Review also recommended that the Community develop integrated personnel and training systems, and the establishment of a common set of personnel standards and practices, one set of security policies and standards, community-wide language proficiency standards, a vigorous program of interagency rotational assignments, a consolidated training structure with the sharing of programs and facilities and the construction of a community-wide skills bank. The Intelligence Community did not implement any of the NPR’s recommendations.

The Joint Security Commission issued a report in February 1994 recommending common standards for adjudications and a joint investigative service to standardize background investigations and thus take advantage of economics of scale, improvements in information systems security, a radical new classification system and a special permanent committee to replace the numerous existing fora that independently develop security policies. The classification recommendation was enacted in a Presidential Executive Order in April 1995, some aspects of personnel security were addressed by an Executive Order in July 1995 and a permanent Controlled Access Program Oversight Committee was established in August 1995.

The Intelligence Community Revolution Task Force (June 1995) strongly recommended the adoption of common management procedures and processes throughout the Community to facilitate movement of personnel and to cut infrastructure costs by creating a single personnel system, improving performance evaluation, consolidating recruitment and training, and creating common standards of security. The Community leadership is still reviewing these recommendations.

The Intelligence Community Task Force on Personnel Reform (July 1995—also known as the Jehn study) identified four principal problem areas: a largely dysfunctional system of performance appraisal and management; a lack of systematic career planning and professional development across the Community; the variety and complexity of the various personnel systems; and the inadequate promotion of a sense of community among the agencies. This report was briefed to DCI Deutch in August 1995 and the Community is reviewing its recommendations.
employees with the skills needed for the future. However, the Commission does not believe that new hires would alter the basic finding of the study.

Another potential concern is that employees who are terminated will take revenge by committing espionage, or become unstable and disclose sensitive information, or institute discrimination lawsuits. While such concerns cannot be totally dismissed, neither is there compelling evidence they would be significant problems. A relevant observation is that there clearly have been substantial layoffs among defense contractors, whose employees have access to classified information, without such problems arising.

The Commission recognizes that there will be substantial obstacles to overcome if this proposal is to be enacted into law. Further, it will not be easy for agency heads to decide to avail themselves of this authority even if it is enacted. The pressures will be intense not to do so. But the Commission sees no alternative way of alleviating the problem and restoring the health of the intelligence function.

**Promoting “Community”**

While “jointness” has been embraced by the military, the concept has yet to take root firmly in the Intelligence Community. Intelligence agencies tout the virtue of a “Community” approach to intelligence, but their personnel and administrative systems belie their enthusiasm. As noted earlier, the largest intelligence agencies maintain separate administrative, personnel, security, and training systems. Not only are the systems independent, but there is little or no standardization among them.

Similar conclusions have been reached by numerous studies reviewed by the Commission, all urging greater consolidation of personnel and administrative functions and use of common standards. (See inset.) While leaders within the Community have repeatedly supported the recommendations made in these studies, little appears to have been done to implement them. Each agency continues to:

- establish its own pay scales and employee benefits;
- establish its own criteria for proficiency in job skills, even though such skills may be in use in other agencies;
- maintain its own system for evaluating the performance of employees;
- establish its own security requirements for employees and contractors and for the protection of its facilities;
- operate, with a few exceptions, its own training programs;
- issue its own identification badges;
- publish its own vacancy announcements and do its own job recruiting; and
- run its own career development program.
While the Commission is willing to accept that some latitude is needed for individual agencies to satisfy their unique requirements, we see no reason for all of these programs and activities to be administered separately, or, at least without greater uniformity. The lack of standards and cooperative arrangements increase the costs of the activities involved to the Government and also discourage movement between organizations, which is crucial to fostering “Community.”

9-2. The Commission recommends that the DCI, using the Community Management Staff, establish common standards for the Intelligence Community in the areas of skill proficiencies, personnel evaluation systems, trial period performance criteria, personnel allowances and benefits, and personnel and physical security.

9-3. The Commission recommends that the DCI, using the Community Management Staff, establish cooperative arrangements within the Intelligence Community in the areas of job recruiting, the conduct of background investigations, internal and external training programs, and the sharing of common facilities.

Special emphasis also needs to be given to promoting rotational assignments among intelligence agencies. While a limited amount of this is done, there remains little incentive for an employee to take a rotational assignment out of his or her home agency. On the contrary, a rotational assignment tends to take an employee out of a normal career progression and usually involves cumbersome security and personnel processing (e.g., skill recertification, polygraph examinations).

Yet rotational assignments appear the most feasible and effective means to promote “Community.” Not only do they provide an employee of one agency an opportunity to become familiar with another agency’s operations, they tend to break down stereotypes and foster personal contacts and synergies that last long after the rotational assignment is over. In our view, rotations should become the norm rather the exception within the Intelligence Community.

9-4. The Commission recommends that at least one rotational assignment to another agency within the Intelligence Community be established as a prerequisite for promotion to the Senior Executive Service level within each intelligence agency.

Increasing the DCI’s Control of Intelligence Personnel

Out of exasperation with the lack of progress to date, a number of those interviewed urged the Commission to consider addressing the foregoing problems (e.g., eliminating duplicative activities and promoting a “Community” approach) by giving the DCI control over personnel within the Intelligence Community. The DCI would issue uniform standards, direct that functions be consolidated, and rotate Community personnel unilaterally.

Clearly, such authority would require new legislation. But apart from that difficulty, the Commission does not believe that this idea is either feasible or desirable. It is not feasible because the DCI simply lacks the capacity to manage the large and complex
personnel and administrative operations of the Intelligence Community. It is not desirable because agencies within the Intelligence Community should have the ability to take necessary actions to satisfy their personnel and administrative requirements.

Nevertheless, there is a need for an overall, comprehensive personnel strategy for the Intelligence Community that today is lacking. The present decentralized system simply does not allow for this type of planning or execution.

A possible middle ground would be to make senior executives within the Intelligence Community part of a separate personnel system under the overall management of the DCI. Similar to the original concept for the Government’s Senior Executive Service, executives who were part of a “Senior Intelligence Service” (SIS) would be interchangeable across the Community. Departments and agencies would retain their existing SIS billets, but the concurrence of the DCI would be required for the appointment, promotion, and removal of SIS employees. The DCI would promulgate uniform regulations setting SIS pay rates (including performance award pay), performance appraisal standards, promotion guidelines, and standards for appointment to and removal from the SIS.

Proponents of this option see considerable benefits in such a system. It would go far toward achieving a “Community” approach, for the first time making senior managers accountable to the DCI. It would help overcome the parochialism that often prevents agencies from effecting costs savings and efficiencies. It would facilitate consistency and effectiveness in the training of senior managers and provide a cadre of professionals with broad-based Community experience which does not exist now. Moreover, it could provide a framework in which the pervasive shortcomings of the Intelligence Community in the personnel area could be addressed in a uniform way, leading to improved training, more effective performance appraisal systems, and career development programs for the entire Intelligence Community. In short, a Community-wide SIS system could have a cascading effect at every level of the workforce.

At the same time, such a system would create dual lines of responsibility for the senior executives in the system. They would be responsible to the agency head whom they served on a daily basis and who would presumably rate their performance; at the same time, they would be responsible to the DCI, at least to the extent that the concurrence of the DCI was required for their appointment, promotion, and removal.

The Commission believes the means can be found to reconcile the administrative difficulties created by such a system, and, on balance, the potential advantages of such a system clearly outweigh its disadvantages.

9-5. The Commission recommends enactment of legislation to establish a Senior Intelligence Service for the Intelligence Community under the overall management of the DCI.
Military Intelligence

Throughout its history, the United States has maintained an intelligence capability principally to meet the needs of its military. These needs have been, and are today, wide-ranging and substantial. They include information on the size, capabilities, location, disposition, and plans of foreign military forces, as well as information about foreign countries and events in foreign countries required to plan for and carry out military operations.

A variety of intelligence organizations help to meet these needs. Producing military intelligence analysis is chiefly the responsibility of the Defense Intelligence Agency (DIA), the intelligence elements of the military services and the Unified Commands, and tactical intelligence units organic to the fighting forces. Other intelligence organizations (e.g., the National Security Agency, the Central Imagery Office, and the Central Intelligence Agency) also make significant contributions by providing support to current operations.

Together these organizations provide a broad range of support. They advise defense policymakers on political-military matters, major acquisitions, and force planning. They provide threat projections that guide the military services in how best to “organize, train, and equip” their forces, and warn of potential crises. Finally, they support the employment of the armed forces across a broad continuum of operations, from disaster relief, to peacekeeping, to combat operations. The principal consumers of such information are U.S. combat forces, the military departments, the Secretary of Defense, and the President, but those responsible for foreign policymaking often have need for such information as well.

This chapter examines the organizational arrangements for carrying out the military intelligence mission. To understand these arrangements, however, it is necessary to appreciate in general terms how the Department of Defense itself is organized.

DoD Organization and Mission

The Department of Defense (DoD) was created by law in 1949. It comprises the Office of the Secretary of Defense, the Joint Chiefs of Staff, the military departments, 16 “defense agencies” which were created by the Secretary of Defense to perform particular functions, and nine “Unified Commands” responsible for the conduct of military operations.

The Secretary of Defense exercises direction and control over all elements of the Department. He has responsibility for setting policy, allocating resources, and monitoring compliance with policy and resource decisions, as well as for functioning in the chain of command for military operations. The Office of the Secretary contains numerous staff elements under civilian managers who assist the Secretary in carrying out his responsibilities in particular functional areas.

The Joint Chiefs of Staff (JCS) consists of the Chairman, Vice Chairman, and the senior military officers of the services—the Army, Navy, Air Force, and Marine Corps.
The Joint Staff, which reports to the Chairman, assists the Secretary in developing doctrine, tactics, and procedures for the operational employment of the military forces and advises the Secretary on actual operations.

The military departments (Army, Navy, and Air Force), each under the authority of a civilian Secretary, report directly to the Secretary of Defense. They are responsible for “organizing, training, and equipping” their respective forces.

The 16 defense agencies (e.g., the Defense Logistics Agency, the Defense Intelligence Agency, and the Defense Investigative Service) provide specialized support to the Secretary and other elements of the Department in various areas (e.g., research and development, intelligence, security).

Each of the Unified Commands operates under the authority of a commander-in-chief (CINC), who is responsible to the Secretary of Defense for the conduct of all military operations within his respective geographic or functional area. Some military operations are conducted under the authority of a commander of a joint task force (JTF), commands created and tailored by the CINC for a particular operation.

Ultimate responsibility for operational control of the military forces rests with the President and Secretary of Defense who receive advice and assistance from the Joint Chiefs of Staff. The Goldwater-Nichols Department of Defense Reorganization Act of 1986 designated the Chairman of the Joint Chiefs of Staff as the principal military adviser to the President, Secretary of Defense, and National Security Council. While the CINCs are directly responsible to the Secretary for the conduct of military operations, the Chairman of the JCS is responsible, together with the CINCs, for developing plans, strategies, and military doctrine to govern joint warfighting, and for making resource recommendations to the Secretary of Defense where joint warfighting capabilities are involved. The military services retain their responsibility to “organize, train, and equip” their forces, including those comprising the Unified Commands.

The deployments of U.S. military forces since the enactment of Goldwater-Nichols—from combat to humanitarian missions—have led to numerous changes in the organizational structure to support the needs of joint warfighting. In particular, the focus on joint operations has made clear the need for common tactics, techniques, and procedures among the military services.

**Organization of Military Intelligence**

The organization of military intelligence has evolved principally to serve its various users in the execution of their responsibilities.

Within the Office of the Secretary of Defense, the Assistant Secretary of Defense for Command, Control, Communications, and Intelligence (ASD(C3I)) provides the principal staff support to the Secretary for executing his functions with regard to intelligence, i.e.,

---

1 Public Law 99-433. The Act, among other reforms, created the position of the Vice Chairman, JCS.
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developing and monitoring compliance with policy and allocating resources. In 1993, the Defense Airborne Reconnaissance Office (DARO) was established within the office of the Under Secretary of Defense for Acquisition and Technology to develop and acquire manned and unmanned airborne reconnaissance systems.

Substantive analytical support for the Secretary, his staff, and the Unified Commands is provided principally by the Defense Intelligence Agency (DIA), whose Director is appointed by, and reports to, the Secretary. DIA was created in 1961 to provide current intelligence to all of DoD, consolidate analysis on general military topics being performed by each of the military departments, coordinate DoD’s contribution to national intelligence estimates, confirm the needs of DoD components for intelligence, and coordinate the performance of common functions. Over the years, however, DIA’s responsibilities have progressively expanded.

Today, DIA supports the Secretary and his staff by providing substantive intelligence support for the execution of many of their key functions, from decisions regarding the use of military force, to major acquisition decisions, and to their dealings with foreign counterparts.

The Director of DIA also reports to the Chairman, JCS, both in his capacity as head of a “combat support agency” and as the Chairman’s principal intelligence adviser. Because there is no intelligence staff officer on the Joint Staff per se, the Director of DIA fulfills this function, delegating day-to-day responsibility to a subordinate officer whose title is “Director for Intelligence, J-2.” This officer supports the Chairman, JCS, the Joint Staff, and the Secretary with current global intelligence on situations that may require U.S. military involvement. DIA also provides intelligence support to the military departments by producing independent assessments of foreign military capabilities that assist the departments—who also undertake such assessments—in organizing, training, and equipping their forces.

DIA manages certain department-wide intelligence activities. Its National Military Intelligence Collection Center confirms the need for intelligence requirements levied by Defense customers. DIA also establishes overall priorities for intelligence-gathering by national systems to satisfy military requirements. In war or crisis, authority to task these national systems passes to the Secretary of Defense, and DIA acts as the focal point for such tasking. DIA also manages the Defense Attache System and the recently created Defense HUMINT Service, and it coordinates intelligence analysis and production among the military departments and Unified Commands.

Finally, DIA fills several key roles in the Intelligence Community. Its Director is responsible for putting together a consolidated budget for “general” defense intelligence activities within the National Foreign Intelligence Program, and administers the office which oversees intelligence collection for the purpose of obtaining measurements and other physical data (MASINT).

The organization of the Joint Chiefs of Staff has taken a more active role in intelligence matters in recent years. This is, in part, a result of the new roles assigned to the Chairman, JCS, by the Goldwater-Nichols Act, and in part to the increasing role “national” intelligence systems (i.e., imagery satellites and SIGINT systems) play in
supporting military operations. To help prepare the Chairman’s annual recommendation to the Secretary of Defense on resource allocation, the JCS has established a process that examines how intelligence, surveillance and reconnaissance capabilities contribute to joint warfighting.

The JCS has also taken a more active role in developing intelligence systems “architectures” and doctrine for the Unified Commands, to ensure that intelligence capabilities at both the national and tactical levels are interoperable and can be used effectively in the planning and execution of military operations. Recent technological advances have made it possible for commanders to receive “real-time” reporting from national collection systems, target their weapons more effectively, and assess the damage inflicted. Real-time knowledge of the size, location, movement, and capabilities of enemy and friendly air, sea, and ground forces throughout the combat zone and beyond, will provide a crucial advantage to U.S. forces, allowing them to dominate the conflict. Fewer resources will be needed and fewer casualties incurred.

At each of the Unified Commands, activities comparable to those performed at the national level are underway. The command’s intelligence staff officer (“J-2”) is charged with developing plans, programs, and architectures to ensure that intelligence capabilities are available, interoperable, and can be employed in support of joint operations. Utilizing a concept successfully employed during Operation Desert Shield/Storm, Joint Intelligence Centers (JICs) have been established within each command to serve as the focal point for tasking national and tactical intelligence collectors. The JICs also provide analysis tailored to the needs of the CINC, his staff, and subordinate commanders.

The military departments continue to maintain extensive collection and analysis capabilities to support their departmental functions (e.g., acquiring weapons systems, training personnel, and developing military service doctrine). They also provide tactical intelligence support on the battlefield or at sea.

How This Structure Performs

The Commission attempted to assess this complex structure by reviewing the recent reports on the subject, interviewing practitioners and consumers at all levels, and visiting numerous military commands and Defense facilities.

We found that military intelligence has not lost its principal focus on providing the best possible support to the soldiers, sailors, airmen, and marines who may be put in harm’s way. We also found that military commanders have become more knowledgeable about national and tactical intelligence capabilities, and more intent on integrating those capabilities into all phases of their operations. Technical advances in computing and communications have made such integration possible.

DIA has made substantial progress toward reducing duplication in military analysis and production, long seen as a substantial problem. Its National Military Intelligence Production Center assigns responsibility for analysis to the analytical components in the military services and the Joint Intelligence Centers, and then monitors production to prevent overlap. Yet problems in military analysis and production remain.
DIA is the largest analytical organization, created originally to consolidate the separate analytical efforts of the military departments on general military topics. The analytical components of the military departments were expected to provide intelligence support to acquisition and training, especially the scientific and technical expertise required to satisfy the unique needs of their respective departments. Each service, in fact, maintains a large intelligence element to provide this service-specific analytical support.\(^2\) Large analytical elements also exist at the Joint Intelligence Centers of each Unified Command that provide tailored analysis to the CINC within his theater of operations. Smaller analytical elements still exist at subordinate commands within theaters.

The Commission does not dispute the need for these analytical organizations. Each appears to serve a legitimate function. The Commission is concerned, however, by the large size of these organizations as well as with what appears to be the tendency to exceed their core missions. The dividing line between DIA’s analytical responsibilities and those of the military departments remains blurred despite the agreed-on production process described above. The Commission also found in the course of its visits to overseas commands that some analytical elements were collecting and analyzing information on political and economic topics that appeared to exceed the scope of their missions.

The Commission had neither the resources nor the time to make a detailed evaluation of these issues, but believes such an assessment is needed.

10-1. The Commission recommends that the Secretary of Defense undertake a comprehensive examination of the analytical and production organizations within DoD, including DIA and the production elements within the military services and Unified Commands, to eliminate unnecessary overlap, to ensure consistency with the core missions of each organization, and to determine the proper size and resources these organizations require.

Problems also are apparent in other areas. Responsibility for allocating resources to military intelligence programs is diffused, and budget decisions are not always made with a clear understanding of how total capabilities will be affected. (The Commission’s proposed budget realignment discussed in Chapter 7 addresses this issue.) Interoperability problems still exist between intelligence systems developed by each of the military services and agencies. Dissemination systems are not fully adequate to support deployed forces, and because collection capabilities are increasing, the pressure on both tactical and national processing capabilities is certain to grow. Satellite collection systems and precision weapon systems still need to be fully integrated so that a tactical commander can train with them in peacetime and utilize them in combat. Computer simulations to assess the performance and cost-effectiveness of intelligence capabilities are limited, and such tools also are needed for joint exercise support. Intelligence support for coalition forces or multinational organizations with which U.S. forces may operate also needs improvement. (This topic is discussed further in Chapter 12.)

\(^2\) The Army element is the National Ground Intelligence Center; the Navy element, the National Maritime Intelligence Center; the Air Force element, the National Air Intelligence Center; and the Marine Corps element, the Marine Corps Intelligence Activity.
**Possible Organizational Improvements**

With responsibility for military intelligence dispersed among the staff of the Secretary of Defense, the military departments, the JCS, the Unified Commands, the Defense Intelligence Agency, and other national intelligence components located in the Department of Defense (e.g., the National Security Agency, Central Imagery Office), it is not surprising that a variety of joint programs and other types of hybrid management arrangements have been created to accommodate the equities involved. A multitude of boards, working groups, committees and review groups also have been created to coordinate intelligence activities. Some, such as the Military Intelligence Board, an informal committee consisting of representatives of the key intelligence elements, appear to play a valuable coordinating role. In other cases, the multitude of coordinating mechanisms seems to stifle progress.

To improve the civilian management of military intelligence, the Commission considered the desirability of a separate Assistant Secretary of Defense for Intelligence. Under current law, the Secretary of Defense is authorized to have either an Assistant Secretary for C3I (the existing arrangement), or a separate Assistant Secretary for Intelligence, as long as the total number of assistant secretaries does not exceed the number allowed by law. Those who favor separation contend that the responsibilities of the Secretary for intelligence are so numerous and demanding that a full-time assistant secretary is needed. Others contend that combining the responsibility for intelligence with the responsibility for command, control, and communications makes sense because for intelligence to be effective, it must be closely associated with the C3I functions. *The Commission believes that the decision to continue the present arrangement or to create a separate Assistant Secretary of Defense for Intelligence should be left with each Secretary. There is, however, a clear need to integrate intelligence dissemination systems with command and control networks, whichever structure is chosen.*

At the same time, several witnesses told the Commission that the Office of the Assistant Secretary of Defense for C3I has been less than effective in carrying out its responsibilities. Some attributed this to the office’s taking on major responsibilities not directly supporting its command and control, communications and intelligence functions (e.g., overseeing information systems support to DoD as a whole). Others pointed to an inadequate staff capability. In any case, many believe the office should be strengthened.

Some witnesses suggested that the management of military intelligence would be improved if a single authoritative leader (short of the Secretary) were created. In 1995, the Commission on the Roles and Missions of the Armed Forces recommended that a senior military intelligence officer be appointed with authority to review, evaluate, and revise intelligence programs, and to make recommendations to the Secretary of Defense concerning the organization and structure of DoD intelligence activities. That Commission did not suggest who this officer should be or where in the Defense structure he should be located.

*This Commission decided against endorsing a single authoritative leader for military intelligence.* As noted above, there are several authoritative voices in defense intelligence short of the Secretary. Where authority lies depends on the function involved. Responsibility for developing overall policy and resource recommendations for the
Secretary rests with the ASD(C3I), who is the Secretary’s principal staff assistant for intelligence matters. The Director, DIA has overall “corporate” responsibility for intelligence analysis and production as well as Defense-wide coordination functions, such as collection management. The Chairman of the JCS and CINCs are principally responsible for ensuring the intelligence needs of joint warfighters are met. The chiefs of intelligence for each of the military services are responsible for satisfying the intelligence needs of their respective departments. The Commission finds there are valid reasons for maintaining these responsibilities where they currently are lodged. To combine them under a single manager would not improve the quality of intelligence support, but would only complicate the performance of existing roles and responsibilities. Further clarification of roles is desirable, but not further consolidation of functions.

**Director for Intelligence (J-2), the Joint Staff**

Reflecting the changes to the JCS and Joint Staff brought about by the Goldwater-Nichols Act, the J-2 has assumed a greater role in developing intelligence doctrine and “architectures” to ensure that national and tactical intelligence capabilities can be employed effectively in support of each CINC’s responsibilities. He also has assumed principal responsibility for the intelligence aspects of the Chairman’s annual report to the Secretary on defense capabilities. Through a working group of the Joint Requirements Oversight Council of the JCS, the J-2 formulates recommendations for the Chairman on proposed capabilities and resources for national and tactical intelligence, surveillance, and reconnaissance activities funded within the Defense budget. While DIA continues to provide most of the staff support for these functions, the J-2 clearly is being tasked to perform Joint Staff functions beyond the provision of current intelligence.

As noted above, there is no staff officer on the Joint Staff *per se* who deals with intelligence. The officer who serves in this capacity (i.e., as the “J-2”) is assigned to DIA and reports to the Chairman, JCS as a *de facto* member of the Joint Staff (as well as to the Director of DIA). His principal duty is to provide current intelligence support (i.e., information on developments that might affect U.S. military interests, and intelligence support to ongoing military operations) to the JCS and to the CINCs. In this capacity, the J-2 manages the National Military Joint Intelligence Center in the Pentagon, staffed by DIA personnel and representatives from other agencies, as well as the DoD global indications and warning system.

During crises and other contingencies involving the deployment or likely deployment of U.S. forces, the J-2 facilitates the flow of intelligence to the CINCs and joint task forces by ensuring that collectors and producers at the national level are responsive to their operational needs. During Desert Storm and subsequent deployments of U.S. forces, he also has served as a principal intelligence spokesman for the Chairman, JCS, providing assessments to the press and/or congressional committees as needed.

No other function on the Joint Staff is performed predominately by staff “on loan” from a Defense agency. The personnel, operations, logistics, communications, planning, and other functions are all carried out by individuals assigned to the Joint Staff.
10-2. The Commission recommends that the “J-2” become a part of the Joint Staff, rather than continue to be part of DIA with responsibilities to both organizations. The J-2 should continue to provide current intelligence to the Chairman, JCS and the CINCs (utilizing support from DIA rather than creating a separate staff organization for this purpose), operate the National Military Joint Intelligence Center, and carry out the JCS-specific functions (e.g., doctrine, reviewing theater architectures, CINC liaison, capabilities assessments, resource recommendations) within the Joint Staff framework. The J-2 should have his own staff, commensurate with Joint Staff manning and resource levels, to carry out these functions.

The Commission’s recommendation would change the responsibilities of the Director of DIA. That agency would focus on producing and managing long-term military intelligence analysis, supporting the intelligence needs of the Office of the Secretary of Defense (including the provision of current intelligence), and managing other Defense-wide military intelligence functions. DIA would continue to provide current intelligence support to the J-2 and provide personnel support for the National Military Joint Intelligence Center, but would no longer perform Joint Staff functions. Its Director would continue to report to the Secretary of Defense and, as head of a combat support agency, to the Chairman, JCS.

Under this arrangement, the J-2 would clearly remain heavily dependent upon DIA’s support. (Indeed, the Commission anticipates no diminution in such support.) It is also important that the J-2 not duplicate DIA’s functions by maintaining analytical capabilities beyond what is required to fulfill his responsibilities to support military operations. The Commission leaves to the Secretary of Defense and the Chairman, JCS, issues pertaining to the rank and status of the affected officials.

An Intelligence Systems Architect

However effective collection and analysis may be, intelligence is useless if it does not reach military commanders in a form they can use and at the time they need it. It is imperative, therefore, that intelligence support to military operations be synchronized with global command, control, and communications systems. Dissemination channels for intelligence must be compatible with the information systems of the forces, permitting intelligence to be assimilated immediately for use in targeting and delivering precision weapons.

In this regard, the Commission found that there are still deficiencies that derive from the separate organizations and entities responsible for building the military forces (the services); those responsible for building and operating national systems, especially satellite and airborne collectors (the intelligence agencies); and those responsible for the conduct of military operations (the CINCs). Commanders must be able to control both weapons and sensors in an integrated operation. To this point, they have had to rely on intelligence sensors, communications channels, and weapons that have been developed largely without regard for each other. Military components often still have communications and computer systems that cannot communicate with the joint task force to which they are assigned. While DoD is taking steps to phase out these “legacy” systems to create “seamlessness” across its joint fighting forces, the process is far from complete.
Chapter 10

The Commission found no less than nine offices or boards within DoD that asserted responsibility for dealing with all or part of this “architecture” problem. Some were focused on the intelligence side, some on the communications side, and others from the tactical users’ perspective. The impression is one of less than a coherent, unified effort.

10-3. The Commission recommends the appointment of a single systems architect whose function cuts across intelligence, surveillance, and C³, and who closely coordinates with weapon systems designers to achieve a more coherent approach to this critical set of problems.

The responsibilities of the ASD(C³I) come closest to encompassing the various aspects of the architecture problem. He is accountable to the Secretary for the overall supervision of intelligence and C³. While the office is not responsible for weapons’ system design, it is well positioned to affect such coordination. Any actions recommended by this office would also have to be closely coordinated with the JCS to ensure consistency with military operational requirements and with the recommendations developed for the Chairman by the Joint Requirements Oversight Council, as well as with the acquisition elements of the military services and Defense agencies. In this way, the Secretary of Defense would be presented with coherent recommendations regarding the acquisition of intelligence, communications, and weapons systems to best satisfy the needs of joint warfighting.

Clandestine HUMINT Operations

Collecting intelligence through human sources (HUMINT) has been undertaken by elements of military intelligence throughout its history. Recently, military HUMINT activities have included overt intelligence-gathering by military personnel, such as military attaches; collection by special elements in advance of the deployment of U.S. military forces; and, finally, the clandestine recruitment of human sources by military personnel. Prior to 1995, this last aspect of HUMINT collection was undertaken on a limited scale by intelligence elements in each of the military departments. Army intelligence was the most involved, with Air Force and Naval intelligence participating to a lesser degree.

In October 1995, to reduce the cost of four separate military HUMINT organizations and to improve coordination, the operating elements of the military services were combined under the newly created Defense HUMINT Service, managed by the Defense Intelligence Agency. Reportedly, 80 percent of the work of the new service is devoted to overt collection, e.g., collecting publicly available information, attending scientific and professional conferences, and interviewing persons who had access to information of interest, and 20 percent to the development of clandestine human sources. Such operations are carried out by specially-trained military personnel and coordinated with the CIA.

A number of those interviewed by the Commission, including some military officers, urged that the clandestine HUMINT operations of the military services (and now the Defense HUMINT Service) be discontinued and left entirely to the CIA. They contended that over the years such activities have produced little of value and are difficult for the military to conduct. They argue that the cost of maintaining a separate infrastructure to conduct clandestine HUMINT operations is simply not justified by the limited results.
Clearly, the United States needs human intelligence on foreign military forces. Because of their specialized knowledge, military personnel are important to this effort. Few current CIA HUMINT collectors have significant military experience. At the same time, the military faces a number of practical problems in mounting these types of operations. It is difficult to maintain a professional cadre of collectors because military officers usually spend only a few years at a time in HUMINT assignments and then must return to their career track to remain eligible for promotion. HUMINT operations also require a large and complex infrastructure from which to operate, including overseas offices, cover legends, and specialized training.

10-4. The Commission recommends that the clandestine recruitment of human sources, now carried out by active duty military officers assigned to the Defense HUMINT Service, be transferred to the CIA, utilizing military personnel on detail from DoD, as necessary. In carrying out this responsibility, the CIA needs to coordinate closely with the CINC's to ensure that their operational needs are met and that commanders have confidence in the support they are receiving.

The Defense HUMINT Service should remain responsible for the Defense Attache System and for the overt collection of information for military consumers. This recommendation also is not intended to affect clandestine HUMINT activities undertaken by DoD elements in advance of, or as part of, a military operation.

Adoption of this recommendation should provide limited cost savings, but cost savings are not the principal reason for the recommended realignment of functions. Rather, the Commission believes it is more in keeping with the respective roles and comparative advantages of the CIA and the military.
Space Reconnaissance and the Management of Technical Collection

U.S. intelligence capabilities to perform reconnaissance from space warrant special attention because they consume a major portion of the resources devoted to intelligence, embody the most advanced technology and industrial capabilities of the nation, and are a distinguishing attribute of the U.S. geopolitical profile.

Space reconnaissance assets provide access to all parts of the globe and use a variety of sensors to collect information responsive to virtually every intelligence need. They also constitute an integral part of the U.S. military force structure, providing critical information with sufficient accuracy and timeliness to support the maneuver of military forces and the targeting of their weapons. The integration of these assets into the planning and execution of military operations is not yet complete, however, and represents important work that must continue. (See the discussion of this subject in Chapter 10.)

The space systems developed by U.S. intelligence employ unusually advanced technology and require extraordinary skill and industrial capability to build and operate. No other nation is capable at present of creating similar systems. As such, these systems represent a comparative advantage that the United States is likely to retain if it chooses to do so.

There are, nonetheless, shortcomings in the current posture.

The current U.S. capability in space is vulnerable to the failure of any single system. There are a relatively small number of large and expensive systems deployed, and the failure of one causes a substantial reduction in overall capability. This structure has evolved, in part, from the need to make maximum use of each satellite platform and to reduce the cost of separate launches.

Space reconnaissance is also very expensive. Although procured in limited numbers, the large satellite systems developed by the United States and the ground stations needed to operate them require expenditures in the range of several billions of dollars per year. Their substantial cost puts great pressure on the Intelligence Community to search for alternatives, find efficiencies, and continuously scrutinize the intelligence requirements these systems address.

The Commission believes that in the future it may be possible both to reduce the vulnerability of U.S. space capabilities and their overall costs by collaborating more closely with allies in the area of space reconnaissance. In addition, the Commission believes that by taking advantage of developments in the commercial satellite industry, the costs and vulnerability of current capabilities might be further reduced. The Commission’s views on these subjects are elaborated in the sections that follow.

International Cooperation in Reconnaissance Programs

Satellite reconnaissance, once the exclusive domain of the United States, the former Soviet Union, and to a lesser degree China, now is expanding to other countries. France
and Israel have launched their own imagery satellites, and a consortium of European nations is being formed to develop a new generation of imagery systems. Still, there is little challenge to U.S. preeminence in the field. The Commission believes that the United States should use its current position to encourage other nations to enter into cooperative burden-sharing arrangements with us. At the same time, it should continue to enhance its own space reconnaissance capabilities.

To permit the United States to expand international cooperation in the space reconnaissance area, the Commission proposes a two-tiered approach to the development and deployment of satellite systems. The United States would retain in the first tier its own high-end classified systems which involve the most sophisticated technology and techniques and are used to collect against the most critical consumer needs. The second tier would be developed in conjunction with friendly and allied governments and would consist of capable, but technically less sophisticated reconnaissance systems that would emphasize the application of commercially available technology where possible as well as the application of existing industrial capability. Foreign partners would be able to build, operate, and control their own satellites and ground stations, which would form part of a larger overall system. As time goes on, even more sophisticated and capable satellites are likely to be developed. In that event, if partners are prepared to support the costs, earlier versions of the upper tier might be made available for partnership use.

The system of satellites developed through these arrangements would greatly expand the existing area of coverage and capabilities across a spectrum of needs, including those of the foreign partners involved. These arrangements would require sharing U.S. technology with foreign partners, but the cost of the system would be fully borne by the countries that participated. The arrangements would be accomplished exclusively through government-to-government agreements, rather than through commercial sales.

The Commission believes that both the United States and its foreign partners would benefit. For the United States, there would be an increase in the geographic coverage and revisit times of these systems, reducing the vulnerability of U.S. systems to single system failure. In time, there should be monetary savings that could be used to maintain the technological preeminence of the high-end capabilities. Concerns with security would be minimal because less sensitive technologies would be involved. Finally, new opportunities for international cooperation between friends and allies would be opened, strengthening the overall security posture of the United States.

Foreign partners would benefit from participation in a global space reconnaissance system with a relatively small investment of funds. They would share in U.S. technology and their industrial sectors would participate in building and operating components of the system. Foreign partners also would stand to benefit from future technological advances that were shared with participants in the system. It might also be possible for the United States to share the product, if not the technologies, from its first tier systems.

11-1. The Commission recommends that the U.S. Government more aggressively seek to develop government-to-government arrangements with friendly and allied governments in the space reconnaissance area. To permit the expansion of such efforts, the Commission recommends the development of a two-tiered approach to international cooperation in space similar to that described above.
The Commission believes that new government-to-government arrangements in space reconnaissance are likely to produce the greatest overall benefits for the United States, but the development and sale of commercial remote sensing systems by U.S. industry also may produce benefits for U.S. intelligence agencies, a point discussed more fully in the section that follows. Unless the policy governing the foreign sale of these systems permits U.S. firms to compete effectively with their foreign counterparts, however, the investment U.S. firms are willing to make in such systems is apt to be small.

In March 1994, President Clinton signed Presidential Decision Directive 23 (PDD-23) which, for the first time, established an industrial policy permitting U.S. firms to obtain licenses to market imagery products and systems commercially. The stated goal of this policy was to “enhance U.S. industrial competitiveness in the field of remote sensing space capabilities while at the same time protecting U.S. national security and foreign policy interests.”

Under the terms of the directive, the U.S. Government retains “shutter control” of any commercial imagery systems licensed for sale to foreign purchasers by U.S. firms outside of a government-to-government agreement. This means the U.S. Government would retain the right to curtail the use of any imaging system sold by a U.S. firm to a foreign purchaser when it perceived its national security interests were affected. It was felt that this authority was needed in the event a domestic or foreign purchaser sought to use the system contrary to U.S. interests. Any proposed sale or transfer by a foreign recipient of sensitive components or subsystems also would be subject to U.S. Government approval.

Currently, there are four U.S. firms or consortia licensed under this policy to market imaging systems. None has launched a satellite yet, and the first such launch is not expected until late 1997.

The “shutter control” policy embodied in the President’s directive appears to impose conditions that are likely to be unacceptable to countries considering the purchase of U.S. commercial systems. Potential foreign customers are faced with a choice of investing in affordable, reliable commercial systems where the U.S. has ultimate control, or investing in expensive, less reliable and unproven foreign systems over which they can retain full control. This would seem to conflict with the directive’s stated objective of “enhancing U.S. industrial competitiveness.” Even without the shutter control policy, the United States would determine, through the export licensing process, which foreign countries are permitted to purchase U.S. commercial systems, thereby reducing the risk of sale to countries where relationships are apt to go sour.

On the other hand, if new government-to-government arrangements in space reconnaissance are developed as the Commission recommends, they would be likely to supplant commercial sales of imagery systems to our closest allies, leaving the potential market for such sales consisting of countries which are other than our closest allies. If such arrangements were put in place, it might argue for retaining shutter control over commercial sales.
While the pros and cons must be carefully weighed, where imagery is concerned the technology genie is clearly out of the bottle. Other countries now are able to build and launch satellites that capture images from space, and the number of these countries is certain to grow. Governments unable to afford their own satellite systems will be able to purchase images produced by the systems of other nations, whether or not such images threaten U.S. security interests. In short, the Commission believes the shutter control policy may be counterproductive in terms of limiting the development and sale of commercial imagery systems by American industry, and, at the same time, provide little effective protection to U.S. security interests.

11-2. The Commission recommends that the shutter control policy embodied in Presidential Decision Directive 23 be reexamined.

Reliance on Commercial Imagery to Reduce Costs

U.S. intelligence agencies are currently working with the commercial firms licensed under PDD-23 to ascertain the extent to which they will be able rely upon future commercial imaging systems to reduce the costs of imagery collection. Until the first commercial imaging system is launched in late 1997, it will be impossible to make a realistic assessment, but several points do appear clear:

♦ There is apt to be a wider range of imagery products available by the end of the decade, given the ability of industry to build lower cost satellite systems using off-the-shelf components in assembly-line fashion. While the quality of these products cannot, as yet, be determined, it appears their costs will be lower than the products derived from intelligence systems.

♦ U.S. firms contemplating entry into the market for commercial imaging systems will be driven by the potential profitability. Whether or not the U.S. Government is a customer will be a significant factor in their business decisions.

♦ Commercial imaging systems may be able to satisfy some requirements of the Government, but they will be nowhere near as capable of satisfying the wide range of requirements of existing intelligence systems.

The Commission believes that developments in the commercial satellite industry offer great promise. Commercial systems could affect the size and capabilities of future systems developed by the Intelligence Community; however, they will not obviate the need to maintain separate intelligence systems for the foreseeable future. Intelligence agencies should continue to assess the utility of commercial systems and to rely upon them where possible.

Reliance on Small Satellites to Reduce Costs

As stated earlier, the United States has for the most part chosen to build a small number of large, very capable satellites as opposed to more satellites that are smaller and less capable. Smaller satellites, some argue, would be cheaper to develop than existing systems, and their reduced weight would reduce launch costs significantly. Deploying a larger
number of small satellites also would provide more frequent revisit times and improved global coverage. On the other hand, a system of small satellites may have to devote a larger fraction of its weight to “housekeeping” functions as opposed to sensor capability. In short, it may be less capable.

In 1994, the issue of smaller satellites was considered, but the DCI and the Congress agreed to adhere basically to the longstanding approach. Their agreement on satellite architecture essentially dictated what types of satellites would be built and deployed into the next century. In 1995, however, largely at the initiative of the House Permanent Select Committee on Intelligence, the issue of small satellites was reopened. This action also prompted the Commission to explore the issue.

When small satellites were evaluated in the past, they were deemed technically feasible, but the expense of designing, procuring, launching, and operating them, as well as some inflexibility in their design, led some to believe that their use would result in a substantial degradation in the overall U.S. capability. The National Reconnaissance Office, in consultation with aerospace companies, is currently evaluating these issues. Some believe a system should be built to test the small satellite concept on the most technically challenging imagery mission, and that the potential cost savings (if the test is successful) would justify building the capability now. Others believe that building such a system would not be prudent until all of the estimates and technical studies are completed, and, more important, that investing in this option prematurely might preclude funding other research and development that offer greater promise.

The Commission concluded that it is premature to endorse greater reliance on small satellites as replacements for current highly-advanced reconnaissance systems. Whether small satellites would reduce costs is still an open question—a greater number of small satellites may not be cheaper. Whether they can accomplish the missions of the current larger systems also is not yet proven. The Commission recognizes the importance of pursuing this and other technological avenues to reduce the costs of satellite collection, but it is not persuaded that a clear case for small satellites as replacements for the current high-end systems has yet been made. (This is not to say that smaller and less expensive satellites should not be developed to form the second tier of the two-tier approach to space reconnaissance, recommended earlier in this chapter.)

The Management Arrangement for Space Activities

Two organizations within the Department of Defense manage space assets: the U.S. Space Command (SPACECOM) is responsible for so-called “white world” satellites (i.e., satellites that are publicly acknowledged) for military programs, and the National Reconnaissance Office (NRO) deals with “black world” (i.e., classified) satellites for intelligence programs. SPACECOM launches and operates satellites for military communication, weather and navigation, which are designed and procured by the military services. NRO designs, acquires, launches, and operates classified reconnaissance satellites.

By most accounts, the NRO has performed its core functions exceptionally well over the years, delivering a space-based reconnaissance capability that far exceeds any
other nation’s. One challenge for the future, however, is to integrate that capability with other space-based systems for navigation, weather, and communications, to ensure they operate in concert and take advantage of economies of scale.

In this regard, the Commission on the Roles and Missions of the Armed Forces last year stated that “[a]n integrated space program using the best practices of the NRO, the services, and the civil and commercial sectors would result in lower acquisition and operational costs for space systems and improve responsiveness to all users.” That Commission further urged that the Secretary of Defense “integrate the management of military and intelligence space activities . . . [and] assign responsibility for developing an integrated architecture for military and intelligence space systems to a joint service office reporting to the Secretary.” The current DCI has espoused a similar view.

While few who spoke to the Commission took issue with the need to integrate military and intelligence space activities where possible, there was considerable controversy with respect to whether there should be one organization to manage these activities.

Some thought having separate managers for satellite systems was wasteful, regardless of the different roles that satellite systems play. Others noted that the systems operated by the NRO are far more complex and require significantly more interaction than those operated by SPACECOM. For this reason, the contractors who build NRO systems are responsible for maintaining them “from cradle to grave,” contributing substantially to mission quality and mission life.

A number of witnesses expressed concern that if NRO’s operational responsibilities were merged with SPACECOM and if the NRO’s acquisition role were joined with those of the military services, NRO would lose the advantage of the special procurement authorities of the Director of Central Intelligence. These authorities have contributed significantly to NRO’s being able to act expeditiously and to adjust to developments that occur.

Critics of the NRO contend that its use of the DCI’s special procurement authorities (which provide more flexibility than government agencies in general have to enter into sole source contracts) has eliminated any incentive to reduce costs and resulted in costly satellites being built that exceeded the real needs of the Community. They believe that merging the acquisition function with DoD “white world” space would introduce more checks and balances into the acquisition process and produce economies of scale.

To date, no decision has been made to combine the NRO’s functions with those of the military services or with SPACECOM. Instead, the Secretary of Defense and the DCI appear to have adopted a less drastic, collaborative approach. Responsibility for space systems in each area has been consolidated on the Secretary’s staff in a new Deputy Undersecretary for Space. In addition, a Joint Space Management Board was established by the Secretary and DCI in December 1995, to provide a mechanism to coordinate and integrate space activities.

The Commission endorses efforts by the Secretary of Defense and the DCI to achieve closer coordination and integration of space programs to save costs where possible. However, the Commission believes that the NRO should be preserved as a separate element of the Intelligence Community. Its authority to allocate resources for space
activities would be considerably limited if the Commission’s recommendations, explained in Chapter 7, are adopted, but the basic responsibilities of the NRO for the research and development, acquisition, and operation of reconnaissance satellites remain valid. The ability of the NRO to utilize the DCI’s special procurement authorities ought also to be preserved.

The Management Arrangements for Imagery

Imagery intelligence, or IMINT, refers to intelligence derived from images collected by electro-optical, infrared, and radar sensors. As an intelligence “discipline,” it involves coordinating the collection by the various capabilities of the Intelligence Community (including satellites, aircraft, unmanned aerial vehicles), processing and analyzing these images, and disseminating the results. Tasking of imagery satellites is performed by a single interagency committee. Interpretation and evaluation, on the other hand, are conducted at numerous elements and at many different locations. Dissemination involves multiple communications systems.

The need to improve the management of imagery became apparent in 1990-91 during Operation Desert Shield/Desert Storm, when dissemination systems that were not compatible prevented satellite imagery analyzed in Washington from being moved quickly to users in the field. In addition, the military’s tactical assets for imagery collection proved inadequate to supplement national systems.

In response, a task force empaneled by former DCI Gates recommended in 1992 that a new agency be formed to manage all imagery collection, analysis, and dissemination—a “National Imagery Agency.” Gates and then Secretary of Defense Dick Cheney were unable to agree, however, on an organizational framework and authorities for the new agency. As a compromise, they created an office within DoD—the Central Imagery Office (CIO)—jointly staffed by CIA and DoD personnel, which had more limited functions and authorities. Most imagery elements of the Intelligence Community, including the largest imagery exploitation organization (CIA’s National Photographic Interpretation Center) remained outside the new office, which had limited policy authority and no resource authority over outside elements. CIO did retain control of the tasking of imagery collectors, however, and made strides in setting standards and policy to govern imagery exploitation and dissemination.

In December 1995, the current DCI, Secretary of Defense and Chairman of the Joint Chiefs of Staff proposed the establishment of a new organization—the National Imagery and Mapping Agency (NIMA). As proposed, NIMA would be responsible for managing all aspects of national imagery and would be designated a “combat support agency” (responsible to the Chairman, JCS for the support to joint warfighting). In addition to subsuming the CIO, NIMA would encompass the Defense Mapping Agency (a principal user of imagery to make maps for military use), the National Photographic Interpretation Center of CIA, some imagery analysts from the Defense Intelligence Agency, and small elements from other DoD offices. Imagery analysts belonging to the military departments and Unified Commands would not be subsumed into the new agency, but would remain subject to the policies and standards promulgated by NIMA to govern imagery analysis and dissemination. The Director of the new agency would be a three-star general or flag officer.
who would report jointly to the Secretary of Defense and the DCI. The views of Congress have been requested on the proposal; meanwhile, plans to begin operations at the new agency on October 1, 1996, are proceeding.

The Commission had extensively examined this issue prior to the recent announcement by the DCI, and, generally speaking, reached the same conclusion. Both national and military users should be better served by a national imagery agency providing streamlined management across the spectrum of tasking, processing, exploitation, and dissemination. Resource management for imagery has been dispersed and ineffective, resulting in certain critical functions being underfunded. There is also an immediate and pressing need to capitalize on emerging technologies to facilitate the analysis of imagery and ensure that it is disseminated in order to reach military combat elements in a timely and usable manner. A new agency that controls the allocation of resources for imagery should be better able to harness these new technologies to productive use.

Some have expressed concern that placing all the imagery capability of the Government within the Department of Defense will mean that non-Defense requirements will suffer. This concern is understandable, but the Commission believes it need not be a serious problem. In the SIGINT area, the National Security Agency, also an element of the Defense Department, has successfully met its national responsibilities over the years. Non-Defense users of imagery are represented on the body that tasks imagery satellites, and the dual reporting requirement of the director of the new agency is another safeguard.

Others have questioned the need for bringing the Defense Mapping Agency into the new organization, fearing that mapping—which is crucial for military operations and the targeting of precision weapons—will receive a lower priority if it is subsumed in a larger organization. Again, this concern is understandable, but the mapping function is dependent on the recovery of geospatial data from digital imagery, and mapping will constitute the largest single aspect of the new organization in terms of personnel and resources. It is unlikely to get short shrift.

While the Commission believes that NIMA is appropriately a combat support agency, it believes that latitude might be left for the Secretary of Defense to appoint a civilian or military officer as Director of the new agency. Aside from this point, the Commission strongly endorses the establishment of the new organization.

Management of Signals Intelligence

Pursuant to Executive order, the Secretary of Defense serves as executive agent of the U.S. Government for signals intelligence activities. The Director of the National Security Agency (NSA), an element of the Department of Defense, has overall responsibility for establishing and operating a “unified organization for signals intelligence activities” within the U.S. Government. He is responsible for collecting and processing signals intelligence to satisfy national requirements and priorities, as well as providing signals intelligence support to military operations. Signals intelligence activities are also carried out by elements of the military departments and, to a lesser extent, by the CIA.
In practice, NSA establishes the requirements for signals collection, tasks collectors, processes the incoming data, and communicates it to users. By all accounts, the management arrangements for signals intelligence have worked extremely well. (Because they have worked well, the Commission earlier recommended making the Director of the NSA “discipline manager” for all SIGINT resources within the National Foreign Intelligence Program.) In addition, the results of its efforts to fuse the operations of various collection systems hold the promise of achieving greater efficiencies from such systems in the future. NSA’s contributions continue to be cited by national policymakers and deployed military forces alike for being of immense value.

Nevertheless, the Commission heard concern regarding NSA’s ability to perform its mission with the same degree of success in the future. As noted in Chapter 9, personnel costs have reached the point where they have severely limited NSA’s ability to invest in research and development and to procure systems essential to its long-term technical needs. NSA itself is concerned that the present skill mix within its workforce is not well suited to integrating new developments in technology into the ongoing work of the agency.

Clearly, the demands and complexity of modern telecommunications technology require a continuing influx of new skills and a greater interaction with the private sector than NSA has experienced in the past. Where NSA once drove technological developments, these are now being driven by the commercial sector. NSA needs to apply these commercial off-the-shelf technologies to its business without engaging in duplicative research and development.

The Commission also heard concerns that broader use of encryption technologies, especially software encryption, and the commercial pressure to limit or end export controls on such encryption, constitute a serious threat to NSA’s ability to produce quality signals intelligence in the future. Another congressionally mandated commission, under the auspices of the National Academy of Sciences, is looking into these issues.

_Evaluating the “technological health” of NSA exceeded the capability of this Commission. Nonetheless, it is important for NSA and for the Intelligence Community as a whole that an objective and systematic evaluation of this subject be undertaken in order to decide what personnel skills are needed, where research and development should be concentrated, and where investments should be made. The Commission is aware of a recent study of NSA’s research and development program requested by the congressional intelligence committees, but it did not cover all aspects of NSA’s technological health. The DCI should undertake a comprehensive review._
International Cooperation

WITHOUT question, the United States has the most capable intelligence apparatus of any country in the world. The information produced by this apparatus gives the United States a substantial advantage when it comes to understanding world events, predicting and preparing for unsettled times, fielding military forces, and making a host of other political and economic decisions. Inasmuch as this information is also useful to other countries and international organizations, it is not surprising that intelligence constitutes a substantial factor, and often a very positive one, in U.S. international cooperation.

Intelligence is especially important to U.S. bilateral relationships. Because few other countries possess technical intelligence capabilities on the scale of the United States and the costs of creating them are prohibitive for most, there are clear incentives for others to enter into cooperative relationships. Historically, the United States has been willing to reciprocate where it shares common interests and concerns. Even where the interests of the United States and another country do not entirely converge, intelligence has often supplied the “quid” for the other’s “quo.” For the most part, these relationships have proven mutually beneficial.

Information derived from intelligence also forms an important element of U.S. participation in international organizations, such as the United Nations. The United States frequently uses such information to alert organizations to impending crises or to motivate action in appropriate circumstances. When international bodies do act, for example by sending in peacekeeping forces or by imposing sanctions on a “rogue” state, the United States often provides information derived from intelligence to protect the forces or detect violations of sanctions.

Despite the importance of these bilateral and multilateral relationships, questions are frequently raised about the security and reciprocity of these arrangements. Will other governments and international organizations protect information provided by the United States? Are foreign partners pulling their share of the load and is the United States benefiting sufficiently in return?

Scope of the Inquiry

As part of its statutory charter, the Commission was asked to review and to assess the cooperative relationships that the United States has in the intelligence area. To accomplish this, the Commission reviewed the size and scope of these relationships with the staff of the DCI, who is legally responsible for the coordination of U.S. intelligence relationships with other countries. The Commission also reviewed how information derived from intelligence is shared with multinational organizations.

Additional information was obtained in the course of several visits made by members of the Commission to certain foreign countries with which the United States has intelligence relationships, some dating back to the Second World War. At each location, the
Commission explored the nature and extent of the cooperative arrangements and received briefings on each nation’s organizational structure for intelligence as well as how their intelligence activities generally were conducted. Each of the governments visited was candid and accommodating.

**Cooperative Relationships With Other Countries**

*Existing Relationships in General*

Bilateral cooperation almost always involves sharing of intelligence information and analysis on topics of mutual interest. Beyond this, cooperative arrangements may take any of several forms:

- another country may agree to undertake collection and/or analysis in one area and share it with the U.S. in return for the U.S.’s reciprocating in another area;

- another country may permit the U.S. to use its territory for collection operations in return for the U.S.’s sharing the results of such collection;

- the U.S. may help another country acquire a collection capability for its own purposes with the understanding that the U.S. will be permitted to share in the results;

- joint collection operations may be undertaken with U.S. intelligence officers working side-by-side with their foreign counterparts;

- exchanges of analysts or technicians between the U.S. and other services may occur; or

- the U.S. may provide training in return for services rendered by the foreign service, e.g. translations of particular foreign languages, where a foreign service brings unique skills to the endeavor.

**In general, the Commission found that the United States is deriving great benefit from these cooperative relationships.** Although other countries are not always able to bring to the table technical capabilities to match those of the United States, they reciprocate in other ways. In some cases, they provide geographic access that would not otherwise be available. In others, they provide skills and expertise the U.S. would otherwise have to develop. In a few cases, other governments have financed capabilities that have spared U.S. taxpayers considerable costs. By and large, these relationships have remained confidential.

In those countries visited, the Commission found uniformly that these countries were extremely conscious of the need to “pull their share of the load” within the limits of their respective resources. Most of these nations have smaller populations, a smaller tax base, and a smaller military. Generally, compared to the United States, they have a smaller role in world affairs and worry principally about threats closer to home. While a few actually
spend a greater percentage of their defense budget on intelligence than does the United States, it is unreasonable for the United States to expect quantitative comparability in these relationships. Quite apart from the access and capabilities they provide, there is great benefit for this country in having close and enduring friends who can be counted upon in times of trouble. Intelligence provides tangible “cement” for these security relationships.

The Commission notes, nevertheless, that bilateral relationships can be problematic. U.S. intelligence maintains liaison relationships with countries all over the world. At times, these necessarily involve relationships with governments or individuals that do not measure up to our moral or ethical standards. Such relationships may, nonetheless, benefit the United States by providing valuable information that serves broader U.S. national security interests. In addition, liaison relationships provide insight into the activities of other intelligence services, as well as provide important contacts that may be essential to the ability of the United States to influence events during a crisis.

By maintaining relationships with such governments or individuals, however, U.S. intelligence agencies risk becoming associated with their misdeeds. There are no easy answers for these situations. Obviously, where such concerns are present, the intelligence liaison relationship must be carefully and frequently assessed by senior policymakers to ensure that the benefits of the relationship outweigh the inherent risks in the continuing association. But even where this balancing of interests occurs, problems may still arise beyond the ability of U.S. intelligence agencies to control.

**Cooperation With Multinational Organizations**

The interests of the United States are being increasingly affected by the actions of multinational organizations. It seems more likely than not that the United States will conduct future military operations within a multinational framework or as part of a multilateral coalition. In addition, there are a range of activities undertaken by multinational bodies—from peacekeeping operations to enforcing internationally imposed sanctions to dealing with humanitarian crises—which either involve U.S. military or civilian personnel directly, or where the United States has a strong interest in seeing the activity succeed. To the extent that the United States has information important to the success of these activities, it is in the interest of the U.S. to find a way to share it.

Historically, the United States has been able to share intelligence or information derived from intelligence successfully in a coalition environment. For example, intelligence has been shared with NATO member countries for many years on a classified basis, albeit within established limits. Moreover, when multinational coalitions have been formed to achieve specific military objectives, for example, during the Persian Gulf War, the United States out of necessity developed arrangements for sharing pertinent intelligence with coalition forces.

Sharing information with the United Nations has been more tentative and limited due to the nature of the organization itself (which includes countries whose interests are perceived as inimical to those of the United States) and to the lack of any effective system at the UN to control information provided by member nations. Still, the UN must rely entirely on the information provided by member nations to support its operations. It
has no capability of its own to collect or to analyze information. While the United States presently provides the majority of the information that the UN receives in support of its operations, this support remains relatively limited. Other nations reportedly contribute very little.

In general, the Commission believes the United States should use its broad experience in intelligence matters to arrange for appropriate information support to multinational bodies as well as international coalitions, where important interests of the United States are at stake. The Commission is persuaded that this can be accomplished without jeopardizing the security of U.S. intelligence activities. It may require “sanitizing” information produced by intelligence agencies to ensure protection of sources or methods and/or limiting this sanitized information to particular topics or operational activities. These actions do place extra burdens on U.S. intelligence agencies to assess the particular needs of foreign recipients, to create “sanitized” versions of their reports, and to set up separate dissemination channels and/or communication systems for the foreign recipients. But, in the Commission’s view, it is essential that the effort be made. Good information support is ordinarily critical to the success of any multilateral or coalition operation in which the U.S. is involved and, as a practical matter, the United States may be best positioned to take a leadership role.

In providing such support, U.S. intelligence agencies ordinarily should not deal directly with multinational organizations or coalitions, but rather should work through other elements of the U.S. Government (e.g. the Department of State for diplomatic actions, appropriate military channels for military coalitions). The U.S. agency charged with overall responsibility for the relationship with the multinational organization or coalition being supported will usually be in the best position to understand the needs of the recipients and balance risk versus gain.

The Commission’s impression is that the arrangements for information support to multinational organizations or coalitions are often constructed and tailored to meet particular situations. While a certain amount of tailoring will inevitably be needed for each organization or coalition supported, new policies, procedures and capabilities (e.g. communications systems) should be developed to provide the standard means and methods for providing support in a multinational environment, similar to those in existence with NATO. Deviations could be authorized as appropriate.

**12-1.** The Commission recommends that the DCI and the Secretaries of State and Defense jointly develop a strategy that sets forth the policies, procedures, and capabilities that will normally serve as the basis for sharing information derived from intelligence in a multinational environment as well as how deviations from these policies, procedures, or capabilities may be authorized. To achieve maximum effectiveness, this strategy should build upon the extensive set of bilateral and multilateral relationships already maintained by the United States.
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The Cost of Intelligence

Viscerally, in the wake of the Cold War, many Americans believe the costs of intelligence should go down. Indeed, since 1989, the resources allocated to intelligence have gone down—but about 21 percent in real terms—but, nonetheless, they remain substantial. Budget projections show spending for intelligence holding relatively constant in real terms through the rest of the decade. Reflecting a sense of unease, Congress asked this Commission to determine “… whether the existing levels of resources allocated for intelligence collection and intelligence analysis are seriously at variance with United States needs. …”

To answer this question, the Commission undertook an extensive review of the intelligence budget and analyzed the changes to that budget since 1980. In doing so, the Commission attempted to ascertain what basis, if any, had been used over time to arrive at the resource level for intelligence. Was there a discernable standard or criteria that might help those responsible for resource allocations in the future to determine how much intelligence is enough?

Recognizing that pressure to reduce spending is apt to continue, the Commission attempted to assess whether and how the costs of the existing intelligence capability could be reduced without damaging the nation’s security.

The Recent History of Intelligence Funding, in Brief

In recent decades, intelligence funding has been treated preferentially when compared to other parts of the Defense budget. As Figure 1 illustrates, non-intelligence defense funding in real (constant dollar) terms grew by 40 percent from 1980 to 1986, leveled off, and then declined to its current level, four percent below its 1980 level. In contrast, total intelligence funding grew by 125 percent in real (constant dollar) terms from 1980 to 1989 but declined thereafter to its current level of 80 percent above 1980. Reductions taken in the intelligence budget since 1989 have been at a rate to allow the intelligence agencies to continue most of their basic activities. Each agency has taken its share of the reduction from 1989, but no major structural change was required.
Personnel strength at NSA, CIA, and DIA has also remained significantly above the 1980 level despite across-the-board reductions over the last four years. NSA is 22 percent above its 1980 level; CIA, 8 percent; and DIA, 80 percent, primarily because DIA assumed major new functions which involved the transfer of additional personnel. In 1991, Congress in concert with the Bush Administration imposed a 17.5 percent across-the-board reduction in intelligence personnel to be accomplished between 1991 and 1997. This is less than 3 percent per year and has already largely been accomplished through attrition. This agreement had the Intelligence Community already on track when President Clinton directed that overall government personnel be reduced by 12 percent from 1993 to 1997, or about 3 percent per year. The Community has, in fact, extended these reductions through 2001, resulting in an anticipated total reduction from 1991 to 2001 of about 24 percent. This pace of reduction is consistent with the level of reductions that the President has directed for non-intelligence agencies.

Although intelligence funding remains classified, Figure 2 depicts the relative funding levels of the major intelligence agencies and their personnel levels for FY 1996. NSA, CIA, and DIA (and the Service intelligence units) have the largest number of personnel; the NRO, on the other hand, has the highest level of funding of any program in the Community, but virtually no federal workforce. Its work is accomplished primarily by contractors in the private sector.

The Community Management Staff (CMS) is the small staff of the DCI used to assist in the execution of his Community functions.

What Conclusions Can Be Drawn from Recent Experience?

In general, from 1980 until the present, intelligence grew at a faster rate than defense when defense spending was going up and decreased at a slower rate when defense spending was going down. As a result, intelligence funding is now at a level 80 percent above where it was in 1980, while defense overall (other than intelligence) is now 4 percent below its 1980 level.
Because the Secretary of Defense in consultation with the Director of Central Intelligence has largely determined the size of the annual budget for intelligence vis-à-vis the remainder of the defense budget, one conclusion that might be drawn is that successive Secretaries since 1980 have believed that intelligence should be funded at a somewhat higher rate than defense (regardless of the rate of increase or decrease for defense as a whole). Based upon the Commission’s interviews, it appears that, in practice, most Secretaries have begun with the amount appropriated for intelligence the previous year, taken into account whether the overall defense number is increasing or decreasing, examined the additional initiatives needed for intelligence, and arrived at a somewhat preferential number for intelligence spending. Compounded over a period of years, this practice has led to the relatively large disparity between where intelligence is now funded, relative to its 1980 level, as compared with where defense spending other than intelligence is now funded relative to its 1980 level.

The Commission does not conclude the practice followed by successive Secretaries of Defense is necessarily right or wrong, but only that it has been the case. Nor does the Commission conclude that the wide disparity between intelligence spending and defense spending, relative to their 1980 levels, necessarily means that intelligence spending should be cut. But what, then, should be used to gauge the level of spending for intelligence?

The Commission struggled to find a substantive standard or criteria that might serve as a basis for answering this question. Some suggested that the spending level for intelligence should be what is needed to support the military operational requirements of a particular Administration, e.g. the “two major regional conflicts” strategy of the current Administration, and all other intelligence needs should be met by the same intelligence capabilities. The capabilities needed to support military operations, however, will not satisfy all intelligence needs. For example, the President and other users (including defense officials) rely on information produced by intelligence capabilities that are not principally used to support military operations, e.g., HUMINT, some imagery, and some signals intelligence activities. Moreover, the operational needs of the military provide no real limits to intelligence spending. As military commanders seek to win battles while minimizing casualties by knowing where the enemy is at all times—what the Pentagon has been referring to as “dominant battlespace awareness”—the need for intelligence grows exponentially. The costs of collecting signals and imagery intelligence from satellites, processing it at ground stations, and transmitting it to foxholes, tanks and aircraft in the “battlespace,” all in a matter of seconds, are potentially unlimited and, regardless of how much capability is available, it may never provide total coverage.

The Commission found it is equally difficult to assess the overall resource level for intelligence based upon the perception of the “threat” at any given point in time. If one target is no longer considered a “threat,” intelligence collectors usually can be moved to

---

1 Congress annually makes adjustments to the President’s budget request.
2 There is, in fact, a process within DoD for trading off intelligence expenditures needed for the support of military operations against non-intelligence expenditures needed to support military operations within the overall limits of the DoD budget. Support to military operations does provide, in any case, the principal justification for the overall level of expenditure for intelligence within DoD.
others that are. Indeed, since intelligence collection capabilities, both human and technical, take years to deploy once resources for them have been provided, they are designed to be flexible in order to adapt to new needs.

Ultimately, the Commission concluded that developing a precise criterion for measuring the right level of intelligence resources would inevitably be too simplistic and perhaps unwise. The reality, as for many functions of government, is that intelligence capabilities are determined by whatever the nation chooses to spend on them, not by some rigorous calculation which attempts to precisely balance threats against capabilities. Like the conduct of diplomacy, controlling commercial air traffic, monitoring weather, or defending our borders, there is always more that could be done. Unlike the precision that the government can attach to the cost of delivering a letter, or printing and delivering a Social Security check, there is no precise means to determine how much the nation should spend on intelligence. Just as with other aspects of our national security, determining the appropriate level for intelligence funding requires an assessment of various criteria such as foreign threats and the advantages a particular capability can provide against such threats. These must then be weighed against what the nation can afford, given other government spending requirements and priorities.

In any event, how much the nation can afford to spend on intelligence has been and will continue to be constrained. While the need for such capabilities is compelling, so too is the need to reduce Government spending. Over the next decade, there is likely to be strong and persistent pressure to reduce the costs of Government across the board. Given the fact that the President and the Congress have now agreed in principle to balance the federal budget by the year 2002, deficit reduction casts a particularly long shadow over future intelligence investments. Though the calculations thus far agreed upon for balancing the budget assume that defense spending is capped and intelligence funding remains flat within this cap, changes in the economy or other spending priorities could re-open the debate on the level of spending for defense and hence impact intelligence. Therefore, reducing intelligence funding due to external pressures may be unavoidable in the long run. Furthermore, internal Defense Department pressures to reduce intelligence are also growing as the military services vie for funds to modernize their forces, maintain current levels of readiness, and pay for an increasing number of peacekeeping missions. Even within the existing cap for intelligence in the projected budget, there will be pressures to hold costs down in some areas and increase them in others.

**What Needs to be Done**

In view of these pressures, it behooves those with responsibility for intelligence resources to begin planning how such resources might be further reduced and/or reallocated to meet future intelligence requirements. Unfortunately, while the Commission found evidence of such planning in a few agencies, most intelligence agencies seemed to lack a resource strategy apart from what is reflected in the President’s current six-year budget projection. Indeed, until the Intelligence Community reforms its budget process, it is poorly positioned to implement such strategies. The Commission’s recommended actions to improve the budget process, set forth in Chapter 7, are thus a necessary first step
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towards more rational resource planning. The Commission also believes that certain of its other recommendations, if implemented, would produce costs savings:

♦ The one-time personnel authority outlined in Chapter 9 to “rightsize” to meet the needs of the Intelligence Community could save an estimated $2-3 billion in personnel costs over a ten-year period.

♦ The infrastructure costs associated with maintaining the existing level of personnel (e.g. buildings, communications, recruitment, security, training) could also be reduced, as noted in Chapter 9.

♦ Increased international cooperation in space reconnaissance, as recommended in Chapter 11, could, in time, also achieve savings.

In addition, there are a number of developments external to the Intelligence Community which offer promise of cost reductions:

♦ Aggressive implementation of the acquisition reforms recommended by the Defense Science Board would reduce the burden on industry and government of excessive red-tape and unnecessary oversight, and should reduce the costs of contract administration for most DoD intelligence components;

♦ Capabilities under development in the private sector, such as commercial imaging systems, might prove sufficiently reliable that intelligence capabilities could be reduced; and

♦ Potential savings could also stem from greater use of commercial technology for intelligence purposes, such as using commercial communication systems to disseminate intelligence to consumers around the world.

The Commission also explored the feasibility of reducing costs by allowing intelligence agencies to charge their consumer departments and agencies for the support they receive. Many witnesses pointed out that intelligence is a “free good” to most departments and agencies. Whether the support provided by intelligence is a map for a State Department analyst, an intelligence report on the economic conditions in a particular country for a Treasury analyst, or imagery necessary for precisely targeting Air Force cruise missiles, the cost of producing these intelligence products is free to the user. Because it is free, the appetite of consumers is essentially insatiable and undisciplined. Consumers who appeared before the Commission conceded that if they had to pay for intelligence support out of their agency budgets, they would, in fact, be more judicious in the number and type of requests they levied.

While charging for intelligence support may, indeed, bring greater discipline to the system, the Commission found many practical difficulties in implementing such a system. One is assigning cost to intelligence support. How does one assign a monetary value to an intelligence analysis, or a map, or a photograph? Another is providing intelligence support to departments and agencies who need it but have not asked for it. What do intelligence agencies do when they have crucial information for a particular department or agency, but the customer agency has used up its annual allocation for intelligence support? How
would such a system be administered? Would each intelligence producer keep its own accounts? Would departments and agencies who were delinquent in their payments have their intelligence spigots turned off?

The Commission concluded that the benefits of bringing greater discipline to the current system by permitting intelligence agencies to charge for their services were far outweighed by the difficulties apparent in implementing such a proposal.

The Commission did, however, make one additional effort to assess intelligence costs by undertaking a review of the projected budget for intelligence from FY 1996-2001 in order to ascertain whether there appeared to be intelligence programs that were duplicative or providing marginal value. The conclusions of this review are set forth in the next section.

**The Commission’s Budget Review**

The purpose of the Commission’s review was to determine whether there were existing intelligence capabilities, developed during the Cold War, which appeared to be duplicative of each other or of other government capabilities, or which otherwise provided capability excess to the country’s needs in the post-Cold War era. The intent of this review was not to arrive at recommendations for cuts to specific programs, but rather to judge whether such problems were apparent, and, if so, to what extent.

To perform this review, the Commission’s staff organized the President’s FY 1996 to FY 2001 budget for national and tactical intelligence programs into seven “business areas:” 1) signals collection and processing, 2) imagery collection and processing, 3) human source collection and processing, 4) measurement and signature collection and processing, 5) production and analysis of intelligence products, 6) multidisciplinary intelligence (those programs that contribute to multiple intelligence disciplines), and 7) intelligence infrastructure (buildings, support staffs, telecommunications, etc.). All intelligence programs and activities funded by the National Foreign Intelligence Program, the Joint Military Intelligence Program, and the Tactical Intelligence and Related Activities aggregation were included.

Within each of the business areas identified above, further divisions were made to identify the end use, target, or ultimate purpose of the expenditure. For example, the business area of “imagery collection and processing” was divided into three further categories: 1) imagery of the battlefield; 2) imagery for indications and warning intelligence, science and technological developments, and other needs; and 3) imagery management and dissemination. The purpose of this approach was to align expenditures for intelligence programs with their ultimate purpose or target in order to make informed decisions concerning possible duplication or excess capability.

Ultimately, the Commission staff assessed the contributions made by each intelligence program or activity with respect to each of the selected end uses or targets, and judged whether the programs were appropriate given the end of the Cold War, whether they duplicated other programs, and whether they provided excessive capability. These
were necessarily subjective judgments based upon the staff’s appreciation of the Government’s need and what the respective programs and activities contributed in particular areas.

The Commission nonetheless believes the staff’s review demonstrated that reductions to the existing and planned intelligence resources may be possible without damaging the nation’s security. Indeed, finding such reductions is critical if funds are to be found for the investments in intelligence capabilities that the nation will need in the future, capabilities that are not now funded in the proposed program and budget. Precisely where such reductions should be made and at what level are judgments which the Commission is not in a position to make. Nonetheless, it is clear a more rigorous analysis of the resources budgeted for intelligence is required. In the Commission’s view, this analysis should be performed jointly by the DCI, the Secretary of Defense, and the Director, OMB. It should span all three sources of intelligence funding (NFIP, JMIP, and TIARA) and assess the total U.S. intelligence capability against particular targets or types of targets.

In sum, the Commission believes cost savings can be achieved if the Intelligence Community adopts the management practices and implements the cooperative arrangements summarized earlier in this chapter. Those actions, together with pruning unnecessary requirements and unproductive systems and activities, could free significant resources. At the same time, the Commission recognizes that its proposed reforms to the budget review process could result in the identification of shortfalls between programmed resources and needed capabilities, or identify areas where new developments and investments are needed but are not now programmed. This might require the expenditure of most, perhaps all, of the funds freed up by cost saving measures. The Commission itself is not in a position to make this assessment.
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Accountability and Oversight

For the public, one of the most troubling aspects of intelligence activities is their perceived lack of accountability. Operating in secrecy, intelligence agencies are seen not simply as mysterious, but often as uncontrolled.

Compared with other institutions of the federal government, intelligence agencies do pose unique difficulties when it comes to providing accountability. They cannot disclose their activities to the public without disclosing them to their targets at the same time. As a result, intelligence agencies are not subject to the same rigors of public or congressional debate or the same scrutiny by the media as other government agencies. Their budgets are secret; their operations are secret; their assessments are secret.

Intelligence agencies, however, are institutions within a democratic form of government, responsible not only to the President, but to the elected representatives of the people, and, ultimately, to the people themselves. They are funded by the American taxpayers.

To solve this dilemma, special oversight arrangements for intelligence have been established within the Executive and Legislative branches. In the Congress, special committees in each House are charged with the oversight function, serving as surrogates for their respective bodies and for the public as well. Within the Executive branch, Inspectors General have been established within the agencies themselves or within their parent organizations. The White House also has an intelligence oversight office. Because of the need for secrecy, these bodies normally carry out their oversight functions in private, reporting as necessary and appropriate to the public without exposing the intelligence activities they are overseeing.

The Commission believes that these arrangements should, in principle, provide adequate oversight of intelligence activities, assuming that the various oversight bodies effectively carry out their mandates. We attempted, therefore, to assess the effectiveness of the current arrangements and to determine whether improvements are possible.

To understand the role these bodies play, however, one first must appreciate the extent to which intelligence agencies and their employees already are accountable for their activities.

Accountability in General

Many Americans believe that U.S. intelligence agencies (who are perceived as operating outside the laws of foreign countries) do not obey the laws of the United States or the policies of the President. This is simply not the case.

U.S. intelligence agencies are bound, and consider themselves bound, by the Constitution and laws of the United States, including treaty obligations and other international agreements entered into by the United States. They also are bound by Presidential orders,
guidelines issued by the Attorney General, and numerous internal directives. Employees who violate those laws and policies can be held criminally liable or subjected to administrative sanctions, like any other government employee.

The most detailed and authoritative statement of presidential policy for the conduct of U.S. intelligence activities is contained in Executive Order 12333, issued by President Reagan on December 4, 1981. E.O. 12333 sets forth the duties and responsibilities of intelligence agencies and places numerous specific restrictions on their activities. These include restrictions on undisclosed participation by intelligence agency personnel in organizations in the U.S., restrictions on experimentation on human subjects, and a ban on engaging in assassination. While E.O. 12333 may provide an adequate framework, it is out of date in many ways.

14-1. The Commission recommends that the President issue a new Executive Order to govern U.S. intelligence activities. The new Executive Order should incorporate the recommended structural and procedural changes for the oversight, management, and conduct of intelligence activities contained in this report as well as ensure consistency with the statutory changes affecting the Intelligence Community enacted since 1981.

Intelligence agencies also are bound by guidelines approved by the Attorney General that govern the collection, analysis, and dissemination of information on U.S. citizens and aliens admitted for permanent residence. Promulgated following the congressional investigations of the mid-1970s, these guidelines prohibit intelligence agencies from collecting information about U.S. citizens relating to the exercise of their First Amendment rights, effectively precluding a return to the large-scale domestic surveillance programs undertaken by intelligence agencies during the Vietnam era. Internal guidelines also limit the use of clergy, journalists, and academics for operational purposes.

In addition to the policy restraints on their activities, intelligence agencies and their employees are subject to the judicial process. Like other government agencies and employees, they can be sued for actions undertaken in the course of their official duties. They can be subpoenaed in civil and criminal cases, and they must produce information when ordered by the courts.

Intelligence agencies are also limited in terms of the kind of activities they are permitted to undertake within the United States. As noted in Chapter 4, the CIA is prohibited by law from having any “police, subpoena, or law enforcement powers or internal security functions.” A court order from a special federal court, the Foreign Intelligence Surveillance Court, is also required before intelligence agencies may carry out electronic surveillance and physical searches for any foreign intelligence or counterintelligence purpose within the United States.

---

1 E.O. 12333 is the most recent in a series of executive orders governing U.S. intelligence activities. Previous orders had been issued by President Carter in 1978 (E.O. 12036) and by President Ford in 1975 (E.O. 11905).
Like other government agencies, intelligence agencies are subject to the Freedom of Information Act (FOIA). 2

The most substantive public disclosures of intelligence information have come at the initiative of the intelligence agencies themselves. Especially since the end of the Cold War, intelligence agencies have released to the public significant information of historical interest, including thousands of photographs taken by the first satellite system (known as CORONA), decrypted KGB messages regarding espionage activities in the United States (codenamed VENONA), and sanitized versions of NIEs on Soviet military strength. General information about the organization and functions of intelligence agencies also has been released, and, where possible, responses to media inquiries are provided. Most of America’s intelligence agencies, in fact, maintain public affairs offices which serve as official channels of information to the outside world.

Thus, substantial accountability to the public is achieved in a variety of ways, wholly apart from the accountability achieved through the special oversight mechanisms.

In general, the Commission believes openness should be encouraged whenever possible. What can be disclosed to the public, however, necessarily will depend on the circumstances, and care must be taken that disclosure does not damage the ability of intelligence agencies to accomplish their mission. In recent years, security discipline within the agencies themselves appears to have broken down. Employees no longer appear reluctant to deal with the media or to go public with their complaints and disagreements. The American people look to the Government to regain control and draw the proper line. The Commission believes they do not want public disclosure if disclosure means intelligence capabilities are damaged. They are willing to rely on the special oversight mechanisms to monitor on their behalf matters that cannot be publicly disclosed. At the same time, they expect candor and good faith from the intelligence agencies in determining what should and should not be released.

**Disclosure of the Intelligence Budget**

Since 1947, the budget for intelligence has been classified by the Executive branch. Whether it should be publicly disclosed has been a topic actively considered for the last 20 years. The Church and Pike Committees, as well as the Rockefeller Commission, all recommended some level of disclosure. Since the end of the Cold War, the issue has been debated almost annually in the Congress.

Repeated often, the arguments for and against disclosure are abundantly clear. Those who favor disclosure contend that the public should be permitted to know the amount of federal spending devoted to the intelligence function and that this amount can be disclosed

---

2 Certain operational files of the CIA are exempted by law from the requirements of FOIA to search for records in response to a request from the public. Information classified pursuant to Executive Order is exempted by the Act from disclosure and, since most information held by intelligence agencies is classified, relatively little substantive information concerning intelligence activities is released under FOIA.
without providing useful information to potential U.S. adversaries. They point out that the budget for intelligence agencies has been disclosed repeatedly in the press—and once inadvertently by a congressional committee—without apparent harm.

Those who oppose disclosure contend that the overall number would be meaningless to the American public, and that, over time, trends could be discerned by potential adversaries that might allow them to draw conclusions about particular programs of activities. They worry that if the overall number is disclosed, there would be demands for further “peeling of the onion.”

*After weighing the arguments, the Commission concludes that the President should disclose to the public the overall figure for the intelligence budget.* The Commission believes this can be done in manner that does not raise a significant security concern. While disclosure would necessarily convey limited information, it would let the American public know what is being spent on intelligence as a proportion of federal spending. This in itself is a worthwhile purpose, and may, to some degree, help restore the confidence of the American people in the intelligence function. A number of foreign governments, including the British and Australian, have disclosed their intelligence budgets to the public without adverse effect. The Commission believes it can be done here as well.

14-2. The Commission recommends that at the beginning of each congressional budget cycle, the President or a designee disclose the total amount of money appropriated for intelligence activities for the current fiscal year (to include NFIP, JMIP, and TIARA) and the total amount being requested for the next fiscal year. Such disclosures could either be made as part of the President’s annual budget submission or, separately, in unclassified letters to the congressional intelligence committees. No further disclosures should be authorized.

**Oversight of Intelligence by the Congress**

The oversight committees of the Congress—the Select Committee on Intelligence in the Senate and the Permanent Select Committee on Intelligence in the House of Representatives—provide the only routine oversight of intelligence activities outside the Executive branch. As such, they bring a perspective to the oversight function that is not replicated by oversight bodies within the Executive branch. Inasmuch as both committees also authorize appropriations for intelligence activities and have subpoena power, they retain the practical leverage needed to make oversight effective.

In addition, the law specifically obligates the President to ensure that intelligence agencies keep the committees “fully and currently informed” of their activities, including all “significant anticipated intelligence activities” and all “significant intelligence failures,” and make available any information requested by either of the two committees. The law does not define the categories of information to be reported, leaving intelligence agencies to ignore or misinterpret them at their own peril (which occasionally happens). The President also is obligated by law to notify the intelligence committees (or, in special cases, the congressional leadership) of all covert action “findings” once they have been approved by the President. The committees have no authority to disapprove these findings,
but can prohibit the expenditure of funds for such activities in subsequent years. As a practical matter, therefore, their views on covert action programs are given considerable weight.

By most accounts, the committees provide rigorous and intensive oversight. They have grown increasingly knowledgeable and have remained appropriately skeptical. No other country comes close to providing the same degree of legislative oversight of their intelligence services.

An enormous amount of detailed information—some extraordinarily sensitive—is provided to the legislative overseers by the Intelligence Community. Hearings are held frequently; meetings with staff occur daily. Disputes over access have arisen from time to time and occasionally the oversight process has broken down (e.g. the Iran-contra affair), but, by and large, the system has worked well. Over time, the agencies have come to appreciate what the committees expect, and the committees have come to appreciate the security concerns of the agencies and been willing to accommodate them. Both committees have established secure environments for the discussion and storage of classified information and have maintained good track records in terms of protecting the information shared with them.

Some interviewed by the Commission believed that security would be further improved if the two oversight committees were combined into a single joint committee, thus reducing the number of members and staff with access to sensitive information. The Commission considered this idea but is not prepared to recommend it. Creating a single joint committee would not substantially reduce the number in Congress needing access to intelligence, but would reduce the degree of oversight. It would also eliminate the checks and balances inherent in having committees in each body separately consider intelligence funding. A joint committee would no longer handle nominations received by the Senate. Having separate committees has worked. The case for altering this arrangement has not been made.

The Commission did identify, however, one area where improvements might be made and another where the Commission has no recommendation but offers a word of caution. Members on both committees are appointed for fixed terms by their respective congressional leaders and currently cannot serve more than eight consecutive years on either committee. The original rationale for the policy was that if Members were assigned more or less permanently, they might be coopted by the Intelligence Community and oversight would suffer. Reformers also believed that allowing more Members of Congress to serve on the committees through a system of rotating assignments would increase the understanding of the intelligence mission in both Houses.

The reality has been, however, that because of the fixed tenure rule, Members often have to rotate off the committees at the very time they have begun to master the complex subject matter. Indeed, knowing their tenure is limited, some put their time in on other committees. As a consequence, in the view of many Commission witnesses, an unfortunate loss of expertise and continuity occurs, weakening the effectiveness of the committees.
14-3. The Commission recommends that the members of the House and Senate intelligence committees not be limited by fixed term or tenure. Appointments should be made in the same manner as appointments to other committees, with new members being assigned to fill spaces resulting from normal attrition, except that new members should continue to be appointed by the leadership of the House and Senate, rather than by their respective party structures. The respective Chairmen and Ranking Minority Members could be appointed for fixed terms to provide for rotation of the leadership responsibilities. If the House and Senate choose instead to maintain the current policy in order to allow more Members to serve, the Commission suggests that the maximum period of service on the committees be extended to a least ten years.

Despite a relationship between the oversight committees and the intelligence agencies that appears to work well in practice, many informed witnesses told the Commission that oversight by the Congress has become so burdensome and intrusive that it is having a negative effect on intelligence operations. Some suggested that the possibility that intelligence officers or their supervisors might one day be required to appear before the committees and have their judgments (perhaps made years before) questioned in the light of hindsight stifles risk-taking and encourages timidity. Intelligence officers also are seen as becoming increasingly leery of putting things on paper, thus creating problems for agency managers and reducing the ability of overseers to get to the heart of a problem at a later juncture. Finally, some argued that the public reports and statements of the oversight committees almost always are negative, thus distorting the public’s perception of intelligence, creating an unfavorable impression among potential sources of cooperation, and undermining the morale of intelligence personnel.

The Commission had no means of reliably evaluating these concerns. Undoubtedly, oversight has its costs. Yet, congressional oversight in the intelligence area is not qualitatively different from congressional oversight in other domains. No government official likes to have his judgment questioned or his actions criticized. It is the nature of oversight that congressional reports are generally negative where Executive agencies are concerned.

That said, the Commission believes that intelligence oversight requires careful handling on the part of the Congress. Intelligence is an area of government activity where risk-taking and innovative thinking, within the confines of applicable law and policy, should be encouraged. It is an area that relies heavily on the professional judgment and candor of its employees. It also is an area highly dependent upon the cooperation of other governments and individuals. What the oversight committees do, especially in public, does have an effect beyond the circumstances of a particular inquiry or investigation. While the committees are naturally eager to demonstrate that their oversight is effective, they should take into account the possible negative consequences of their actions for the agencies they oversee. The Commission believes the committees ought to ensure a balanced picture is presented to the public, giving credit where deserved and defending intelligence agencies where their performance has been inaccurately portrayed or their integrity unfairly maligned. Intelligence agencies cannot credibly defend themselves.

The Commission makes no specific recommendation here, but emphasizes the need for the oversight committees to balance the various interests at stake in carrying out their crucial responsibilities.
Chapter 14

Oversight Arrangements within the Executive Branch

Each element of the Intelligence Community falls within the purview of an Inspector General (IG), who typically carries out inspections, investigations, and audits of the intelligence activities under his or her purview. Large intelligence elements have their own IG; smaller ones come under the IG of their parent organization. Several intelligence components of the Department of Defense have their own IG and also are within the purview of the DoD IG. CIA is the only intelligence agency with an internal IG who is presidentially-appointed and Senate-confirmed and who is required by law to make reports directly to the oversight committees. The IGs who are internal to other intelligence components are appointed by the head of the component concerned.

The Department of Defense also has an Assistant to the Secretary of Defense for Intelligence Oversight, who conducts investigations and monitors the activities of IGs internal to DoD intelligence components, principally to ascertain compliance with the rules governing the collection and dissemination of information on Americans.

Within the Executive Office of the President, there is an Intelligence Oversight Board (IOB) with jurisdiction extending across the entire Intelligence Community. Currently, the IOB is constituted as a standing committee of the President’s Foreign Intelligence Advisory Board (PFIAB). Four members of the PFIAB serve in a dual capacity as members of the IOB. The IOB reviews the activities of, and receives regular reports from, the agency IGs and other oversight offices. Periodically, it reviews covert action programs and conducts inquiries regarding possible violations of law or Presidential directives at the direction of the President, upon the request of the DCI, or upon its own motion. It reports to the President and refers apparent violations of law to the Attorney General.

The Commission did not delve deeply into the work of these oversight mechanisms. Nonetheless, it is clear at the agency level that wide disparities exist in terms of the resources devoted to the IG function and the impact the IG has on agency operations. Some recommended that each intelligence agency should have an independent statutory IG similar to the CIA. Others suggested, at a minimum, that intelligence agencies other than the CIA ought to bring in qualified persons from outside the agency to serve as IG, rather than relying on career employees to perform this role.

14-4. The Commission recommends that the Intelligence Oversight Board, which is already charged with monitoring the performance of IGs, conduct a review of the existing IG framework with the objective of ensuring the effectiveness of this important instrument of oversight. The Commission also recommends that the Intelligence Oversight Board be constituted with a greater degree of independence from the PFIAB because its functions are qualitatively different.
Epilogue

MODERN American intelligence has evolved since its beginnings at the end of the Second World War into a complex cluster of agencies. The nature and pace of this evolution have, for the most part, been dictated by advances in technology, by changes in the international and domestic security environment, and by the changing needs and resources of the federal government. Each of these conditions will continue to have a bearing on how U.S. intelligence is organized, how it operates, and at what level it is funded.

Ways must continually be found to do things more effectively and efficiently. Organizational arrangements must be regularly assessed and challenged; opportunities provided by new technologies must be seized. The size and skills of the workforce must be continually adjusted to meet changing needs. Intelligence is not, therefore, a static enterprise. Progress comes through evolutionary change, not by setting ideas in stone.

The Commission sees its own work as part of this evolutionary change. Whatever effect our work may ultimately have, it should not be taken as a stopping point. It is one step in a larger and continuing process.

A number of ideas were presented to the Commission, in fact, that appeared to hold promise, but whose time had not yet come. One was to create a single intelligence agency responsible for all technical collection. It was noted that digital technology will soon reduce all information flows to the same physical characteristics and that, where intelligence gathered by technical systems is concerned, the various information flows go to essentially the same users. Therefore, significant efficiencies might be achieved by lodging in one agency the responsibility for processing and disseminating intelligence from all technical sources, creating one information flow to users rather than several. The Commission was not prepared to endorse such a far-reaching proposal at this juncture, but, in time, it may merit serious consideration. The Commission took a similar view of other proposals, alluded to in the text, that called for placing greater reliance upon commercial imaging systems and building new generations of smaller and cheaper satellites. Both ideas hold promise, but the technical capabilities involved have not matured to the point where the Commission feels comfortable in endorsing them at this time.

The Commission also was presented with a number of significant issues that did not lie squarely within its charter. As noted in Chapter 2, for example, several witnesses pointed to the lack of an effective governmental structure to coordinate efforts to protect computer networks in the private sector from electronic attack from abroad, either by manipulating the data in such systems or by bringing them down altogether—what is commonly referred to as information warfare. While the Commission believes that serious shortcomings are apparent in the Government’s response to this problem to date, responsibility for protecting private-sector computer networks lies outside the purview of intelligence agencies.

A different type of shortcoming suggested to the Commission had to do with the absence of clear and up-to-date guidance to intelligence agencies, as well as other
elements of the national security structure (e.g., the military and the foreign policy establishment), with respect to identifying U.S. objectives towards particular countries at any given time. While statements of objectives are issued periodically with regard to particular countries or regions, no effort has been made to do this on a systematic basis or to keep these objectives current by reflecting changes in the ongoing relationships. The absence of such guidance is not viewed as a problem at senior levels of the government, but is seen to result in occasional disconnects at lower levels. Defining and maintaining a list of such objectives, it is argued, would bring greater coherence and consistency to decisionmaking at all levels of the national security establishment. While this proposal obviously raised an important substantive issue, the responsibility for implementing such a system would necessarily rest outside the Intelligence Community itself. The Commission did not, therefore, attempt to analyze this suggestion.

In the course of this inquiry, the Commission discovered a huge reservoir of talented, thoughtful people, both inside and outside of Government, who earnestly wanted to be of help—from the several hundred who were formally interviewed to the hundreds more who communicated with us in other ways. We were continually impressed by the quality and quantity of their contributions. The Intelligence Community should find a way to harness such talent and energy to the ongoing process of evolutionary change.
In the spring of 1994, when I drafted the legislation creating this Commission, the Intelligence Community was “under siege” from certain Members of Congress and others in the wake of the Aldrich Ames spy case and the revelations surrounding the NRO Headquarters controversy. Members of Congress were advocating “slash and burn” of the intelligence budget. One even proposed the abolition of the CIA, preferring to merge its functions into other government agencies. It was clear that a “cooling off” period was essential. Time was needed to ensure that our vital intelligence capabilities were not sacrificed as an overreaction to the problems—though very serious—of the day.

My goal in initiating this Commission, and that of other Members of the Senate Intelligence Committee who joined me in this effort, was to provide for a thorough, deliberative, and non-partisan evaluation of the Intelligence Community. Long overdue was an examination of the roles, missions and capabilities of U.S. intelligence agencies in the post-Cold War era. I envisioned a non-partisan Commission, composed of highly qualified members from all sectors, united by a willingness to question the “status quo” and an unfettered desire to make recommendations—when needed—to provide for a more effective, efficient and well-focused intelligence capability for the United States.

A “well done” is owed to this Commission, for it met head-on, and responsibly, the challenges raised by the Congress.

The recommendations contained in this report deserve consideration by the President, the leadership of the Congress, all affected Executive Branch departments and agencies, and, of course, the relevant congressional committees.

While I support the vast majority of the report’s recommendations, I must voice my opposition to that recommendation which proposes “new legislative authority to permit ‘right-sizing’ of certain intelligence agencies” (see Chapter 9). This authority to involuntarily separate certain members of the Intelligence Community workforce would be granted not to achieve “down-sizing” goals—for those goals are already being met. Instead, this recommendation is put forth as a way to “right-size” intelligence agencies—to change the skill mix of the workforce. In my view, this is not an appropriate way to treat loyal and dedicated employees, many of whom perform their duties with a daily measure of personal risk.

As a Member of this Commission and a Member of Congress, I will oppose any legislative proposal which provides for involuntary reductions-in-force which are not required to meet overall “down-sizing” goals. Why should such extraordinary authority be given to the Director of Central Intelligence and the Secretary of Defense when it has not been granted to other government departments or agencies during this period of downsizing the Federal Government?

The civilian personnel workforce of the Intelligence Community has already been subjected to large-scale reductions in recent years. In 1992, the Congress mandated a reduction of 17.5 percent in Intelligence Community civilian personnel, to be achieved by
the end of Fiscal Year 1997. The Executive Branch subsequently extended this approxi-
mately three percent per year reduction to Fiscal Year 1999, which will result in a
23 percent cut to Intelligence Community civilian personnel as compared to the Fiscal
Year 1991 baseline.

The personnel reductions already scheduled for the Intelligence Community are
almost twice that recommended by the National Performance Review as the target for
government-wide reductions in civilian personnel. That Review recommended a reduction
of 12 percent, to be achieved by the end of Fiscal Year 1999.

Given the large cuts in personnel already taking place at intelligence agencies, I
believe it is unfair to now subject this segment of the federal workforce to yet another
reduction—this one potentially drastic, arbitrary and involuntary.

A more equitable way to achieve the restructuring recommended in the Commission
report is to provide for additional “early outs” and “buy outs” targeted at particular job
skills, much as is being utilized in other government agencies. With the exception of
involuntary reductions because of poor performance, “right-sizing” of the Intelligence
Community should be accomplished only through voluntary reductions. In addition, in
order to achieve the desired skill mix required by our changing intelligence needs,
employees should be provided with increased educational and training opportunities to
enable them to better serve their agencies.

Although this might not be the most expeditious way to achieve the desired result, it
is the one which most closely keeps faith with the people who have served this nation so
admirably, and it will go a long way to ensuring a supply of talented and dedicated person-
nel in the future. We should remember that high morale has a direct correlation to high
productivity and a willingness to accept personal risk.

Sound intelligence is the very foundation of our national security. As the report cor-
rectly states, “People remain the Intelligence Community’s most vital resource.” We
should not squander that resource.
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The Evolution of the U.S. Intelligence Community—An Historical Overview

The function of intelligence as an activity of the U.S. Government is often regarded as a product of the Cold War. Indeed, much of what is known today as the Intelligence Community was created and developed during the Cold War period. But intelligence has been a function of the Government since the founding of the Republic. While it has had various incarnations over time, intelligence has historically played a key role in providing support to U.S. military forces and in shaping the policies of the United States toward other countries.

The Early Years of the Republic

During the Revolutionary War, General George Washington was an avid user of intelligence as well as a consummate practitioner of the intelligence craft. Records show that shortly after taking command of the Continental Army in 1775, Washington paid an unidentified agent to live in Boston and surreptitiously report by use of “secret correspondence” on the movements of British forces. Indeed, Washington recruited and ran a number of agents, set up spy rings, devised secret methods of reporting, analyzed the raw intelligence gathered by his agents, and mounted an extensive campaign to deceive the British armies. Historians cite these activities as having played a major role in the victory at Yorktown and in the ability of the Continental Army to evade the British during the winters at Valley Forge.

In a letter to one of his officers written in 1777, Washington wrote that secrecy was key to the success of intelligence activities:

“The necessity of procuring good intelligence is apparent and need not be further urged—All that remains for me to add is, that you keep the whole matter as secret as possible. For upon Secrecy, success depends in most Enterprises of the kind, & for want of it, they are generally defeated, however, well planned....” [letter to Colonel Elias Dayton, 26 July 1777]

Washington was not the only one to recognize the importance of intelligence to the colonials’ cause. In November of 1775, the Continental Congress created the Committee of Secret Correspondence to gather foreign intelligence from people in England, Ireland, and elsewhere on the European continent to help in the prosecution of the war.

Washington’s keen interest in intelligence carried over to his presidency. In the first State of the Union address in January 1790, Washington asked the Congress for funds to finance intelligence operations. In July of that year the Congress responded by establishing the Contingent Fund of Foreign Intercourse (also known as the Secret Service Fund) and authorizing $40,000 for this purpose. Within three years, the fund had grown to $1 million, about 12% of the Government’s budget at the time. While the Congress required the President to certify the amounts spent, it also allowed him to conceal the purposes and recipients
of the funds. (In 1846, this latter provision was challenged by the House of Representatives, but President Polk, citing national security grounds of protection of sources, refused to turn over more specific information on the use of the Fund to the Congress.)

Judging by the paucity of the historical record, interest in intelligence as a tool of the Executive appears to have waned in succeeding Administrations, although occasional lapses in performance sometimes produced controversy. During the War of 1812, for example, military intelligence failed to discover that British troops were advancing on Washington until they were 16 miles from the Capital. The Secretary of War had refused to believe that the British would invade Washington, and military intelligence reported from this perspective.

Intelligence regained prominence during the Civil War. Both the Union and Confederate leadership valued intelligence information, established their own spy networks, and often railed at the press for providing intelligence to the other side. The Confederate forces established the Signal and Secret Service Bureau with the primary charter of obtaining northern newspapers. On the Union side, the Departments of the Navy, State, and War each maintained an intelligence service. Union codebreakers decoded Confederate messages and learned that the plates for Confederate currency were being manufactured in New York. In June of 1861, the first electronic transmission of information was sent from an aerial reconnaissance platform—in this case, a balloon—directly to President Lincoln on the ground. Two months later, Union forces established a Balloon Corps. Although disbanded after two years, it succeeded in detecting a large concentration of Confederate troops preparing to attack at Fair Oaks, Virginia.

In 1863, the first professional intelligence organization was established by the Union forces, the Bureau of Military Intelligence. Headed by the Commander of the Army of the Potomac, General Joseph Hooker, the Bureau prepared evaluations of the Confederate Army’s strength and activities based on sources that included infiltrations of the Confederacy’s War and Navy Departments. It was considered the best run intelligence operation of the Civil War. Yet, Hooker’s ineffective use of intelligence (reportedly he was inundated with information) was largely responsible for the Confederate victory at Chancellorsville. Similarly, it has been suggested that Lee’s defeat at Gettysburg was partially attributable to his lack of intelligence on the strength and deployment of Union forces.

The Bureau of Military Intelligence was disestablished at the end of the war. A byproduct of its dissolution was the Secret Service, established in 1865 to combat counterfeiting.

A Peacetime Role for Intelligence

Prior to the 1880s, intelligence activities were devoted almost exclusively to support of military operations, either to support deployed forces or to obtain information on the views or participation of other countries in a particular conflict. In March 1882, however, the first permanent intelligence organization—the Office of Naval Intelligence—was created within the Department of the Navy to collect intelligence on foreign navies in peacetime and in war. Three years later, a similar organization—the Military Intelligence Division—was created within the Army to collect foreign and domestic military data for the War Department and the Army.
The Administration of Theodore Roosevelt saw perhaps the most active use of intelligence for foreign policy purposes by any President until that time. Historians note that Roosevelt used intelligence operatives to incite a revolution in Panama to justify annexing the Panama Canal. In 1907, the President also relied on intelligence that showed the military build-up of the Japanese as justification to launch the worldwide cruise of the “Great White Fleet” as a display of U.S. naval force.

For the most part, however, the early part of the twentieth century was marked not by an expanded use of intelligence for foreign policy purposes, but by an expansion of domestic intelligence capabilities. The Justice Department’s Bureau of Investigation (the forerunner of the FBI) was established in 1908 out of concern that Secret Service agents were spying on members of Congress. By 1916, the Bureau had grown from 34 agents focusing primarily on banking issues to 300 agents with an expanded charter that included internal security, Mexican border smuggling activities, neutrality violations in the Mexican revolution, and Central American unrest. After war broke out in Europe, but before the United States joined the Allied cause, the Bureau turned its attention to activities of German and British nationals within our borders.

World War I

At the time the United States entered the war, it lacked a coordinated intelligence effort. As a champion of open diplomacy, President Woodrow Wilson had disdained the use of spies and was generally suspicious of intelligence. His views on the subject appeared to change, however, as a result of a close association developed with the British intelligence chief in Washington.

In fact, British intelligence played a major role in bringing the United States into World War I. Public revelations of German intelligence attempts to prevent U.S. industry and the financial sector from assisting Great Britain greatly angered the American public. Subsequently, British intelligence presented Wilson with the decryption of German diplomatic and naval traffic showing a German effort to entice the Mexican government into joining Germany against the United States in return for Texas, Arizona, and New Mexico if Germany won the war. Later declassified and disclosed to the public, this intercepted communication, known as the “Zimmerman Telegram,” infuriated Wilson and added support to his address before a joint session of Congress in 1917 urging that the U.S. declare war on Germany.

In June of 1917, the first U.S. signals intelligence agency was formed within the Army. Known as “MI-8,” the agency was charged with decoding military communications and providing codes for use by the U.S. military. In 1919, at the end of the war, the agency was transferred to the State Department. Known as the “Black Chamber,” it focused on diplomatic rather than military communications. In 1921, the Black Chamber celebrated perhaps its most significant success by decrypting certain Japanese diplomatic traffic. The intelligence gained from this feat was used to support U.S. negotiators at a Washington conference on naval disarmament. Yet, despite such successes, President Hoover decided that the State Department’s interception of diplomatic cables and correspondence could
not be tolerated. Apparently agreeing with the alleged, yet oft-quoted statement of his Secretary of State, Henry Stimson, that “Gentlemen do not read each other’s mail,” Hoover returned the agency to a military orientation under the Army Signal Corps.

Other intelligence entities remained in existence after the end of WWI but saw their resources cut substantially. An exception to this general trend was the Justice Department’s Bureau of Investigation which saw a marked expansion of its mission and workforce. In 1924, J. Edgar Hoover was named director of the Bureau (renamed the Federal Bureau of Investigation (FBI) in 1935). The FBI’s charter was broadened particularly in the years leading to World War II, when concerns for U.S. internal security were mounting in the face of German aggression in Europe. The FBI was made responsible for investigating espionage, counterespionage, sabotage, and violations of the neutrality laws. It was also during this period that the first effort was made to coordinate the activities of the various intelligence elements of the Government. An Interdepartmental Intelligence Coordinating Committee was created for this purpose, but because the Committee lacked a permanent chair and participating agencies were reluctant to share information, it had limited impact.

World War II & Its Aftermath

The years immediately before the United States entered World War II saw American interest in developments in Europe and the Pacific intensify dramatically, prompting both formal and informal efforts to gather and analyze information. President Franklin Roosevelt relied heavily on American and British friends traveling abroad to provide him with intelligence on the intentions of other leaders. One such friend was William J. Donovan, an aficionado of intelligence and a veteran of World War I, whom Roosevelt sent to Europe in 1940 to gather information on the stability of Britain and again in the spring of 1941 to gather information on Italian Dictator Mussolini, among other matters. Upon his return, Donovan lobbied hard for the creation of a centralized, civilian intelligence apparatus to complement that of the military.

In July 1941, in response to Donovan’s urging, Roosevelt appointed Donovan as Coordinator of Information to form a non-military intelligence organization. The Coordinator of Information was to “collect and analyze all information and data which may bear upon the national security” for the President and those he designated. The Coordinator was given the authority, “with the approval of the President,” to request data from other agencies and departments, but was specifically admonished not to interfere with the duties and responsibilities of the President’s military and naval advisers. FBI Director J. Edgar Hoover, fearing a loss of authority to the new Coordinator, secured the President’s commitment that the Bureau’s primacy in South America would not change.

Borrowing heavily from the British intelligence model, Donovan created a special staff to pull together and analyze all national security information and empaneled an eight-member review board, drawn from academia, to review analysis and test its conclusions. In concert with the Librarian of Congress, COI Donovan organized the Division of Special Information at the Library, to work with Donovan’s analytical staff and to coordinate scholarship within the Library and in academia. In theory, the Division was to provide unclassified information to Donovan’s staff, who would combine it with classified information to
produce an analysis that would be reviewed by the special board before presentation to the
President. Although in practice the process did not operate precisely as planned, the con-
cept of centralized analysis was established.

The surprise attack on Pearl Harbor by the Japanese on December 7, 1941, brought
America into the war and revealed a significant failure on the part of the U.S. intelligence
apparatus. As subsequent investigations found, intelligence had been handled in a casual,
uncoordinated manner, and there had been insufficient attention to certain collection
requirements. The lack of coordination among agencies, principally the Army and the
Navy, resulted in a failure to provide timely dissemination of relevant information to key
decisionmakers. Moreover, intelligence analysts had grossly underestimated Japanese
capabilities and intentions, revealing a tendency to misunderstand Japanese actions by
looking at them with American cultural biases. After the war, the resolve of America’s
leaders “never again” to permit another Pearl Harbor largely prompted the establishment
of a centralized intelligence structure.

America’s entrance into World War II created an immediate need for intelligence to
support the warfighter. While the Army and the Navy maintained their own intelligence
capabilities, none were prepared to provide the kind of support needed.¹ To bolster this
effort, the Office of Strategic Services (OSS) was created in June 1942, under the recently
established Joint Chiefs of Staff to succeed the Coordinator of Information. William
Donovan remained in charge of the reorganized unit. In addition to assuming the analytical
role of its predecessor, the OSS was chartered to carry out clandestine operations against
the Axis powers on a worldwide scale. It was not, however, readily accepted by the Joint
Chiefs of Staff (JCS), who remained skeptical of the value of OSS activities, and the new
unit faced strong competition from the FBI and the Army’s intelligence organization.

Usually glamorized as the dashing operations arm of the U.S. Army (with its well-
known espionage exploits with the Resistance in Europe), the OSS’ contribution to intelli-
gence production has gone largely unnoticed. It was, however, one of the seven major
intelligence producers and was an important training ground for a generation of intelli-
gence analysts, as well as operatives. Decidedly different than the British system, the OSS
established the tradition of putting analysts and operatives in the same organization. The
difficulties, however, that the OSS had in establishing itself within the JCS structure reaf-
irmed Donovan’s belief that the peacetime successor to the OSS should be a civilian orga-
nization directly responsible to the President. In 1944, Donovan started campaigning for
this model.

¹ Former Secretary of State Dean Rusk recalled the 1941 state of the U.S.’s intelligence effort in
testimony before a Senate subcommittee: “When I was assigned to G-2 in 1941, well over a year
after the war had started in Europe, I was asked to take charge of a new section that had been
organized to cover everything from Afghanistan right through southern Asia, southeast Asia,
Australia, and the Pacific. Because we had no intelligence organization that had been giving
attention to that area up to that time, the materials available to me when I reported for duty con-
sisted of a tourist handbook on India and Ceylon, a 1924 military attache’s report from London
on the Indian Army, and a drawer full of clippings from the New York Times that had gathered
since World War One. That was literally the resources of the G-2 on that vast part of the world a
year after the war in Europe started.”

A-5
Appendix A

In the meantime, substantial intelligence capabilities were created in the military services to support the war effort. Army intelligence operations were supervised by the Military Intelligence Division of the Army General Staff. Its operating arm, the Military Intelligence Service (MIS), was created in 1942 and carried out collection activities around the world, including agent operations, signals interception, and photo reconnaissance. MIS also provided intelligence analysis to U.S. and allied commands. At the same time, intelligence elements were assigned directly to operating forces in the field. These intelligence units collected and analyzed tactical signals intelligence, interpreted photos, and performed ground reconnaissance missions. Aerial reconnaissance missions were run by the Army Air Corps. To provide counterintelligence support, including the debriefing of prisoners and defectors, the Army Counterintelligence Corps was established in 1942 with both domestic and overseas missions.

Army signals intelligence analysts succeeded in breaking and exploiting the code systems used by the Imperial Japanese Army, producing intelligence which many believe shortened the war in the Pacific. In England, after the U.S. joined the war, Army teams participated in the work begun by the Polish and continued by the British to decode German military communications encrypted with the Enigma cipher machines. The intelligence produced by this effort, codenamed “ULTRA,” gave the Allies unparalleled insight into the workings of the German military and shortened the war in Europe.

Within three days of the devastating and embarrassing attack on Pearl Harbor, the Navy’s Combat Intelligence Unit at Pearl Harbor was busy trying to crack the Japanese Fleet code, JN25. By April 1942, enough information was known to allow the American Pacific Fleet to deal the first blow without visual sighting of the Japanese Fleet at the Battle of Coral Sea. By May 1942, Navy cryptanalysts succeeded in cracking the Japanese code. This significant naval intelligence capability, on par with the British and Polish decryption of the German code, allowed the Americans to defeat the Japanese at the Battle of Midway and to countermeasure the Japanese during the rest of the war in the Pacific.

Also in the Pacific theater, an Allied Translator and Interpreter Section, composed of 2,000 American Nisei soldiers, interrogated Japanese prisoners and exploited captured documents. Since the OSS did not operate in the South Pacific Theater, special human source intelligence capabilities were established, using Australian and Philippine guerrilla forces as well as a special Army long-distance reconnaissance team known as the Alamo Scouts.

Similarly, the Marine Corps developed and deployed the Navajo Code Talker Program in May 1942. By 1945, operating in both theaters of the War, 400 Native American Navajo members of the Corps were encoding, transmitting, and decoding English messages in the complex language of the Navajo Indians. The Code Talkers have been credited with playing a significant role in the Marine Corps victory on Iwo Jima. So successful was this method of encryption and communication that it was employed in the Korean and Vietnam conflicts.

Toward the end of the war, the Administration was left to decide what to do with these intelligence capabilities. A vigorous and heated debate ensued between those who favored the Donovan idea of an independent, civilian intelligence organization reporting
directly to the President and those who favored retention and control of intelligence by the military. The State Department, among others, weighed in heavily against the Donovan approach.

In September 1945, while the debate continued, President Truman, acting on a recommendation from his Budget Director, abolished the OSS by Executive Order and divided its functions between the War and State Departments. State received the research and analysis function, combining it with the existing analytical office to form the Interim Research and Intelligence Service (IRIS). The War Department formed the Strategic Services Unit (SSU) out of the clandestine side of the OSS. President Truman had unrealized hopes that the State Department would take over the coordination of intelligence for the Government.

At about the time the OSS was being disbanded, a study commissioned by Navy Secretary James Forrestal and chaired by private businessman Ferdinand Eberstadt was published. While the report dealt principally with the issue of military unification, it also recommended coordination of the intelligence function through the establishment of a National Security Council (NSC) and a Central Intelligence Agency (CIA). The NSC would coordinate the civilian and military national security policy for the President. The CIA, under the auspices of the NSC, would serve “to coordinate national security intelligence.” While the military generally supported the recommendation calling for centralized coordination of “national security” intelligence, it was unwilling to give up its own collection programs and analytical capabilities.

The Central Intelligence Group

While the recommendations of the Eberstadt study were to influence significantly the content of what eventually became the National Security Act of 1947, they were not immediately implemented. However, President Truman decided to settle the question of whether there should be a centralized civilian intelligence organization.

Reflecting his dissatisfaction with what he perceived to be the haphazard nature of intelligence collection, his desire to have one authoritative source for intelligence advice, and, above all, his desire to avoid another Pearl Harbor, President Truman issued an executive directive on 22 January 1946 establishing a National Intelligence Authority, a Central Intelligence Group (CIG) “under the direction of a Director of Central Intelligence” (DCI), and an Intelligence Advisory Board. The latter body comprised civilian and military heads of intelligence agencies who were to advise the DCI. The National Intelligence Authority, comprising the Secretaries of War, State, Navy, and the President’s personal representative, was charged with planning, developing, and coordinating the intelligence effort. Finally, the CIG (a small interdepartmental group—not an independent agency) was responsible for coordinating, planning, evaluating, and disseminating intelligence and overtly collected information. Funding and staffing of the CIG were provided by other departments and agencies which retained control over their own intelligence efforts.

The first DCI, Rear Admiral Sidney Souers (who wrote the intelligence section of the Eberstadt study), reluctantly accepted the appointment and stayed in the position only six months. Under his tenure, the CIG played a limited analytical role due to Souers’ reluctance to challenge the analytical product of the State Department’s IRIS. But the IRIS
was soon decimated by congressional budget cutting, and most of its positions were dispersed throughout the Department and to other agencies. In all, 600 positions were transferred from the IRIS to the National Intelligence Authority, the CIG, and the military services. This left the Department with a skeleton analytic group, thus limiting its mission to providing intelligence support only to the policymakers within the Department of State.2

The second DCI, Lieutenant General Hoyt Vandenberg, proved more aggressive than his predecessor, gaining authority for the CIG to hire personnel and acquire its own administrative support, as well as expanding clandestine collection, research and analysis, and the overall size of the organization. At the behest of the President, the first national estimate, on Soviet intentions and capabilities, was produced in 1946 during Vandenberg’s tenure.

At the time Vandenberg became DCI, in June of 1946, legislation was being drafted in the Congress and in concert with the Truman Administration to provide for the unification of the military establishment under a Secretary of Defense. Inasmuch as the CIG would need an annual appropriation to continue in existence, Vandenberg saw an opportunity to incorporate legislative language creating an independent central intelligence agency with several features modeled on the existing charter of the CIG. Within a month of assuming the duties of DCI, Vandenberg submitted a proposal describing this new entity, with the support of the Truman Administration, which consisted basically of the pertinent language from the 1946 presidential directive and language that had been previously published in the Federal Register.

**The National Security Act of 1947**

In the ensuing congressional debate on the Vandenberg proposal, several issues emerged about the role of the DCI.

One was whether the DCI should be a civilian or military officer. Some argued that if the DCI were an active duty military officer, he would be subject to the control of his parent service. On the other hand, the military was recognized as the principal consumer of intelligence and controlled most of the resources devoted to it. The legislation ultimately provided that the President could appoint either a civilian or a military officer as the DCI, but if a military officer were appointed, he would be removed from the control of his parent service.

Another issue was whether the DCI should be a member of the National Security Council that was being established by the bill as the White House focal point for national security matters. Navy Secretary James Forrestal argued strongly against this proposal saying that the Council would be too large to accomplish its business and that the new DCI would have ready access without formal membership. His argument was persuasive and the DCI’s proposed membership on the NSC was dropped.

2 In 1957, this group was renamed the Bureau of Intelligence and Research.
A third issue was the relationship of the DCI to other agencies, in particular, the FBI. The draft proposal provided that the new Central Intelligence Agency would serve as the focal point within the Government where intelligence would be gathered and evaluated. As such, the CIA would necessarily require access to information collected by other agencies. The military agreed to this coordinating role for the CIA so long as the military was able to maintain its own collection and analytical capabilities to support military operations. The FBI, however, insisted on limiting the CIA’s access to FBI files only if written notice was given first and only if access was “essential to the national security.”

On July 27, 1947, President Truman signed into law the National Security Act of 1947, creating a postwar national security framework. A National Security Council was created to coordinate national security policy. The Act created the position of Secretary of Defense and unified the separate military departments (the Army, the Navy, and the newly-created Air Force) under this position. The Act also established the Joint Chiefs of Staff to serve as the principal military advisers to the President and the Secretary of Defense. Finally, a Central Intelligence Agency was established with the Director of Central Intelligence as its head. At the time of its creation, the CIA was the only agency charged with a “national” intelligence mission.

The statutory language regarding the authorities and functions of the new Central Intelligence Agency was left intentionally vague. In part this reflected the bureaucratic sensitivities involved in specifying in the law the DCI’s roles and missions in regard to other agencies, and, in part, the desire to avoid wording that other governments might find offensive. Thus, there was no mention of “espionage” or “spying” in the statute, nor was there any wording to suggest that covert actions (i.e. secret operations to influence political conditions in other countries) were part of the new agency’s charter. Rather, the CIA was authorized to perform “services of common concern” to other intelligence agencies as may be determined by the National Security Council and to perform “such other functions and duties related to intelligence affecting the national security as the National Security Council may from time-to-time direct.” (The NSC did, in fact, issue directives in 1947 and 1948, providing specific authority for CIA’s operational and analytical functions.)

The 1947 Act also included an express prohibition on the CIA’s having any “police, subpoena, law-enforcement powers, or internal security functions,” reflecting the congressional and public desire to ensure that they were not creating a U.S. “Gestapo” and to preserve the FBI’s primacy in domestic matters. The law also made the DCI responsible for protecting intelligence sources and methods from unauthorized disclosure.

The Early Years of the CIA

The early years of the CIA appear to have been difficult ones as the Agency attempted to establish itself within the Government, amid growing concern about Communist gains in Eastern Europe and Soviet expansionism.

Rear Admiral Roscoe Hillenkoetter was DCI at the time the CIA was created. He organized the Agency into two principal divisions: one dealing with intelligence operations and the other with analysis. The analytical arm, in response to policymaker interest, prepared and disseminated short-term intelligence pieces. DCI Hillenkoetter found it
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difficult, however, to force other agencies to participate in the development of longer papers despite the language of the 1947 Act. The emphasis on producing short-term pieces, on the other hand, was often seen as intruding on the role of other producers such as the State Department, the military departments, and the FBI. There was also conflict on the operational side. The Government considered initiating psychological warfare operations overseas to counter Soviet expansionism, but the NSC preferred that the State Department, rather than the CIA, be responsible for them. It was only when the Secretary of State vigorously objected to this role for the Department that it was assigned to the CIA.

In January 1948, less than a year after the CIA was created, the National Security Council, exercising its oversight role under its Executive Secretary Sidney Souers, asked three private citizens to examine comprehensively CIA’s “structure, administration, activities, and interagency relations.” Allen Dulles, William Jackson and Matthias Correa, three New York lawyers with experience in intelligence, submitted their highly critical report in January 1949. Although the NSC found the criticism of DCI Hillenkoetter and the CIA “too sweeping,” it nevertheless accepted the report’s basic findings: CIA was not coordinating intelligence activities in the Government; the correlation and evaluation functions were not well organized, and other members of the fledgling Intelligence Community were not fully included in the estimates process; and the DCI lacked sufficient day-to-day contact with the work of CIA. The Dulles-Jackson-Correa report called upon the DCI to exert “forthright leadership,” and to actively use existing coordination bodies, such as the Intelligence Advisory Committee (IAC comprising the leaders of the military and civilian intelligence agencies). For example, the report urged that the final coordination of intelligence estimates be done through IAC, to establish estimates as “the most authoritative statement[s] available to policymakers.”

The Dulles-Jackson-Correa report also made the point that coordination and planning could only be effective with a strong DCI and CIA. It therefore recommended that the DCI reorganize his office to include on his immediate staff the heads of CIA’s main components. The report also stated that the CIA would benefit from civilian leadership and recommended that if another military DCI was appointed, he should resign his military commission “to free him from all service ties and from rotations that would preclude the continuity needed for good intelligence work.”

Also during 1948, the Congress established “The Commission on Organization of the Executive Branch of the Government.” Chaired by former President Herbert Hoover, the Commission established a sub-group to look at national security organizations, including CIA. This group, headed by New York businessman Ferdinand Eberstadt, concluded that the basic organizational arrangements for national security were sound, but there were problems in carrying out the function. The CIA was specifically criticized for not being properly organized to assimilate all information concerning scientific developments

---

3 The same Sidney Souers who had been appointed the first DCI by President Truman in January 1946. Souers served as Executive Secretary of the NSC from 1947 to 1950.
4 Although NSC 50 was issued to implement the report’s recommendations, DCI Hillenkoetter did not take follow-up action on its numerous recommendations.
5 The same person who proposed the creation of the National Security Council and the CIA in a 1945 report to Navy Secretary Forrestal.
abroad, to estimate the significance of these developments, and to give direction to collectors. Concern was also expressed that the CIA was not being given access to all available information within the Government. The fear that other countries might develop nuclear weapons led the Eberstadt group, with some urgency, to state: “Failure properly to appraise the extent of scientific developments in enemy countries may have more immediate and catastrophic consequences than failure in any other field of intelligence.”

In its November 1948 report, the Hoover Commission called for “vigorous efforts” to improve CIA’s internal structure and the quality of its product, especially in scientific and medical intelligence. A senior-level “evaluation board or section” within CIA was proposed to work solely on intelligence evaluations. Finally, the Commission urged positive efforts to foster “relations of mutual confidence” between CIA and its consumers.6

Lieutenant General Walter Bedell Smith, who succeeded Hillenkoetter as DCI soon after the outbreak of the Korean War, took the initial steps to implement the recommendations of the Hoover and the Dulles-Jackson-Correa reports. Among his first steps was to recruit Allen Dulles, an OSS veteran, as Deputy Director for Plans, and to establish a Board of National Estimates chaired by William Langer of Harvard University.

In 1949, Congress enacted additional legislation for the CIA providing its Director with certain administrative authorities necessary for the conduct of clandestine intelligence activities that were not available to government agencies generally. In particular, the new law permitted the DCI to expend appropriated funds for procuring goods and services to carry out the Agency’s functions without having to comply with the cumbersome procurement rules applicable to other government agencies. It also permitted the Agency to expend appropriated funds based solely on a voucher signed by the DCI.

1950s & 1960s: The Development of the Intelligence Community

The decades of the 1950s and 1960s saw an expansion and an intensification of the Cold War as well as an expansion in the size and responsibilities of U.S. intelligence agencies to cope with its challenges.

The 1950s

Acting on the recommendations of a commission of senior officials headed by George Brownell, President Truman, by classified memorandum, established the National Security Agency (NSA) in October 1952 in recognition of the need for a single entity to be responsible for the signals intelligence mission of the United States. Placed within the

---

6 The depth and importance of this problem was revealed when President Truman announced that the Soviets had detonated a nuclear device in September 1949. The CIA’s only coordinated estimate on the urgent question of when the Soviets would have a nuclear weapon gave three incorrect predictions: 1958, 1955 and 1950-1953, and none of the predictions was accepted by all departments.
Department of Defense, NSA assumed the responsibilities of the former Armed Forces Security Agency as well as the signals intelligence responsibilities of the CIA and other military elements. In 1958, the National Security Council issued directives that detailed NSA’s mission and authority under the Secretary of Defense.

CIA meanwhile made important strides. Its analytical efforts during the Korean War established the Agency as a key player in the defense and foreign policy areas. On the operational side, the National Security Council reissued its 1948 directive on covert action to achieve peacetime foreign policy objectives in 1955, reemphasizing that implementation responsibility was with the CIA. In 1954, President Eisenhower approved the concept of a high-flying reconnaissance aircraft to fly above the Soviet air defense systems. Due largely to CIA’s special procurement authorities and ability to carry out the mission in secret, the President established the effort as a joint CIA-Air Force program. The ability of the program to develop and field the U-2 (by 1955) earlier than planned and below the original cost estimate was a clear success for the participants. Before the end of the decade photos provided by the U-2 figured prominently in defense planning.

In 1954, Congress once again sought to examine the organization and efficiency of the Executive Branch and revived “The Commission on Organization of the Executive Branch of the Government.” With former President Hoover again at the helm, the “Second Hoover Commission” formed a sub-group headed by General Mark Clark to study the agencies of the Intelligence Community. 7

The Clark task force recommended that the CIA be reorganized internally to focus better on its primary missions, and that the DCI appoint a “Chief of Staff” or executive officer to run the day-to-day operations. 8 It also called for a permanent “watchdog” commission to oversee the CIA, comprising members of the House and Senate and distinguished private citizens appointed by the President. 9 A year later, in 1956, President Eisenhower established the Presidential Board of Consultants on Foreign Intelligence Activities (later renamed the President’s Foreign Intelligence Advisory Board by President Kennedy). Shortly after it was formed, the Board issued a critical review of the DCI’s management of the Intelligence Community. Later, in 1957, on the Board’s recommendation, President Eisenhower established the United States Intelligence Board as the single forum for all intelligence chiefs to provide advice to the DCI on intelligence activities.

In 1957, spurred by the Soviet launch of Sputnik, the CIA and the Air Force began planning for the first photo reconnaissance satellite. Publicly referred to as “the Discoverer Weather System” and recently declassified as “CORONA,” the system was successfully operational by 1962.

---

7 In its 1955 report, the Second Hoover Commission recognized for the first time the existence of an “intelligence community” within the Government, naming the NSC, CIA, NSA, FBI, Department of State, Army, Navy, Air Force, and the Atomic Energy Commission as its members.
8 Allen Dulles, who had been elevated to DCI in 1953, did not appoint a Chief of Staff, due to his active interest in the operation of the CIA. Instead, he appointed General Lucien Truscott as his deputy to resolve jurisdictional disputes between CIA and the military services, in an attempt to increase his community coordination capabilities.
9 In 1956, the House and Senate Armed Services Committees, and the Senate Appropriations Committee established intelligence subcommittees, and the House Appropriations Committee formed a “special group” under its chairman.
The 1960s

The decade of the 1960s was marked by significant technological advances, further expansion of the Intelligence Community, and the first tentative efforts of a DCI to exert control over it. But, as far as the public was concerned, it started with the notable failure of the CIA at the Bay of Pigs. An invasion of Cuban expatriates, trained by the CIA, launched an invasion of Cuba in the spring of 1961 with the intent of ousting the Castro regime. Without U.S. military assistance, the invasion crumbled. The reputation of the Agency suffered significantly.

In August of the same year, Secretary of Defense McNamara created the Defense Intelligence Agency (DIA) to consolidate and to coordinate the production of intelligence analysis by each of the military services and to serve as the principal source of intelligence support to the Secretary and his staff, as well as to the Joint Chiefs of Staff and the unified commands. DIA opened a new production center in 1963, but the military departments continued to maintain their own analytical capabilities. In 1965, DIA was given responsibility for administering the newly-created Defense Attache system, consisting of uniformed military personnel serving in embassies and collecting, by overt means, information useful to the military.

In the meantime, there were substantial advances in U.S. technical collection capabilities. Photographs taken by the U-2 were a large factor in the successful resolution of the Cuban missile crisis in 1962. The first photo reconnaissance satellite was launched the same year. The first high altitude, high speed reconnaissance aircraft, the SR-71, was built and tested by the CIA a short while later. While these technical collection efforts had been ongoing for several years in both CIA and the Air Force, they were formally consolidated, pursuant to a national security directive, in 1961 within the National Reconnaissance Office (NRO).

While the fact of its existence remained classified, the NRO was designated a separate operating agency of the Department of Defense, reporting to the Secretary of Defense albeit with the DCI retaining a role in selecting key personnel as well as substantial control over the budget, requirements, and priorities of the organization. Using the special procurement authorities of the DCI, the NRO was able expeditiously to procure and to operate satellite collection systems for the Intelligence Community.

In addition to the NSA, DIA, and NRO, each of the military services maintained substantial intelligence organizations, both at the departmental level and at the tactical level. These organizations typically collected information and provided analysis regarding the weapons systems, tactics, and capabilities of foreign counterpart forces. This information and analysis were used to support the weapons acquisition process in each service, to support force development and contingency planning, and were incorporated into training programs.

The growth of intelligence efforts within the Department of Defense served to accentuate the relative lack of the DCI’s role over the rest of the Community. In July 1961, the President’s Foreign Intelligence Advisory Board proposed to the President that the DCI be
separated from the CIA and head-up an Office of Coordination in the White House. President Kennedy did not endorse the recommendation but in January 1962 issued a letter to his new DCI John McCone stating:

“As head of the Central Intelligence Agency, while you will continue to have overall responsibility for the Agency, I shall expect you to delegate to your principal deputy, as you may deem necessary, so much of the detailed operation of the Agency as may be required to permit you to carry out your primary task as Director of Central Intelligence.”

In 1963, DCI McCone established a National Intelligence Programs Evaluation Staff to review and evaluate Community programs and cost-effectiveness. Later in the decade, DCI Helms set up a National Intelligence Resources Board to review all community programs and budgets, and to referee community disputes.10

But the burgeoning U.S. military involvement in the Vietnam War, the efforts to block Communist expansion in Laos and to deal with conflicts in the Middle East (notably the Arab-Israeli Six-Day War of 1967), effectively precluded serious efforts by the DCIs to assert greater control over the Intelligence Community.

The 1970s: The Decade of Turmoil & Reform

The decade of the 1970s began with serious efforts to institute DCI control over the Intelligence Community, but they were eventually undermined by a series of sensational disclosures in the media, followed by unprecedented investigations of the Intelligence Community within the Executive Branch and by the Congress. During the latter half of the decade, new reforms were adopted and new oversight mechanisms put into place. While the intelligence functions of the Government continued, Congress began to take a much more active role in determining their cost and overseeing their execution.

In December 1970, President Nixon directed Deputy Director of the Office of Management and Budget James Schlesinger to recommend how the organizational structure of the Intelligence Community should be changed to bring about greater efficiency and effectiveness. The Schlesinger report, completed in March 1971, found, among other things, that intelligence functions were fragmented and disorganized; collection activities were unnecessarily competitive and redundant; intelligence suffered from unplanned and unguided growth; intelligence activities were too costly; and, because analytical products were provided on such a broad range of topics, they often suffered in quality. The report called for basic reform of the management structure with a strong DCI who could bring intelligence costs under control and improve analytic quality and responsiveness. Among other things, the study recommended that the DCI put together a consolidated budget for the Intelligence Community and oversee its execution.

10 The United States Intelligence Board, previously established in the 1950s to serve as the DCI’s primary advisory body, was used unevenly by DCIs depending on their interests in Community management.
Following-up on the recommendations in November 1971, President Nixon issued a directive calling for improvement in the intelligence product and for more efficient use of resources. The DCI was made responsible for “planning, reviewing, and evaluating all intelligence programs and activities and in the production of national intelligence.” The Nixon directive reconstituted the United States Intelligence Board to assist the DCI, and set up the Intelligence Committee\(^{11}\) of the NSC to coordinate and to review intelligence activities. It also established an Intelligence Resources Advisory Committee, comprising representatives from the State and Defense Departments and OMB, to advise the DCI on the consolidated intelligence budget. In March 1972, DCI Helms created a special “Intelligence Community Staff” to assist him in the daily execution of his Community responsibilities.

None of these changes had a substantial impact at the time, however, because the Government became largely preoccupied with the Watergate affair in 1973 and 1974. There was only tangential involvement by the CIA in Watergate primarily through the activities of former employees, and in the preparation of a psychological profile of Daniel Ellsberg.\(^{12}\) The press, however, motivated to some extent by the distrust generated by Watergate, increasingly began to report critically on intelligence activities. Press articles covered allegations of collection efforts undertaken against U.S. citizens during the Vietnam era, attempts to assassinate foreign leaders or destabilize communist regimes, and efforts to raise the remains of a Soviet submarine off the floor of the Pacific.

In December 1974, in reaction to reports of CIA’s support to the non-Communist resistance forces in Angola, Congress passed an amendment to the Foreign Assistance Act, known as the “Hughes-Ryan amendment,” which for the first time required that the President report any covert CIA operations in a foreign country (other than for intelligence collection) to the relevant congressional committees (which, at that time, included the armed services committees, foreign relations committees, and appropriations committees in each house of Congress).

The various media revelations also led to official investigations in both the Executive branch and the Congress:

**A. The Rockefeller Commission.**

The Commission on CIA Activities Within the United States, chaired by Vice President Rockefeller, was created by President Ford on 4 January 1975, to determine whether CIA employees had engaged in illegal activities in the United States. The inquiry was later expanded to include the CIA’s foreign intelligence charter and to make suggestions for operational guidelines. In June 1975, the Commission issued its report which, among other things, confirmed the existence of a CIA domestic mail opening operation; found that in the late 1960s and early 1970s the Agency had kept files on 300,000 U.S. citizens and organizations relating to domestic dissident activities; found that President Nixon

---

\(^{11}\) The Intelligence Committee, chaired by the National Security Advisor, consisted of the Attorney General, the Under Secretary of State, the Deputy Secretary of Defense, the Chairman of the Joint Chiefs of Staff, and the DCI.

\(^{12}\) CIA officials refused the White House request that the CIA be used to cover-up the Watergate affair.
tried to use CIA records for political ends; and concluded that the CIA had no involvement in President Kennedy’s assassination. The Commission also found “that the great majority of the CIA’s domestic activities comply with its statutory authority.” In looking to the future, the Commission called for a joint congressional oversight committee and a stronger executive oversight mechanism; consideration by the Congress to disclose “to some extent” CIA’s budget; and appointment of two confirmed deputy directors, one to manage the CIA and one to advise the DCI on military matters. The Commission further recommended that the DCI serve no more than 10 years.

B. The Church Committee.

Twenty-three days after the Rockefeller Commission was impanelled, the Senate announced its own investigatory body, the Committee to Study Government Operations with Respect to Intelligence Activities (also known as the Church Committee after its Chairman). Handling one of the largest investigations ever undertaken by the Senate, the Church Committee was charged with looking at CIA domestic activities; covert activity abroad, including alleged assassinations of foreign leaders; alleged abuses by the Internal Revenue Service and the FBI; alleged domestic spying by the military; and the alleged interceptions of the conversations of U.S. citizens by the National Security Agency. The Committee’s inquiry lasted for almost a year, resulting in a six-volume report, released in April 1976. The Committee recommended, among other things, that the President consider separating the DCI from the CIA; that the authorities of the DCI over elements of the Intelligence Community be enhanced; that statutory charters be established for CIA, DIA and NSA; that the National Foreign Intelligence Budget be published; and that clandestine support to repressive regimes that disregarded human rights be prohibited by law. The Committee lauded several reforms (including a ban on assassination) already implemented by President Ford.

C. The Pike Committee.

The House counterpart to the Church Committee was the Select Committee on Intelligence to Investigate Allegations of Illegal or Improper Activities of Federal Intelligence Agencies. Impanelled in February 1975, the committee was also known by the name of its Chairman, Congressman Otis Pike. The Pike Committee’s report was voted down by the House in January 1976, and was never officially issued. Portions, however, were leaked to a New York newspaper, The Village Voice.

D. The Murphy Commission.

In June 1975, around the time that the Rockefeller Commission was completing its inquiry into intelligence improprieties, another congressional commission, the Commission on the Organization of the Government for the Conduct of Foreign Policy, was culminating a three-year study which included an examination of the organization and performance of the Intelligence Community. Headed by veteran diplomat Robert Murphy, the Commission recommended that the DCI be given greater status in the White House and the Intelligence Community; that the DCI delegate his responsibility for

---

13 In 1976, Murphy was appointed by President Ford as the first chairman of the newly formed Intelligence Oversight Board, and as a member of PFIAB.
running the CIA to a deputy; that the DCI occupy an office geographically closer to the
White House to better enable him to carry out his role as presidential adviser; and that the
CIA change its name to the Foreign Intelligence Agency. The Commission also recom-
mended that covert action should be employed only where it is clearly essential to vital
U.S. purposes and only after a careful process of high level review. It further urged that the
NSC’s Committee on Intelligence be actively used as the principal forum to resolve the
differing perspectives of intelligence consumers and producers, and “should meet fre-
quently for that purpose.”

Reform and Oversight

Even as the Church and Pike Committees were continuing their investigations, the
Executive branch undertook extensive efforts to bring about reform.

In the summer of 1975, President Ford ordered the implementation of 20 of the 30
recommendations of the Rockefeller Commission, to include measures to provide
improved internal supervision of CIA activities; additional restrictions on CIA’s domestic
activities; a ban on mail openings; and an end to wiretaps, abuse of tax information, and
the testing of drugs on unsuspecting persons. Ford did not agree to public disclosure of the
intelligence budget, however, nor did he readily agree to a separate congressional over-
sight committee.

President Ford issued the first Executive Order on intelligence on 18 February 1976
(E.O. 11905), before either the Church or Pike investigating committees had reported.
For the first time, a description of the Intelligence Community and the authorities and
responsibilities of the DCI and the heads of other intelligence agencies, were specified in a
public presidential document. The order also set up a Committee on Foreign Intelligence
as part of the National Security Council, chaired by the DCI and reporting directly to the
President, as the focal point for policy and resource allocation on intelligence. A number

14 The principal author of these conclusions was reportedly William Casey, later to become DCI.
15 It should also be noted that DCI Colby appointed a study group within CIA, headed by James
Taylor, which issued an internal report in October 1975: “American Intelligence: A Framework
for the Future.” The Taylor study asserted that intelligence needed to become more efficient and
effective, and more compatible with our democracy. The study suggested refining the current
intelligence system and focused on the role of the DCI, including the relationship with the Secret-
ary of Defense and the Intelligence Community, arguing that the DCI needed more influence
over both substantive judgments and resource management. The report noted that the DCI’s
responsibilities, but not his authorities, had grown considerably since 1947. The study recom-
mended separating the DCI from CIA (which would be run by its own director), and appropriat-
ing funds to the DCI who would allocate them to program managers.
16 This order and succeeding orders issued by President Carter (E.O. 12036, 1978) and President
Reagan (E.O. 12333, 1981) listed the following members of the Intelligence Community: CIA,
NSA, DIA, DOD reconnaissance offices, INR/State, intelligence elements of Army, Navy, Air
Force, Marines, FBI, Treasury, and DOE (then known as the Energy Research & Development
Administration). Staff elements of the DCI were added in the Carter and Reagan orders.
17 The other members of the CFI were the Deputy Secretary of Defense for Intelligence and the
Deputy Assistant to the President for National Security Affairs. The CFI reported directly to the
NSC.
of restrictions on intelligence agencies were also instituted, including a ban on assassinations as an instrument of U.S. policy. To monitor compliance with the Order, a new Intelligence Oversight Board was established within the Executive Office of the President.

Both congressional investigating committees recommended in their final reports that permanent follow-on committees be created to provide oversight of the intelligence function and to consider further legislative actions as might be necessary.

The Senate acted first in May 1976, creating the Select Committee on Intelligence. The House followed suit a little over a year later, creating the Permanent Select Committee on Intelligence. Both committees were made responsible for authorizing expenditures for intelligence activities (although the Senate was limited to “national” intelligence, whereas the House mandate included both “national” and “tactical” intelligence activities), and for conducting necessary oversight. The resolutions creating both committees recognized that they would be kept “fully and currently informed” of intelligence activities under their purview. Both committees were added to the list of those to receive notice of covert actions under the Hughes-Ryan amendment. The Senate committee also was given responsibility for handling the confirmation proceedings when the DCI and the Deputy DCI were nominated by the President.

While efforts were made in succeeding months to let emotions over intelligence activities subside and to establish more “normal” relationships between the Legislative and Executive branches, the hiatus was relatively short-lived. In 1977, the Senate Committee reexamined the question whether the aggregate intelligence budget should be released publicly. This issue would continue to be debated for the next two decades. The statement of newly-appointed DCI Turner that he had no problem with the release of this figure aroused protests from those who believed disclosure could assist hostile intelligence services in deciphering U.S. intelligence activity.

In August 1977, DCI Turner prompted a more substantial controversy by announcing his intention to reduce the CIA’s Directorate of Operations by 800 people. The first reductions occurred on 31 October 1977 (called the “Halloween Massacre” within CIA) when 200 officers were fired. Critics of the DCI charged that he was destroying the CIA’s human source collection capability in favor of technical collection programs run by the Department of Defense. (Some in Defense, on the other hand, perceived Turner as attempting to take over those programs.)

On 24 January 1978, President Carter issued a new Executive Order on intelligence which reaffirmed the DCI’s Community-wide authority over priorities, tasking, and the budget; contained additional restrictions on collection techniques, participation in domestic activities, and human experimentation; and reiterated the ban on assassinations. Intelligence agencies were specifically required to promulgate procedures to govern the collection of information on U.S. citizens and persons admitted to the U.S. for permanent residence.

Notwithstanding the new presidential order, both congressional committees proceeded to consider bills in 1978 which would have dramatically overhauled the Intelligence Community. Following the suggestions of the Church Committee as well as incorporating various aspects of the Executive branch reforms, the Senate committee
developed a comprehensive bill entitled the “National Intelligence Reorganization and Reform Act of 1978.” The bill called for the creation of a “Director of National Intelligence” with broader powers than the DCI to serve as head of the Intelligence Community. The Director of National Intelligence would have retained leadership of CIA \(^{18}\) with the authority to delegate this responsibility to a Deputy or Assistant Director at the President’s discretion. The bill also contained a long list of restricted or banned activities, provided specific missions and functions for each element of the Intelligence Community, stipulated rigorous review and notification procedures for covert action and clandestine collection, and instituted numerous requirements for reporting to Congress.

While the Carter Administration initially supported the attempt to draft “charter” legislation, it ultimately withdrew its support in the face of growing concern that the intelligence function would be hamstrung by having too much detailed regulation in statute. After extended negotiations with the two intelligence committees, the Administration agreed to a measure limited to establishing the ground rules for congressional oversight. The Intelligence Oversight Act of 1980 provided that the heads of intelligence agencies would keep the oversight committees “fully and currently informed” of their activities including “any significant anticipated intelligence activity.” Detailed ground rules were established for reporting covert actions to the Congress, in return for the number of congressional committees receiving notice of covert actions being limited to the two oversight committees.

Congress also passed, with the support of the Carter Administration, the Foreign Intelligence Surveillance Act of 1978, providing for a special court order procedure to authorize electronic surveillance for intelligence purposes, activities that had previously been conducted based upon a claim of constitutional authority of the President.

Finally, in response to continued criticism from the congressional committees over the usefulness of national intelligence estimates, a new mechanism for the development of estimates was established. DCI Colby, in 1973, had established the National Intelligence Officer system in lieu of the Board of Estimates. He had appointed the first six NIOs in an effort to make intelligence more responsive to policymaking. By the end of the decade, DCI Turner formed the NIOs into the National Intelligence Council. Reporting to the DCI, the Council comprised a Chairman and eight National Intelligence Officers, who were considered the senior analysts of the Intelligence Community within their respective areas of expertise. As such, they would supervise the preparation of estimates, ensure quality control, and present the results of their work to policymakers as required.

**1980s: A Decade of Growth & Scandal**

The beginning of the decade saw the election of a new President, Ronald Reagan, who had made the revitalization of intelligence part of his campaign. Intelligence budgets were increased, and new personnel were hired. The vast majority of rules and guidelines adopted during the Ford and Carter Administrations remained in place. However, by the

---

\(^{18}\) Those who thought the DNI must retain a direct management role over the CIA argued that separating the DNI from the CIA would deprive the Director of a strong institutional base and would subject him to more pressure from the policymakers.
middle of the decade, the U.S. experienced a series of spy scandals, and the first serious breach of the oversight arrangements with the Congress. While the organization of the Intelligence Community remained stable during the decade, it was a period of burgeoning growth and activity.

During the 1980 presidential election, intelligence became a targeted campaign issue. The Republican Party platform contained a plank asserting that the Democrats had impaired the efficiency of the Intelligence Community and had underestimated the Soviet’s military strength. President Reagan came into office promising to improve intelligence capabilities by upgrading technical systems and strengthening counterintelligence.

To make good on these promises, Reagan appointed William Casey, a veteran of the OSS, as DCI, and announced that the DCI, for the first time, would hold cabinet rank. With this presidential mandate, Casey sought and received higher budgets for intelligence and instituted an unprecedented period of personnel growth across the Intelligence Community.

On 4 December 1981, almost a year into his Administration, President Reagan issued his Executive Order on intelligence (E.O. 12333). It generally reaffirmed the functions of intelligence agencies (as outlined in the previous order) and continued most of the previous restrictions, but it set a more positive tone than its predecessor, and gave the CIA greater latitude to gather foreign intelligence within the United States and to provide assistance to law enforcement. The Executive Order also provided a new NSC structure for reviewing intelligence activities, including covert actions.19

Meanwhile, the congressional intelligence committees demonstrated a willingness to provide legislative authority sought by the Intelligence Community. In 1980, the Classified Information Procedures Act was passed to protect classified information used in criminal trials. In 1982, following the public revelation of the names of certain CIA officers that appeared to result in the murder of one officer, the Congress passed a new law making it a crime to reveal the names of covert intelligence personnel. In October 1984, Congress exempted certain operational files of the CIA from disclosure under the Freedom of Information Act. However, legislative proposals offered in 1984 calling for a fixed term for the DCI and Deputy DCI and requiring that they be career intelligence officers, were not passed.

The 1986 Goldwater-Nichols Act, which reorganized the Department of Defense and shifted authority from the military departments to the Joint Chiefs and theater commands, also had an impact on intelligence. The Defense Intelligence Agency and Defense Mapping Agency were specifically designated as combat support agencies, and the Secretary of Defense, in consultation with the DCI, was directed to establish policies and procedures to assist the National Security Agency in fulfilling its combat support functions. The Act also required that the President submit annually to Congress a report on U.S. national security strategy, including an assessment of the adequacy of the intelligence capability to carry out the strategy.

19 Neither President Bush nor President Clinton issued executive orders on intelligence that supersede E.O. 12333. It remains in effect.
1985: The Year of the Spy

Beginning in 1985, the Intelligence Community experienced an unprecedented rash of spy cases that led to numerous recommendations for change.

The defection of former CIA officer Edward Lee Howard in the spring of 1985 was followed by the arrests of John A. Walker, Jr. and Jerry A. Whitworth, Navy personnel with access to highly sensitive information; CIA employees, Sharon Scranage and Larry Wu-Tai Chin; former NSA employee, Ronald W. Pelton; FBI agent, Richard Miller; and an employee of Naval intelligence, Jonathan J. Pollard. The Walker-Whitworth, Pelton, and Howard cases dealt especially serious blows to U.S. intelligence. As the year drew to a close, a Marine guard at the U.S. Embassy in Moscow confessed to having passed information to the Soviets and was charged with allowing Soviet personnel to enter the chancery building. It was further disclosed that the U.S. had determined its new chancery in Moscow had been thoroughly bugged during its construction. Coming in close succession, these disclosures shocked the public and the Congress.

Various efforts were taken within the Executive branch to identify and correct shortcomings in counterintelligence and security. The Secretary of Defense commissioned a special inquiry into Defense policy and practice. The Secretary of State commissioned a review of embassy security, including the vulnerability of U.S. diplomatic establishments to electronic penetration. The CIA undertook an internal review of counterintelligence and its procedures for handling defectors.

The congressional intelligence committees also investigated these problems and prepared lengthy reports recommending change. In 1988, the Senate committee asked a group of distinguished private citizens, led by New York businessman Eli Jacobs, to review the progress that had been made in counterintelligence and to provide recommendations for further improvements. Their report was provided in 1989, but did not result in any legislation being enacted at the time. This was due in part to the fall of the Berlin Wall, and dramatic changes taking place in the Soviet Union, which lessened the intensity of focusing on problems with spies.

The Iran-Contra Affair and its Aftermath

In November 1986, Congress learned that representatives of the Reagan Administration, contrary to the announced policies of the Government, had sold arms to the Government of Iran in return for its assistance in securing the release of U.S. hostages held in Lebanon. Initiated by members of the NSC staff, the operation was accomplished with the assistance of some officers of the CIA and the Defense Department pursuant to a retroactive covert action “finding” signed by President Reagan in January 1986, which had never been reported to the Congress. It was also disclosed that the NSC staff members involved in the sales had overcharged the Iranians for the weapons and had used the proceeds to support the anti-Communist rebels, the “Contras,” in Nicaragua at a time when such assistance was prohibited by law. The veracity of public statements made by the President and other senior officials with knowledge of the episode appeared in doubt. CIA and other intelligence agencies were quickly drawn into the controversy, which collectively became known as the Iran-Contra affair.
A special prosecutor was appointed to look into possible criminal activity, and investigations ensued in both the Executive branch and the Congress. In December 1986, the President commissioned a Special Review Board, chaired by former Senator John Tower. Three months later, the Tower Board found that the Iran and Contra operations were conducted outside of regularly established channels and that intelligence oversight requirements had been ignored. The Board also faulted President Reagan’s management style. While not recommending organizational changes per se, the Board urged that a better set of guidelines be developed for approving and reporting covert action. The Board also recommended that Congress consider merging the two intelligence committees into a single joint committee.

In early 1987, the House and Senate formed separate investigating committees, but later agreed to form a Joint Committee for purposes of interviewing witnesses and holding hearings. After months of intense public hearings, a majority of the Committee issued a lengthy account of its work in the fall of 1987. It recommended, among other things, that a statutory Inspector General be created at the CIA and that the legal requirements for reporting covert actions to the congressional oversight committees be tightened.

Lawrence Walsh, the special prosecutor appointed in January 1987, carried on his investigation of the Iran-Contra affair for almost seven years, and brought criminal prosecutions against the key NSC figures involved, some CIA employees, and a former Secretary of Defense. President Bush later issued pardons to six of those charged.

Legislation creating a statutory Inspector General for the CIA was enacted in 1989. Although the Inspector General reported to the DCI, he could be removed only by the President. Among other things, the law required that the Inspector General submit semi-annual reports to the congressional intelligence committees, summarizing problems that had been identified and corrective actions taken.

Legislative efforts to tighten the covert action reporting requirements did not succeed for several more years. In 1988, with the election of President George Bush, a former DCI, Congress received assurances that the experience of Iran-Contra would not be repeated and that appropriate consultations would occur on future covert actions. These assurances did not put the matter to rest as far as the committees were concerned, but did serve to dampen congressional fervor to legislate precise time requirements for reporting.

1990-1995: The End of the Cold War and Retrenchment

The three years following the election of President Bush saw profound changes in the world that had enormous impacts on the Intelligence Community. In the fall of 1989, the Berlin Wall came down and Germany began the process of reunification. The Communist regimes of Eastern Europe gave way to democratic rule. In August 1990, Iraq invaded Kuwait. Shortly thereafter, the Soviet Union began to break apart with many former Soviet Republics declaring independence. In early 1991, the U.S. together with NATO allies (and the agreement of the Soviet Union) invaded Kuwait to oust the occupying Iraqi forces with a fearsome display of modern weaponry. Later in the year, Communist rule ended in Russia.
Some began to question whether an intelligence capability was needed any longer; others urged significant retrenchment. Leaders within the Intelligence Community began streamlining their agencies and reorienting toward new missions, with a greater focus on transnational threats. Congress pushed them along by proposing a new Intelligence Community structure, and mandating across-the-board reductions in personnel.

The period ended with a shocking new spy case at the CIA and renewed calls for reform.

The Gulf War

The Gulf War of 1991, brief though it was, had profound repercussions for U.S. intelligence. Never had so much information been conveyed so quickly from intelligence systems to warfighters with such devastating effect. The accuracy of U.S. precision guided weapons astounded the world. The war also highlighted the need for the United States to expand its own efforts to link intelligence systems with combat systems and to train military personnel to use these systems effectively. The U.S. recognized that the future of warfare was apt to be battles fought at a distance between opposing forces, placing a premium on the availability of intelligence on the nature and disposition of hostile forces.

Yet the Gulf War also demonstrated problems with intelligence. Initially, the Intelligence Community was not well prepared to support military operations in this locale, but given time in the fall and winter of 1990 to put together a capability, the job was done. The Joint Intelligence Center was established during the war with representation from the key intelligence agencies and provided a model of providing crisis support to military operations. Indeed, a permanent National Military Joint Intelligence Center was established shortly after the conflict at the Pentagon and later at all unified commands. Still, the war illuminated problems in disseminating imagery to the field as well as the limitations of U.S. human intelligence capabilities. In addition, a substantial problem arose with competing CIA and military assessments of the damage caused by allied bombing.

The Gates Task Forces

In 1991, after a wrenching confirmation process which provided the first public examination of the analytical process at the CIA, DCI Robert Gates undertook a comprehensive reexamination of the post-Cold War Intelligence Community. The recommendations of 14 separate task forces produced significant change: analysis would be made more responsive to decisionmakers; a formalized requirements process would be established for human source intelligence collection; new offices were created at the CIA to coordinate the use of publicly available (“open source”) information and to improve CIA support to the military. The staff of the DCI, which supported him in his Community role, was strengthened. And, after much negotiating about which entities to include, a new Central Imagery Office, under the joint control of the DCI and the Secretary of Defense, was established to coordinate imagery collection and to establish uniform standards for the interpretation and dissemination of imagery to the field.
Boren-McCurdy Legislation

While the Gates task forces were at work, legislation was introduced by the respective Chairmen of the Senate and House intelligence committees to restructure the Intelligence Community. The bills called for the creation of a Director of National Intelligence with authority over the intelligence budget as well as authority to transfer personnel temporarily from one intelligence agency to another. The DNI would continue to establish requirements and priorities for intelligence collection and serve as the President’s intelligence adviser. In this regard, the analytical element of the CIA would be transferred under the control of the DNI, leaving the remainder of the CIA to be administered by a separate agency director. The legislation also proposed a National Imagery Agency to coordinate imagery tasking, collection, processing, and dissemination.

Given the actions taken by DCI Gates to implement the results of his task forces, however, the committees did not push for enactment of their alternative proposals. Instead they opted to codify and to clarify the existing statutory framework that had been largely unchanged since 1947. The Intelligence Organization Act of 1992 (enacted as part of the Intelligence Authorization Act for 1993) for the first time defined the Intelligence Community by law, enunciated the three roles of the DCI, set forth the authorities and responsibilities of the DCI in relation to other elements of the Intelligence Community, and articulated the responsibilities of the Secretary of Defense for the execution of national intelligence programs. Among other things, the Secretary was required to consult with the DCI prior to appointing the Directors of the NSA, the NRO, and the DIA.

Congress continued to debate whether the intelligence budget should be declassified. In 1991 and 1992, Congress passed non-binding “Sense of Congress” resolutions urging the President to make public the aggregate funding for intelligence. President Bush declined to do so, as did President Clinton in 1993.

The Vice President’s National Performance Review

In 1993, as part of the Clinton Administration’s overall effort to “reinvent” government, a team from the Vice President’s National Performance Review looked at the Intelligence Community and suggested that several actions be taken to consolidate activities and build a sense of Community in order to be more efficient and to better serve customers. The review found that the Community was too often drawn apart by the competition for new programs and budget allocations and recommended rotational assignments among agencies as a means of promoting a broader, more collegial perspective. The review’s recommendation that the Intelligence Oversight Board be merged into the President’s Foreign Intelligence Advisory Board was accomplished by Executive Order in September 1993.

The Ames Spy Case

In February 1994, Aldrich H. Ames, a CIA employee with almost 30 years experience in operations, was charged with spying for the Soviet Union since at least 1985.

---

20 In 1992, as the legislation was under consideration, the President declassified the fact of the NRO’s existence.
During this period, he was alleged to have disclosed virtually all of the CIA’s active Soviet agents, many of whom were later executed or imprisoned. In May, Ames and his wife pled guilty and were sent to prison.

The ensuing investigations by the CIA Inspector General and by the congressional intelligence committees reported that Ames had exhibited serious personal problems and a penchant for exorbitant spending which should have brought him under security scrutiny. The investigations also highlighted problems in coordinating counterintelligence cases between the FBI and the CIA. Notwithstanding the seriousness of Ames’ disclosures and the numerous shortcomings on the part of CIA officers, DCI Woolsey meted out what were perceived as relatively mild disciplinary measures. The confidence of the public and the Congress in the CIA appeared considerably eroded.

In the fall of 1994, new legislation was enacted to improve counterintelligence and security practices across the Intelligence Community, and, in particular, to improve the coordination between the FBI and CIA. In addition, the President created a new bureaucratic framework for handling counterintelligence matters, to include the placement of FBI counterintelligence specialists within the CIA.

**The Creation of a New Commission**

Even before the Ames case provided the immediate impetus, the congressional intelligence committees anticipated that the Executive branch would conduct a comprehensive review of the Intelligence Community. When this failed to materialize, the Senate committee, and, in particular, its Vice Chairman, Senator John Warner, developed legislation to establish a commission to study the roles and capabilities of intelligence agencies in the post-Cold War era, and to make recommendations for change. The legislation was approved in October 1994, as part of the Intelligence Authorization Act for 1995.²¹

²¹ See Appendix E for the text of the Commission’s charter.
An Overview of the Intelligence Community

The U.S. Intelligence Community is a large, complex structure, organized and operated pursuant to a multitude of laws, executive orders, policies, and directives. Aspects of its organization and operation are discussed in detail within the body of this report. The purpose of the following discussion is to provide an overall, admittedly simplistic, picture of the Community and how it functions, and to serve as a primer for those unfamiliar with the subject.

The essential role of intelligence is not difficult to understand. It is to provide timely, relevant information to U.S. policymakers, decisionmakers, and warfighters. Accomplishing this mission involves tasking, collecting, processing, analyzing, and disseminating intelligence, commonly referred to as the “intelligence cycle.”

Part One: The Intelligence Cycle

The intelligence cycle drives the day-to-day activities of the Intelligence Community. In the cycle, the consumer of intelligence sets forth a need for information that is relayed to the requirements prioritization committees of the Intelligence Community who then lay the validated requirement on the respective intelligence collection agencies. The collected intelligence information is processed, analyzed, and reported simultaneously to the customer and to the Community’s all-source analyst who combine it with other intelligence and open-source information to produce a finished intelligence report or assessment of the data. The customer has the option of providing feedback on the degree to which his need has been met and asking for further analysis or additional collection, if required.
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Collection and Analysis

I. What are Consumer Needs?

The consumer requests information from intelligence agencies that is not otherwise available and that bears on decisions that he or she expects to confront in the course of their duties. In some cases, the request is simple and is made to satisfy an immediate requirement: “tell me about a foreign leader or a foreign airfield”. In other cases, consumer needs are stated in documents that provide overall guidance to the Intelligence Community. For example, on March 5, 1995, President Clinton issued a Presidential Decision Directive (PDD) which established priorities for intelligence collection and analysis of specific issues. Previous administrations have issued similar documents, which, together with the specific requirements levied by users within the departments and agencies of the Executive branch, serve as guidance for the Director of Central Intelligence and the members of the Intelligence Community. These requirements can be adjusted on an as needed basis to cope with unexpected developments.

II. Collection and the Collectors

Upon receiving tasking from consumers, the Intelligence Community seeks to fulfill the requirements. There are four primary collection “disciplines” that the Intelligence Community utilizes.

♦ Human source intelligence, or HUMINT, is the operational use of individuals who know or have access to sensitive information that the Intelligence Community deems important to its mission. The Central Intelligence Agency and the Defense HUMINT Service, an element of the Defense Intelligence Agency, are the primary collectors of HUMINT.

♦ Signals intelligence, or SIGINT, consists of information obtained from intercepted communications, radars, or data transmissions. The National Security Agency is the primary collector. Within the SIGINT discipline, there are subcategories of communications intelligence, electronic intelligence (essentially emanations from radars), and foreign instrumentation signals intelligence (such as automated data from space vehicles).

♦ Imagery, or IMINT, is the use of space-based, aerial, and ground-based systems to take electro-optical, radar, or infrared images. The Central Imagery Office coordinates imagery collection and processing.

♦ Measurement and Signature Intelligence, or MASINT, is the collection of technically derived data that describes distinctive characteristics of a specific event such as a nuclear explosion. The Defense Intelligence Agency and the military services are the primary MASINT collectors.

Central Intelligence Agency: The CIA engages in collection across all four disciplines through two of its Directorates—the Directorate of Operations and the Directorate of Science and Technology.
The Directorate of Operations has the primary responsibility for clandestine human collection of foreign intelligence. It also collects foreign intelligence from individuals and organizations who reside in the United States.

The Directorate of Science and Technology (DS&T) provides support to CIA and the Intelligence Community in the collection, processing, and exploitation of intelligence. This includes research, development, acquisition, and operation of technical systems. For open source and imagery exploitation, the DS&T provides services of common concern through its Foreign Broadcast Information Service and the National Photographic Interpretation Center. For HUMINT, the DS&T provides a wide range of technical support, including agent communications.

Department of Defense Collectors:

National Security Agency (NSA): NSA has responsibility for the establishment and operation of a unified organization for the conduct of signals intelligence activities, and for carrying-out collection, processing, analysis, and reporting of signals intelligence activities for national foreign intelligence purposes in accordance with guidance from the Director of Central Intelligence. Its Director reports to the Secretary of Defense.

Defense Intelligence Agency (DIA): DIA’s principal mission is not collection, but the provision of substantive intelligence support to the Secretary of Defense, the Chairman of the Joint Chiefs of Staff, the commanders of the unified commands, and some non-DoD agencies. DIA also coordinates and undertakes MASINT collection, as well as administers the Defense HUMINT Service and the Defense Attache System.

The National Reconnaissance Office (NRO): The NRO is responsible for research and development, acquisition, and operation of space borne collection systems which are used by the intelligence collection agencies for signals intelligence, imagery, and other collection. The NRO is an organization of the Department of Defense, whose Director is also Assistant Secretary of the Air Force for Space. The Secretary of Defense exercises ultimate responsibility for management and operation of the NRO in concert with the Director of Central Intelligence who establishes collection priorities and requirements.

The Defense Airborne Reconnaissance Office (DARO): An element within the Office of the Secretary of Defense, the DARO is responsible for research, development and acquisition of defense airborne reconnaissance capabilities, including manned and unmanned aerial vehicles. In contrast to the NRO, DARO is not responsible for the operation of airborne reconnaissance capabilities, which are the province of the military departments or unified commands.

Central Imagery Office (CIO): The CIO coordinates imagery collection across the Intelligence Community and promulgates uniform standards and policy to govern imagery exploitation and dissemination. [Note: A new organization, the National Imagery and Mapping Agency, has been proposed to consolidate most imagery and mapping organizations, including the CIO, by October 1, 1996.]
The Military Services: Each military service undertakes collection, analysis, and reporting activities in each of the four collection disciplines in response to national, departmental, theater and tactical requirements. Some collection activities are undertaken at the departmental level; others, by elements assigned to service or joint commands.

**Army Intelligence** is headed by the Deputy Chief of Staff for Intelligence who has overall responsibility for the management of collection by Army organizations. This responsibility is exercised through the US Army Intelligence and Security Command.

**Navy Intelligence** is headed by the Director of Naval Intelligence, who commands the Office of Naval Intelligence, the principal operating arm. The Naval Security Group collects signals intelligence for the fleet and for national consumers as part of the national signals intelligence system.

**Air Force Intelligence** is headed by the Assistant Chief of Staff, Intelligence. The chief operating element is the Air Intelligence Agency.

**Marine Corps Intelligence** is headed by the Director of Intelligence who is the Commandant’s principal staff officer and functional manager for intelligence matters.

**III. Analysis and the Analysts**

Once intelligence has been collected, it is typically processed, analyzed, and reported by analysts at the collecting agency who determine its relevance to existing validated requirements. This “raw” or “current” intelligence is then reported electronically or in printed form to the customers and to the all-source analytic organizations in the Intelligence Community. The all-source intelligence organizations, principally CIA and DIA, meld these reports with other information available from other intelligence and open sources and provide analytic statements, assessments, and reports on the significance of the information. Such all-source analyses may be performed on topics of long term interest and broad scope, which are called “estimates,” or they may pertain to ongoing or transient events of immediate interest to policymakers.

**The National Intelligence Council** (NIC): The NIC is an analytical organization under the Director of Central Intelligence which has responsibility for producing longterm estimative intelligence. The NIC presently comprises twelve National Intelligence Officers, who are senior analysts assigned specific issues or regions to cover, and are responsible for the coordination and preparation of estimates within their respective areas. All estimates prepared by the NIC are sent to the National Foreign Intelligence Board (composed of representatives of the Intelligence Community agencies) for approval prior to being issued.

**The Central Intelligence Agency’s Directorate of Intelligence** (DI): The DI is the all-source analytical arm of the CIA, producing current intelligence and longer studies, including national estimates tasked by the National Intelligence Council, for U.S. policymakers and decisionmakers. Organized into functional and geographic offices, the DI reports on political, military and economic developments.
The Department of State’s Bureau of Intelligence and Research (INR): INR provides intelligence support to the Secretary of State and other Department of State officials. The head of INR is an Assistant Secretary of State who serves as the Secretary’s principal adviser on intelligence issues. INR is organized into offices covering regional geographic areas and specific issues. Its principal publication is the daily “Secretary’s Morning Summary” which is provided to the Secretary wherever he may be on the globe.

Department of Defense Analytical Organizations:

The Defense Intelligence Agency (DIA): Intelligence analysis is the principal responsibility of the DIA which is charged with providing intelligence support to the Secretary of Defense and his staff, the Organization of the Joint Chiefs of Staff, the unified commands, and the military departments on general military topics. Analytical support is coordinated and performed principally by the National Military Intelligence Production Center. DIA also has responsibility for ensuring that the intelligence analysis performed by other elements of the Department of Defense does not duplicate what is being performed by other elements of DoD or by the CIA.

The Military Services: The four military services have specific analytical organizations which produce intelligence for their respective services, the unified commands and DIA.

Army: The Army’s analytical arm is the National Ground Intelligence Center which produces all-source analysis on the capabilities, vulnerabilities, and threats posed by or projected for, foreign ground and security forces.

Navy: The Navy’s analytical arm is the National Maritime Intelligence Center of the Office of Naval Intelligence. Its responsibilities include analysis of the design and construction of foreign surface ships, collection and analysis of acoustic information on foreign sensor systems, ocean surveillance systems, submarine platforms, and undersea weapons systems.

Air Force: The Air Force’s analytical organization is the National Air Intelligence Center which produces finished intelligence assessments of aerospace related issues.

Marine Corps: The Marine Corps’ analytical organization is the Marine Corps Intelligence Activity which provides threat assessments and estimates used for acquisition decisions and for planning military operations.

The Nine Unified Commands: Each of the nine unified commands—United States Atlantic Command (ACOM), United States Central Command (CENTCOM), United States European Command (EUCOM), United States Pacific Command (PACOM), United States Southern Command (SOUTHCOM), United States Space Command (SPACECOM), United States Special Operations Command (SOCOM), United States Strategic Command (STRATCOM) and United States Transportation Command (TRANSCOM)—has a Joint Intelligence Center which, among other things, produces finished intelligence analysis for its Commander-in-Chief (CINC) and the forces subordinate to the CINC.
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The Department of Energy: DOE’s Office of Intelligence overtly collects information and produces classified and unclassified analyses of foreign energy and technology developments, particularly those concerning nuclear proliferation and weapons of mass destruction. The Office works for the Secretary of Energy as well as for the Government as a whole. DOE also participates in the production of national estimates in its area of expertise.

The Department of Treasury: Treasury’s Office of Intelligence Support provides specialized analyses to the Secretary and his or her staff on international economic, financial and security affairs, and participates in national estimates on these topics.

IV. Intelligence Products and Dissemination

Intelligence products are conveyed in many forms: raw message traffic, daily electronic and printed publications, video conferences, briefings, longterm studies, secure telephone calls, and personal meetings with individual analysts. Increasingly, intelligence products are being stored in computer data banks that allow consumers to retrieve (“pull”) them electronically as needed. The Intelligence Community constantly strives to disseminate its products in a manner and in a form that best suits its consumers. Where necessary, it will tailor support to meet the needs of individual users.

V. Counterintelligence

Federal Bureau of Investigation: The FBI’s National Security Division is the Government’s primary counterintelligence organization. It provides support to the Intelligence Community through investigations, monitoring, and analyses of foreign counterintelligence threats, and by conducting operations against hostile intelligence services operating within the United States. The FBI also has principal responsibility for investigating terrorist activities within the United States.

Other Departments and Agencies: A number of other departments and agencies maintain counterintelligence elements to protect their own operations and activities, to include the CIA, the Army, the Navy, the Air Force, and the Department of Energy.

VI. Covert Action

Covert action is an activity of the U.S. Government designed to influence governments, events, organizations, or persons in support of U.S. foreign policy in a manner that is not attributable to the United States. Covert actions may involve political, economic, propaganda, or paramilitary activities. U.S. law requires that all covert actions be approved by the President in a written “finding” and that notification be given to the two intelligence committees of the Congress. Once approved, covert actions are typically carried out by the CIA’s Directorate of Operations with such assistance as may be necessary from the Department of Defense or other members of the Intelligence Community as may be directed by the President.
Part Two: Managing the Community

I. The Director of Central Intelligence

Under the National Security Act of 1947, the DCI serves three principal functions. He is the principal intelligence adviser to the President, the head of the Intelligence Community, and the head of the CIA. As head of the Intelligence Community, the DCI is charged with directing and coordinating the national foreign intelligence activities of the U.S. Government, but exercises direct line authority over only the CIA and the staff organizations which support him in his non-CIA functions: the National Intelligence Council, which prepares national estimates; and the Community Management Staff, which assists the DCI in his Community functions. These latter functions include the preparation of the annual budget for the National Foreign Intelligence Program, evaluation of the Community’s performance, the development of longterm plans, and the coordination of Community-wide programs.

In addition, the DCI chairs two advisory boards, composed of representatives of Intelligence Community agencies:

The National Foreign Intelligence Board (NFIB): The NFIB is responsible for approving all National Intelligence Estimates, for coordinating interagency intelligence exchanges and the numerous bilateral relationships with foreign nations that share intelligence with the United States, and for developing policy for the protection of intelligence sources and methods.

The Intelligence Community Executive Committee (IC/EXCOM): The IC/EXCOM serves as the DCI’s principal senior advisory group on national intelligence policy and resource issues. It advises the DCI on issues pertaining to the budget, setting requirements and priorities, evaluation, and intelligence policy formulation and implementation. The IC/EXCOM is chaired by the DCI, and includes the Deputy DCI, the Deputy Secretary of Defense, the Vice Chairman, Joint Chiefs of Staff, the Directors of NSA, NRO, and CIO, and DIA, the Assistant Secretary of State for Intelligence and Research, the Chairman of the National Intelligence Council, the Executive Directors for Intelligence Community Affairs and for the CIA, as well as others with key responsibilities in the intelligence area, including the Assistant Secretary of Defense for Command, Control, Communications, and Intelligence, and the Under Secretary of Defense for Acquisitions and Technology.

II. Managing Collection

As a general proposition, requirements validation and prioritization are managed according to collection discipline (e.g. SIGINT, HUMINT, IMINT, etc.) with each discipline having its own structure for translating the validated requirements into collection activities in its area. Mechanisms also exist to ensure that information about possible targets for collection is shared across disciplines.
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SIGINT

The SIGINT activities conducted by NSA, CIA, the military services and other elements of the Government are collectively known as the United States SIGINT System. The Director of NSA, as designated manager for all national signals intelligence activities, is responsible to the DCI for receiving and meeting national SIGINT requirements and for submitting budgetary requirements for the SIGINT system.

HUMINT

The DCI provides overall direction for the collection of human source intelligence by elements of the Intelligence Community to ensure that the risks to the United States and those involved in such collection are minimized. In 1992, the National HUMINT Requirements Tasking Center was created to coordinate both overt and clandestine HUMINT collection across the Intelligence Community. The Deputy Director of Operations at the CIA is the manager for HUMINT.

IMINT

The Central Imagery Office (CIO) is charged with ensuring responsive imagery support (IMINT) to the Intelligence Community, the Department of Defense, the National Security Council, and other departments and agencies. CIO has created the United States Imagery System (USIS), modeled after the SIGINT system, to encourage a cooperative effort among the collectors, producers and users of imagery. CIO also administers a special committee that meets daily to determine the tasking for national imagery collection systems. It, too, has the ability to make adjustments to cover unexpected developments.

MASINT

The Defense Intelligence Agency’s Central Measurements and Signature Intelligence Office (CMO) is the designated collection manager of MASINT. The CMO tasks the elements of the Government that collect MASINT to fulfill national and tactical intelligence requirements.

III. Managing Intelligence Analysis

Contrasted with collection, a minimal effort is made to centrally manage intelligence analysis. While the DCI maintains an interagency committee that monitors production in the Intelligence Community, departments and agencies who maintain analytical capabilities are generally left to manage their own. For the most part, the analysis performed by one agency is shared with the others and an awareness of what is being produced is maintained on an informal basis between analysts.

Within DoD, where separate analytical capabilities are maintained within DIA, the military departments, and the unified commands, DIA does coordinate intelligence production among DoD components, attempting to prevent duplication and overlap in the analysis being produced.
Part Three: the Intelligence Budget

U.S. expenditures for intelligence are allocated among three distinct programs or aggregations: the National Foreign Intelligence Program (NFIP), the Joint Military Intelligence Program (JMIP) and the Tactical Intelligence and Related Activities aggregation (TIARA). The NFIP is controlled by the Director of Central Intelligence. JMIP and TIARA are controlled by the Secretary of Defense.

National Foreign Intelligence Program: The NFIP consists of the budgets for the elements of the Intelligence Community that are responsible for collecting and analyzing intelligence to primarily fulfill national-level requirements. The agencies within the Intelligence Community that are part of the NFIP are: the Central Intelligence Agency, the National Security Agency, the Defense Intelligence Agency, the National Reconnaissance Office, the Central Imagery Office, and the intelligence elements of the military services, the Departments of State, Justice, Energy and Treasury. Also funded by the NFIP are the National Intelligence Council, the Community Management Staff, and several DCI centers. The Director of Central Intelligence provides guidance for the development of the component parts of the program, reviews and approves budget submissions by these component parts, and ultimately approves the NFIP budget and presents it to the President and the Congress.

Joint Military Intelligence Program: Under the authority of the Secretary of Defense, the JMIP encompasses military intelligence activities that support Defense-wide objectives as opposed to the requirements of a single military service. Intelligence produced by these activities may also support national requirements. Although intelligence assets funded in the JMIP may belong to a particular service, they are used to support joint service operations in each theater. The JMIP consists of four Defense programs—a signals intelligence program, an imagery program, a mapping, charting, and geodesy program, and the Defense General Intelligence and Applications program. The Deputy Secretary of Defense serves as program manager for the JMIP, assisted by the Assistant Secretary of Defense for Command, Control, Communications and Intelligence.

Tactical Intelligence And Related Activities: Also under the authority of the Secretary of Defense, TIARA is an aggregation of intelligence activities funded by each of the military services to satisfy their specific tactical requirements. Since TIARA assets serve the individual services, there is no single program manager. The services annually submit a list of the activities they intend to fund within this aggregation to the Assistant Secretary of Defense for Command, Control, Communications and Intelligence who attempts to ensure their consistency with intelligence programs being funded in JMIP and NFIP.

I. The Intelligence Budget —A Frame of Reference

Each year, the President—in consultation with the Secretary of Defense, the Assistant to the President for National Security Affairs and the Director of the Office of Management and Budget—determines the overall budget request for the Department of Defense based on national security needs and projected levels of inflation.
Within the level established for Defense, most of the funding for NFIP, and all of the funding for JMIP and TIARA, are included. (A small percentage of the NFIP which funds intelligence for non-Defense agencies is not included in the Defense budget.) The amount to be allocated to NFIP activities is decided by the Secretary of Defense and the DCI. The amount to be allocated to JMIP is determined by the Secretary of Defense, and the amounts to be allocated to TIARA are determined by each of the military departments separately, subject to the overall authority of the Secretary of Defense.

Each of these amounts is classified and, thus, cannot be found in clearly identifiable line items in the DoD budget. Rather, they are scattered among various line items not identified to the intelligence function per se.

II. The Budget Formulation Process

Once the top line spending level for the NFIP has been determined, the DCI issues guidance to the NFIP program managers¹ to formulate budgets for their intelligence programs that will fulfill the national intelligence needs of the Government. The proposals are then developed and forwarded to the DCI’s Community Management Staff (CMS) and the Office of Management and Budget. The CMS assures that the budgets reflect the DCI’s priorities and those of intelligence customers. OMB determines if the total funding is in line with the President’s priorities, and if individual programs within the NFIP are being funded at appropriate levels.

Although the DCI is responsible for formulating the NFIP budget, it is in fact a cooperative effort with the Secretary of Defense. Since most of the NFIP program managers head agencies within the Department of Defense, their budgets will also reflect Defense requirements and priorities. The DCI’s Community Management Staff also must assess what Defense intends to fund through JMIP and TIARA in order to arrive at the national program. In recent years, this coordination between national and defense programs has been particularly strong. Once the budget for the NFIP has been approved by the DCI, it is sent to the President and the Congress.

Where JMIP and TIARA are concerned, the budget formulation process occurs within the Department of Defense. The Assistant Secretary of Defense for Command, Control, Communications, and Intelligence plays the principal support role in packaging JMIP programs, whereas the military services build the TIARA program submissions. These two aggregations along with the Defense portion of the NFIP are reviewed by the Expanded Defense Resources Board, co-chaired by the Deputy Secretary of Defense and by the DCI, with senior representatives of the Joint Chiefs of Staff, and other senior producers and consumers of intelligence as members. Upon completion of the review, the JMIP and TIARA budget submissions are sent to the Secretary of Defense for final approval and forwarding to the President.

¹ For example, the NFIP Program Managers for the largest NFIP programs are the Directors of NRO, NSA, and DIA and the Executive Director of the CIA.
III. Congressional Authorization and Appropriations Process

Upon completion, the three intelligence budgets are included in the President’s budget which is normally submitted to Congress in February each year for authorization and appropriations. The Senate and House intelligence committees authorize appropriations for the NFIP budget. The House intelligence committee also has jurisdiction over JMIP and TIARA, whereas in the Senate authorization rests with the Armed Services Committee. The Senate intelligence committee does, however, make formal recommendations to the Armed Services Committee with respect to both programs.

Appropriations for most of the NFIP and all of the JMIP and TIARA are contained in the annual Defense appropriation bill. The appropriations for non-Defense intelligence elements are contained in the appropriation bill pertaining to their respective department or agency.

After hearings in the spring, authorization and appropriation bills normally reach the floor of each House of Congress in the summer, and reach the President in the fall.

Part Four: Oversight and Accountability

Like other government agencies, agencies within the Intelligence Community are subject to the laws of the United States (including the treaty obligations of the United States), the policies of the President, and their own internal directives. To ensure compliance with these laws and policies, intelligence agencies are subjected to oversight by elements within their own organizations as well as by external elements. The external elements include oversight mechanisms both in the Congress and in the Executive branch.

I. Internal Mechanisms

Each element of the Intelligence Community is subject to the jurisdiction of an Inspector General, either within their own organization or within their parent organization.

The CIA’s Inspector General is appointed by the President and confirmed by the Senate and is responsible for investigating any alleged improprieties or program mismanagement within the CIA. The CIA Inspector General submits semiannual reports of his activities to the two congressional intelligence committees and must report directly to these committees under certain circumstances.
The Department of Defense also has an Inspector General created by statute who reports to the Secretary of Defense and whose jurisdiction extends to all of the intelligence elements of the Department of Defense. In addition, each such element (e.g. NSA, CIO, DIA, NRO) has its own non-statutory Inspector General, appointed by the head of the Agency, who performs oversight.

Non-Defense intelligence elements similarly are subject to oversight by independent Inspectors General. For example, the Bureau of Intelligence and Research at the Department of State is subject to oversight by the State Department Inspector General, and the FBI’s National Security Division, by the FBI Inspector General.

The General Counsels of intelligence agencies also perform an oversight function, reviewing proposed and ongoing activities to ensure their compliance with law and policy.

II. External Mechanisms

The Intelligence Community is also subject to external oversight from the Executive and Legislative branches. Within the Executive, the Intelligence Oversight Board, a standing committee of the President’s Foreign Intelligence Advisory Board, exercises overall oversight of the Community’s activities, including the responsibility to oversee the functioning of the agencies’ internal oversight mechanisms. In addition, the Office of Management and Budget plays a role in ensuring consistency with the President’s program. Within the Congress, principal oversight responsibility rests with the two intelligence committees, but other committees occasionally become involved in an oversight role.

President’s Foreign Intelligence Advisory Board (PFIAB): The PFIAB is an entity within the Executive Office of the President formed “to assess the quality, quantity, and adequacy” of intelligence collection, analysis, counterintelligence, and other activities of the Intelligence Community. The PFIAB reports directly to the President, and provides recommendations for actions to improve and enhance the performance of intelligence efforts. It also examines issues raised by the President or the Director of Central Intelligence and can make recommendations directly to the DCI. Membership of the PFIAB consists of not more that 16 persons appointed by the President.

President’s Intelligence Oversight Board (IOB): Once a separate organization under the President, the IOB was made a standing committee of the PFIAB in 1993. The IOB is composed of four members of the PFIAB appointed by the Chairman of the PFIAB. The IOB conducts independent oversight investigations as required and reviews the oversight practices and procedures of the inspectors general and general counsels of intelligence agencies.

Office of Management and Budget (OMB): OMB is part of the Executive Office of the President. It reviews intelligence budgets in light of presidential policies and priorities, clears proposed testimony, and approves draft intelligence legislation for submission to Congress.
The Congress

Principal oversight responsibility rests with the two intelligence committees. By law, the President must ensure that these two committees are kept “fully and currently” informed of the activities of the Intelligence Community, including any “significant anticipated intelligence activities.” Notice is also required to be provided to both committees of all covert action programs approved by the President as well as all “significant intelligence failures.”

Senate Select Committee on Intelligence (SSCI): The membership of the SSCI has ranged from 13 to 17, with the majority party in Congress having one more member than the minority. Members of the SSCI serve 8-year terms. In addition to its role in annually authorizing appropriations for intelligence activities, the SSCI carries out oversight investigations and inquiries as required. It also handles presidential nominations referred to the Senate for the positions of DCI, Deputy DCI, and Inspector General of CIA, and reviews treaties referred to the Senate for ratification as necessary to determine the ability of the Intelligence Community to verify the provisions of the treaty under consideration.

House Permanent Select Committee on Intelligence (HPSCI): The membership of the HPSCI is currently set at 19 members and is proportional to the partisan makeup of the entire House of Representatives. Members may be appointed for terms up to eight years. Like its Senate counterpart, the HPSCI conducts oversight investigations and inquiries in addition to processing the annual authorization of appropriations for intelligence.

Other Committees: In addition to the intelligence committees, other congressional committees occasionally become involved in oversight matters by virtue of their overlapping jurisdictions and responsibilities. The armed services committees of each House, for example, exercise concurrent jurisdiction over DoD intelligence activities; and the judiciary committees in each House exercise concurrent jurisdiction over FBI intelligence activities.
List of Witnesses

The following is a list of witnesses who appeared before the Commission in open or closed sessions. Affiliations listed are as of the date of the appearance.

**March 16, 1995**

**Washington, D.C.**

- **Richard L. Haver**, *Executive Director*, Intelligence Community Affairs
- **Adm. William O. Studeman, USN**, *Acting Director of Central Intelligence; Deputy Director of Central Intelligence; former Director, National Security Agency*

**March 17, 1995**

**Washington, D.C.**

- **Lt. Gen. James R. Clapper, Jr., USAF**, *Director*, Defense Intelligence Agency
- **William P. Crowell**, *Deputy Director*, National Security Agency
- **Louis J. Freeh**, *Director*, Federal Bureau of Investigation
- **Toby T. Gati**, *Assistant Secretary of State for Intelligence and Research*
- **Keith R. Hall**, *Deputy Assistant Secretary of Defense, Intelligence & Security*
- **Jeffrey K. Harris**, *Director*, National Reconnaissance Office & Assistant Secretary of the Air Force for Space
- **Leo Hazlewood**, *Executive Director*, Central Intelligence Agency

**April 6, 1995**

**Washington, D.C.**

- **Nancy Bone**, *Director*, National Photographic Interpretation Center
- **Dr. Annette Krygiel**, *Director*, Central Imagery Office
Appendix C

Maj. Gen. John A. Leide, USA, Director, National Military Intelligence Collection Center, Defense Intelligence Agency

Vice Adm. John M. McConnell, USN, Director, National Security Agency

Hugh E. Price, Deputy Director for Operations, Central Intelligence Agency

April 7, 1995

Washington, D.C.

Joan Dempsey, Director, National Military Intelligence Production Center, Defense Intelligence Agency

Toby T. Gati, Assistant Secretary of State for Intelligence and Research

Jeffrey K. Harris, Director, National Reconnaissance Office & Assistant Secretary of the Air Force for Space

Maj. Gen. John A. Leide, USA, Director, National Military Intelligence Collection Center, Defense Intelligence Agency

Dr. Joseph Markowitz, Director, Community Open Source Program Office, Central Intelligence Agency

Douglas J. MacEachin, Deputy Director for Intelligence, Central Intelligence Agency

Dr. Christine Williams, Chair, National Intelligence Council

April 18, 1995

Cambridge, Massachusetts

Graham T. Allison, Jr., Professor, John F. Kennedy School of Government, Harvard University

Robert Art, Professor, Brandeis University

Michael C. Desch, Professor, Olin Institute for Strategic Studies, Harvard University

Samuel P. Huntington, Professor and Director of the Olin Institute for Strategic Studies, Harvard University
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Ernest R. May, Professor and Director of the Warren Center for Studies in American History, Harvard University

Anthony G. Oettinger, Professor, Harvard University

Richard Pipes, Professor, Harvard University

Steven P. Rosen, Professor and Associate Director of the Olin Institute for Strategic Studies, Harvard University

Harvey M. Sapolsky, Professor, Massachusetts Institute of Technology

Philip Zelikow, Associate Professor, John F. Kennedy School of Government, Harvard University

April 20, 1995

Milwaukee, Wisconsin

Tim Cullen, President, Government Programs Division, Blue Cross & Blue Shield United of Wisconsin

Kristine M. Krause, Vice President, Wisconsin Electric Power Company

James A. Wier, Executive Vice President, Briggs & Stratton Corporation

John Yingling, Vice President and Director, Government Affairs, Firstar Corporation

May 5, 1995

Williamsburg, Virginia

Lt. Gen. James R. Clapper, Jr., USAF, Director, Defense Intelligence Agency

Leo Hazlewood, Executive Director, Central Intelligence Agency

May 6, 1995

Williamsburg, Virginia

Robert M. Gates, former Director of Central Intelligence

June 1, 1995

Washington, D.C.

Dr. Joseph S. Nye, Jr., Assistant Secretary of Defense for International Security Affairs; former Chairman, National Intelligence Council

Dr. William J. Perry, Secretary of Defense
Appendix C

Lt. Gen. Brent Scowcroft, USAF (Ret.), former Assistant to
the President for National Security Affairs

June 2, 1995

Washington, D.C.

Ronald H. Brown, Secretary of Commerce

Ambassador Robert L. Gallucci, Ambassador-at-Large

Ambassador Mickey Kantor, United States Trade
Representative

Adm. William A. Owens, USN, Vice Chairman, Joint Chiefs
of Staff

July 14, 1995

Washington, D.C.

Richard M. Helms, former Director of Central Intelligence

Douglas J. MacEachin, Deputy Director for Intelligence,
Central Intelligence Agency

John N. McMahon, former Deputy Director of Central
Intelligence

Judge William H. Webster, former Director of Central
Intelligence; former Director, Federal Bureau of
Investigation

R. James Woolsey, former Director of Central Intelligence

August 3, 1995

Washington, D.C.

Larry Cox, Vice President, Washington Operations, David
Sarnoff Research Center

Dr. Richard O. Hundley, Senior Physical Scientist,
RAND Corporation

Anthony Lake, Assistant to the President for National
Security Affairs

Robert D. Steele, President, Open Source Solutions Group

August 4, 1995

Washington, D.C.

Minoru Sam Araki, President, Lockheed Martin Missiles &
Space Company, Inc., Lockheed Martin
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James W. Boginis, Vice President, Management & Data Systems, Washington Special Projects Office, Lockheed Martin

John M. Deutch, Director of Central Intelligence

Ken K. Kobayashi, General Manager, Systems Applications, Hughes Space & Communications Company

Tidal W. McCoy, Vice President for Government Relations, Thiokol Corporation

Randolph Pherson, Global Visions Group

Paul J. Redmond, Jr., Associate Deputy Director for Operations/Counterintelligence, Central Intelligence Agency

Jeffrey T. Richelson, Author


Michael J. Waguespack, Director, National Counterintelligence Center

David Wise, Author

September 16, 1995 Xerox Training & Conference Center, Leesburg, Virginia

David S.C. Chu, RAND Corporation

Arnold Kanter, RAND Corporation

John Y. Schrader, RAND Corporation

October 12, 1995 Washington, D.C.


Richard D. Calder, Chief, Operations and Resources Management Staff, Directorate of Operations, Central Intelligence Agency

Jeremy Clark, Acting Deputy Assistant Secretary of Defense, Intelligence & Security
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Rear Adm. Michael W. Cramer, USN, Director of Naval Intelligence

Dennis Fitzgerald, Director, Office of Systems Applications, National Reconnaissance Office

Maj. Gen. Patrick M. Hughes, USA, Director for Intelligence (J-2), The Joint Staff

Lt. Gen. Paul E. Menoher, USA, Deputy Chief of Staff for Intelligence, U.S. Army

Lt. Gen. Kenneth Minihan, USAF, Director, Defense Intelligence Agency

Maj. Gen. David Richwine, USMC, Assistant Chief of Staff, Command, Control, Communications, Computer and Intelligence; Director of Intelligence, U.S. Marine Corps

November 9, 1995 Washington, D.C.

Eugene Armstrong, Ames Damage Assessment Team, Central Intelligence Agency

Vice Adm. Dennis C. Blair, USN, Associate Director of Central Intelligence for Military Support

Dr. Richard N. Cooper, Chairman, National Intelligence Council

Jack Davis, former analyst, Central Intelligence Agency

Lloyd Feldman, Ames Damage Assessment Team, Central Intelligence Agency

Allan E. Goodman, Professor, Georgetown University

John E. McLaughlin, Vice Chairman for Estimates, National Intelligence Council

January 19, 1996 Washington, D.C.

William P. Barr, Senior Vice President and General Counsel, GTE Corporation; former Attorney General
Frank C. Carlucci, Chairman, Carlyle Group; former Secretary of Defense; former Assistant to the President for National Security Affairs; former Deputy Director of Central Intelligence

Hank Cohen, representing the American Foreign Service Association; former Ambassador

Dr. Richard N. Haass, Director of National Security Programs and Senior Fellow, Council on Foreign Relations; former Senior Director for Near East and South Asian Affairs, National Security Council Staff

Adm. Bob R. Inman, USN (Ret.), former Director, National Security Agency; former Deputy Director of Central Intelligence

James R. Lilley, Director of Asian Studies, American Enterprise Institute; former Ambassador to the People’s Republic of China and Ambassador to the Republic of Korea

Dr. Joseph S. Nye, Jr., Dean, John F. Kennedy School of Government, Harvard University; former Assistant Secretary of Defense for International Security Affairs; former Chairman, National Intelligence Council

February 2, 1996 Washington, D.C.

John M. Deutch, Director of Central Intelligence
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Kenneth Michael Absher, former Central Intelligence Agency official

Gordon Adams, Associate Director, National Security & International Affairs, Office of Management & Budget

Madeleine Albright, Ambassador to the United Nations

Dr. John Alger, Dean, School of Information Warfare and Strategy, National Defense University

Joseph Amato, former National Security Agency official

Duane P. Andrews, Vice President, SAIC; former Assistant Secretary of Defense, C3I

Minoru Sam Araki, President, Lockheed Martin Missiles & Space Company, Inc., Lockheed Martin

Bernard Aronson, former Assistant Secretary of State for Inter-American Affairs

Allen B. Ashby, Business Development Director, Boeing Space Systems

Norm Augustine, CEO, Lockheed Martin

Charles Battaglia, Staff Director, Senate Select Committee on Intelligence

Frederick Berghoff, Chairman, National SIGINT Committee


Richard K. Betts, Professor, Columbia University

James Blaker, Special Assistant to the Vice Chairman, Joint Chiefs of Staff

James W. Boginis, Vice President, Management & Data Systems, Washington Special Projects Office, Lockheed Martin

Nancy Bone, Director, National Photographic Interpretation Center
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James V. Boone, Vice President, TRW Corporation

Adm. Jeremy Boorda, USN, Chief of Naval Operations

L. Paul Bremer, III, former Ambassador and State Department official

Kenneth Brody, President & Chairman, Export-Import Bank

Rear Adm. Thomas A. Brooks, USN (Ret.), Vice President, AT&T Corporation

Robert Bryant, Assistant Director, National Security Division, Federal Bureau of Investigation

Jon H. Bryson, Vice President, National Systems Group, Aerospace Corporation

Greg Burns, Senior Program Manager, Interactive Television, Microsoft Corporation

George Bush, former President of the United States

Albert Carnesale, Provost and Dean, John F. Kennedy School of Government, Harvard University

Vice Adm. Arthur K. Cebrowski, USN, Director for Command, Control, Communications & Computer Systems (J-6), The Joint Staff

George G. Chadwick, CEO, Deskin Research Group

Richard Cheney, former Secretary of Defense

A. R. Cinquegrana, Deputy Inspector General for Investigations, Central Intelligence Agency

Richard A. Clarke, Special Assistant to President for Global Issues, National Security Council Staff

Duane Clarridge, former Central Intelligence Agency official

Eileen Claussen, Special Assistant to the President and Senior Director for Global & Environmental Affairs, National Security Council Staff

Tyrus W. Cobb, President & CEO, Business Executives for National Security

Vance Coffman, President & COO, Space & Strategic Missiles Sector, Lockheed Martin

Charles Cogan, former Central Intelligence Agency official

William E. Colby, former Director of Central Intelligence
Raymond Colloday, Vice President, Business Development & Advanced Programs, Lockheed Martin

Frank Conahan, Special Assistant to Comptroller General for National Security & International Affairs, General Accounting Office

Larry Cox, Vice President, Washington Operations, David Sarnoff Research Center

Rear Adm. Michael W. Cramer, USN, Director of Naval Intelligence

Lt. Gen. Donald Cromer, USAF (Ret.), President, Hughes Space and Communications Company

William Crowell, Deputy Director, National Security Agency

Charles Curtis, Under Secretary of Energy

W. Bowman Cutter, Deputy Assistant to the President for Economic Policy, National Economic Council

Brian Dailey, Vice President, Business Development/Washington Operations, Space & Strategic Missiles Sector, Lockheed Martin

Paul Daly, Assistant Administrator for Intelligence, Drug Enforcement Administration

Dennis Deconcini, former Senator and Chairman, Senate Select Committee on Intelligence

Joan Dempsey, Director, National Military Intelligence Production Center, Defense Intelligence Agency

Jack Devine, Associate Deputy Director for Operations, Central Intelligence Agency

John P. Devine, former Deputy Director for Technology & Systems, National Security Agency

Arnold Donahue, former Chief, Intelligence Branch, Office of Management and Budget

Peggy H. Donnelly, Director, Agency Information Staff, Central Intelligence Agency

Darwin R. Drewyer, III, former Director of Personnel, Central Intelligence Agency

McClellan (Guy) DuBois, Director, Operations and Tasking Directorate, Central Imagery Office

Lawrence Eagleburger, former Secretary of State
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Martin Faga, Senior Vice President, MITRE Corporation; former Director, National Reconnaissance Office

Lt. Gen. Lincoln D. Faurer, USAF (Ret.), former Director, National Security Agency

Gen. Ronald Fogleman, USAF, Chief of Staff, U.S. Air Force

Gary Foster, former Deputy Director for Planning and Coordination, Central Intelligence Agency

Robert Gallagher, Office of Intelligence Liaison, Department of Commerce

Robert L. Gallucci, Ambassador-at-Large

Robert M. Gates, former Director of Central Intelligence

Toby T. Gati, Assistant Secretary of State for Intelligence & Research

Robert Gelbard, Assistant Secretary of State for International Narcotics & Law Enforcement Affairs

Richard Genet, Program Director, Imagery & Information Systems, GDE Systems

Regina Genton, Director for Intelligence Programs, National Security Council Staff

Clair George, former Deputy Director for Operations, Central Intelligence Agency

Roy Godson, Professor, Georgetown University

Daniel Goldin, Director, National Aeronautics & Space Administration

Allan E. Goodman, Professor, Georgetown University

Gary W. Goodrich, Associate Deputy Director for Science & Technology, Central Intelligence Agency

Jamie Gorelick, Deputy Attorney General of the United States

Art Grant, staff member, Senate Select Committee on Intelligence

Capt. William Gravell, USN, Chief of Information Warfare, (J6), The Joint Staff
David Gries, former Central Intelligence Agency official

Richard Haass, former Senior Director for Near East and South Asian Affairs, National Security Council Staff

Keith R. Hall, Executive Director, Intelligence Community Affairs; former Deputy Assistant Secretary of Defense (Intelligence & Security)

Morton H. Halperin, Special Assistant to the President and Senior Director for Democracy, National Security Council Staff

John Harney, former Assistant Director for Policy and Liaison, National Security Agency

Jeffrey K. Harris, Director, National Reconnaissance Office & Assistant Secretary of Air Force for Space

Richard L. Haver, Executive Director, Intelligence Community Affairs

Charles Hawkins, former Assistant to Secretary of Defense for Intelligence Oversight

Leo Hazlewood, Executive Director, Central Intelligence Agency

Donald J. Healey, former Central Intelligence Agency official

Terry Heil, Senior Vice President, E-Systems Corporation

Richard M. Helms, former Director of Central Intelligence

Jan P. Herring, The Futures Group

Philip B. Heymann, Professor of Criminal Law, Harvard Law School and former U.S. Deputy Attorney General

Michael Higgins, Technical Director, SAIC

Jimmie Hill, Deputy Director, National Reconnaissance Office

James Hirsch, former Deputy Director for Science & Technology, Central Intelligence Agency

Frederick P. Hitz, Inspector General, Central Intelligence Agency

Col. Douglas Hotard, USAF, Director, Information Warfare, Office of the Assistant Secretary of Defense for C3I

Maj. Gen. Patrick M. Hughes, USA, Director for Intelligence (J-2), The Joint Staff

Samuel P. Huntington, Professor, Harvard University
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**Adm. Bob R. Inman, USN (Ret.)**, former Deputy Director of Central Intelligence; former Director, National Security Agency

**Rear Adm. Lowell Jacoby, USN**, Director for Intelligence (J-2), U.S. Pacific Command

**Walter Jajko**, Assistant Secretary of Defense for Intelligence Oversight

**Robert Jervis**, Professor, Columbia University


**Joseph Kammerer**, Director for Planning, National Security & International Affairs Division, General Accounting Office

**Ambassador Mickey Kantor**, United States Trade Representative

**Barry Kelly**, former Special Assistant to the President and Senior Director for Intelligence Programs, National Security Council Staff

**Richard J. Kerr**, former Deputy Director of Central Intelligence

**Robert Kimmitt**, former Under Secretary of State for Policy and former Ambassador

**Ken Kobayashi**, General Manager, Systems Applications, Hughes Space and Communications Company

**Ken Kodama**, staff member, House Permanent Select Committee on Intelligence

**Dr. Annette Krygiel**, Director, Central Imagery Office

**Ellen Laipson**, Director for Near East & South Asian Affairs, National Security Council Staff

**Melvin Laird**, former Secretary of Defense
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Authorizing Legislation

Intelligence Authorization Act For Fiscal Year 1995

Public Law 103-359
October 14, 1994

Title IX—Commission on the Roles and Capabilities of the United States Intelligence Community

Sec. 901. Establishment.
There is established a commission to be known as the Commission on the Roles and Capabilities of the United States Intelligence Community (hereafter in this title referred to as the “Commission”).

Sec. 902. Composition and Qualifications.
(a) Membership.
(1) The Commission shall be composed of 17 members, as follows:
   (A) Nine members shall be appointed by the President from private life, no more than four of whom shall have previously held senior leadership positions in the intelligence community and no more than five of whom shall be members of the same political party.
   (B) Two members shall be appointed by the majority leader of the Senate, of whom one shall be a Member of the Senate and one shall be from private life.
   (C) Two members shall be appointed by the minority leader of the Senate, of whom one shall be a Member of the Senate and one shall be from private life.
   (D) Two members shall be appointed by the Speaker of the House of Representatives, of whom one shall be a Member of the House and one shall be from private life.
   (E) Two members shall be appointed by the Minority Leader of the House of Representatives, of whom one shall be a Member of the House and one shall be from private life.
   (2) The members of the Commission appointed from private life under paragraph (1) shall be persons of demonstrated ability and accomplishment in government, business, law, academe, journalism, or other profession, who have a substantial background in national security matters.

(b) Chairman and Vice Chairman.—The President shall designate two of the members appointed from private life to serve as Chairman and Vice Chairman, respectively, of the Commission.

(c) Period of Appointment; Vacancies.—Members shall be appointed for the life of the Commission. Any vacancy in the Commission shall not affect its powers but shall be filled in the same manner as the original appointment.

(d) Deadline for Appointments.—The appointments required by subsection (a) shall be made within 45 days after the date of enactment of this Act.
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(e) Meetings.
   (1) The Commission shall meet at the call of the Chairman.
   (2) The Commission shall hold its first meeting not later than four months after the
date of enactment of this Act.

(f) Quorum.—Nine members of the Commission shall constitute a quorum, but a lesser
number of members may hold hearings, take testimony, or receive evidence.

(g) Security Clearances.—Appropriate security clearances shall be required for members
of the Commission who are private United States citizens. Such clearances shall be
processed and completed on an expedited basis by appropriate elements of the executive
branch of Government and shall, in any case, be completed within 90 days of the
date such members are appointed.

(h) Application of Certain Provisions of Law.—In light of the extraordinary and sensitive
nature of its deliberations, the provisions of the Federal Advisory Committee Act
(5 U.S.C. App.), and the regulations prescribed by the Administrator of General Ser-
vices pursuant to that Act, shall not apply to the Commission. Further, the provisions
of section 552 of title 5, United States Code (commonly known as the “Freedom of
Information Act”) shall not apply to the Commission; however, records of the Com-
misson shall be subject to the Federal Records Act and, when transferred to the
National Archives and Records Agency, shall no longer be exempt from the provi-
sions of such section 552.

Sec. 903. Duties of the Commission.
(a) In General.—It shall be the duty of the Commission
   (1) to review the efficacy and appropriateness of the activities of the United States
   intelligence community in the post-cold war global environment; and
   (2) to prepare and transmit the reports described in section 904.
(b) Implementation.—In carrying out subsection (a), the Commission shall specifically
consider the following:
   (1) What should be the roles and missions of the intelligence community in terms of
   providing support to the defense and foreign policy establishments and how
   should these relate to tactical intelligence activities.
   (2) Whether the roles and missions of the intelligence community should extend
   beyond the traditional areas of providing support to the defense and foreign policy
   establishments, and, if so, what areas should be considered legitimate for intelli-
gence collection and analysis, and whether such areas should include for example,
economic issues, environmental issues, and health issues.
   (3) What functions, if any, should continue to be assigned to the organizations of the
   intelligence community, including the Central Intelligence Agency, and what
   capabilities should these organizations retain for the future.
   (4) Whether the existing organization and management framework of the organizations
   of the intelligence community, including the Central Intelligence Agency, provide
   the optimal structure for the accomplishment of their missions.
   (5) Whether existing principles and strategies governing the acquisition and mainte-
nance of intelligence collection capabilities should be retained and what collection
   capabilities should the Government retain to meet future contingencies.
   (6) Whether intelligence analysis, as it is currently structured and executed, adds suf-
ficient value to information otherwise available to the Government to justify its
continuation, and, if so, at what level of resources.
(7) Whether the existing decentralized system of intelligence analysis results in significant waste or duplication, and, if so, what can be done to correct these deficiencies.

(8) Whether the existing arrangements for allocating available resources to accomplish the roles and missions assigned to intelligence agencies are adequate.

(9) Whether the existing framework for coordinating among intelligence agencies with respect to intelligence collection and analysis and other activities, including training and operational activities, provides an optimal structure for such coordination.

(10) Whether current personnel policies and practices of intelligence agencies provide an optimal work force to satisfy the needs of intelligence consumers.

(11) Whether resources for intelligence activities should continue to be allocated as part of the defense budget or be treated by the President and Congress as a separate budgetary program.

(12) Whether the existing levels of resources allocated for intelligence collection or intelligence analysis, or to provide a capability to conduct covert actions, are seriously at variance with United States needs.

(13) Whether there are areas of redundant or overlapping activity or areas where there is evidence of serious waste, duplication, or mismanagement.

(14) To what extent, if any, should the budget for United States intelligence activities be publicly disclosed.

(15) To what extent, if any, should the United States intelligence community collect information bearing upon private commercial activity and the manner in which such information should be controlled and disseminated.

(16) Whether counterintelligence policies and practices are adequate to ensure that employees of intelligence agencies are sensitive to security problems, and whether intelligence agencies themselves have adequate authority and capability to address perceived security problems.

(17) The manner in which the size, missions, capabilities, and resources of the United States intelligence community compare to those of other countries.

(18) Whether existing collaborative arrangements between the United States and other countries in the area of intelligence cooperation should be maintained and whether such arrangements should be expanded to provide for increased burden-sharing.

(19) Whether existing arrangements for sharing intelligence with multinational organizations in support of mutually shared objectives are adequate.

Sec. 904. Reports.

(a) Initial Report.—Not later than two months after the first meeting of the Commission, the Commission shall transmit to the congressional intelligence committees a report setting forth its plan for the work of the Commission.

(b) Interim Reports.—Prior to the submission of the report required by subsection (c), the Commission may issue such interim reports as it finds necessary and desirable.

(c) Final Report.—No later than March 1, 1996, the Commission shall submit to the President and to the congressional intelligence committees a report setting forth the activities, findings, and recommendations of the Commission, including any recommendations for the enactment of legislation that the Commission considers advisable. To the extent feasible, such report shall be unclassified and made available
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to the public. Such report shall be supplemented as necessary by a classified report or annex, which shall be provided separately to the President and the congressional intelligence committees.

Sec. 905. Powers.
(a) **Hearings.**—The Commission or, at its direction, any panel or member of the Commission, may, for the purpose of carrying out the provisions of this title, hold hearings, sit and act at times and places, take testimony, receive evidence, and administer oaths to the extent that the Commission or any panel or member considers advisable.

(b) **Information from Federal Agencies.**—The Commission may secure directly from any intelligence agency or from any other Federal department or agency any information that the Commission considers necessary to enable the Commission to carry out its responsibilities under this section. Upon request of the Chairman of the Commission, the head of any such department or agency shall furnish such information expeditiously to the Commission.

(c) **Postal, Printing and Binding Services.**—The Commission may use the United States mails and obtain printing and binding services in the same manner and under the same conditions as other departments and agencies of the Federal Government.

(d) **Subcommittees.**—The Commission may establish panels composed of less than the full membership of the Commission for the purpose of carrying out the Commission’s duties. The actions of each such panel shall be subject to the review and control of the Commission. Any findings and determinations made by such a panel shall not be considered the findings and determinations of the Commission unless approved by the Commission.

(e) **Authority of Individuals to Act for Commission.**—Any member or agent of the Commission may, if authorized by the Commission, take any action which the Commission is authorized to take under this title.

Sec. 906. Personnel Matters.
(a) **Compensation of Members.**—Each member of the Commission who is a private United States citizen shall be paid, if requested, at a rate equal to the daily equivalent of the annual rate of basic pay payable for level V of the Executive Schedule under section 5316 of title 5, United States Code, for each day (including travel time) during which the member is engaged in the performance of the duties of the Commission. All members of the Commission who are Members of Congress shall serve without compensation in addition to that received for their services as Members of Congress.

(b) **Travel Expenses.**—Each member of the Commission shall be allowed travel expenses, including per diem in lieu of subsistence, at rates authorized for employees of agencies under subchapter I of chapter 57 of title 5, United States Code, while away from their homes or regular places of business in the performance of services for the Commission.

(c) **Staff.**
(1) In General.—The Chairman of the Commission may, without regard to the provisions of title 5, United States Code, governing appointments in the competitive service, appoint a staff director and such additional personnel as may be necessary to enable the Commission to perform its duties. The staff director of the Commission shall be appointed from private life, and such appointment shall be subject to the approval of the Commission as a whole. No member of the professional staff may be a current officer or employee of an intelligence agency, except that up to
three current employees of intelligence agencies who are on rotational assignment to the Executive Office of the President may serve on the Commission staff, subject to the approval of the Commission as a whole.

(2) Compensation.—The Chairman of the Commission may fix the pay of the staff director and other personnel without regard to the provisions of chapter 51 and subchapter III of chapter 53 of title 5, United States Code, relating to classification of positions and General Schedule pay rates, except that the rate of pay fixed under this paragraph for the staff director may not exceed the rate payable for level V of the Executive Schedule under section 5316 of such title and the rate of pay for other personnel may not exceed the maximum rate payable for grade GS-15 of the General Schedule.

(d) Detail of Government Employees.—Upon request of the Chairman of the Commission, the head of any Federal department or agency may detail, on a non-reimbursable basis, any personnel of that department or agency to the Commission to assist it in carrying out its administrative and clerical functions.

(e) Procurement of Temporary and Intermittent Services.—The Chairman of the Commission may procure temporary and intermittent services under section 3109(b) of title 5, United States Code, at rates for individuals which do not exceed the daily equivalent of the annual rate of basic pay payable for level V of the Executive Schedule under section 5316 of such title.

(f) Administrative and Support Services.—The Director of Central Intelligence shall furnish the Commission, on a non-reimbursable basis, any administrative and support services requested by the Commission consistent with this title.

Sec. 907. Payment of Commission Expenses.

The compensation, travel expenses, per diem allowances of members and employees of the Commission, and other expenses of the Commission shall be paid out of funds available to the Director of Central Intelligence for the payment of compensation, travel allowances, and per diem allowances, respectively, of employees of the Central Intelligence Agency.

Sec. 908. Termination of the Commission.

The Commission shall terminate one month after the date of the submission of the report required by section 904(c).

Sec. 909. Definitions.

(a) For purposes of this title—

(1) the term “intelligence agency” means any agency, office, or element of the intelligence community;
(2) the term “intelligence community” shall have the same meaning as set forth in section 3(4) of the National Security Act of 1947 (50 U.S.C. 401a(4)); and
(3) the term “congressional intelligence committees” refers to the Select Committee on Intelligence of the Senate and the Permanent Select Committee on Intelligence of the House of Representatives.
Statutory Issue Cross Reference Index

The Commission’s statutory charter, the Intelligence Authorization Act for Fiscal Year 1995, broadly directed the Commission to review the efficacy and appropriateness of the activities of the United States Intelligence Community in the post-Cold War global environment. In doing so, the Commission was asked to address 19 specific issues. The following index is provided to assist the reader in locating where each issue is discussed in the Commission’s report:

<table>
<thead>
<tr>
<th>Issue</th>
<th>Report Reference</th>
</tr>
</thead>
</table>
| (1) What should be the roles and missions of the intelligence community in terms of providing support to the defense and foreign policy establishments and how should these relate to tactical intelligence activities. | Chapter 1  
Chapter 2 |
| (2) Whether the roles and missions of the intelligence community should extend beyond the traditional areas of providing support to the defense and foreign policy establishments, and, if so, what areas should be considered legitimate for intelligence collection and analysis, and whether such areas should include for example, economic issues, environmental issues, and health issues. | Chapter 2 |
| (3) What functions, if any, should continue to be assigned to the organizations of the intelligence community, including the Central Intelligence Agency, and what capabilities should these organizations retain for the future. | Chapters 2-6  
Chapter 8  
Chapter 10  
Chapter 11 |
| (4) Whether the existing organization and management framework of the organizations of the intelligence community, including the Central Intelligence Agency, provide the optimal structure for the accomplishment of their missions. | Chapter 5  
Chapter 6  
Chapter 8  
Chapter 10 |
| (5) Whether existing principles and strategies governing the acquisition and maintenance of intelligence collection capabilities should be retained and what collection capabilities should the Government retain to meet future contingencies. | Chapter 7  
Chapter 11  
Chapter 13 |
| (6) Whether intelligence analysis, as it is currently structured and executed, adds sufficient value to information otherwise available to the Government to justify its continuation, and, if so, at what level of resources. | Chapter 8  
Chapter 1 |
| (7) Whether the existing decentralized system of intelligence analysis results in significant waste or duplication, and, if so, what can be done to correct these deficiencies. | Chapter 8 |
| (8) Whether the existing arrangements for allocating available resources to accomplish the roles and missions assigned to intelligence agencies are adequate. | Chapter 7  
Chapter 13 |
<table>
<thead>
<tr>
<th>Issue</th>
<th>Report Reference</th>
</tr>
</thead>
</table>
| (9) Whether the existing framework for coordinating among intelligence agencies with respect to intelligence collection and analysis and other activities, including training and operational activities, provides an optimal structure for such coordination. | Chapter 5  
Chapter 8  
Chapter 9 |
| (10) Whether current personnel policies and practices of intelligence agencies provide an optimal work force to satisfy the needs of intelligence consumers. | Chapter 6  
Chapter 9 |
| (11) Whether resources for intelligence activities should continue to be allocated as part of the defense budget or be treated by the President and Congress as a separate budgetary program. | Chapter 7 |
| (12) Whether the existing levels of resources allocated for intelligence collection or intelligence analysis, or to provide a capability to conduct covert actions, are seriously at variance with United States needs. | Chapter 2  
Chapter 13 |
| (13) Whether there are areas of redundant or overlapping activity or areas where there is evidence of serious waste, duplication, or mismanagement. | Chapter 7  
Chapter 13 |
| (14) To what extent, if any, should the budget for United States intelligence activities be publicly disclosed. | Chapter 14 |
| (15) To what extent, if any, should the United States intelligence community collect information bearing upon private commercial activity and the manner in which such information should be controlled and disseminated. | Chapter 2 |
| (16) Whether counterintelligence policies and practices are adequate to ensure that employees of intelligence agencies are sensitive to security problems, and whether intelligence agencies themselves have adequate authority and capability to addressed perceived security problems. | Chapter 2  
Chapter 6  
Chapter 7 |
| (17) The manner in which the size, missions, capabilities, and resources of the United States intelligence community compare to those of other countries. | Chapter 12 |
| (18) Whether existing collaborative arrangements between the United States and other countries in the area of intelligence cooperation should be maintained and whether such arrangements should be expanded to provide for increased burdensharing. | Chapter 11  
Chapter 12 |
| (19) Whether existing arrangements for sharing intelligence with multinational organizations in support of mutually shared objectives are adequate. | Chapter 12 |
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March 1, 1996

The President of the United States
The White House
Washington, D.C.

Dear Mr. President:

In accordance with section 904 of the Intelligence Authorization Act for Fiscal Year 1995 (P.L. 103-359), we hereby transmit the final report of the Commission on the Roles and Capabilities of the U.S. Intelligence Community.

The mandate of the Commission was to review the efficacy and appropriateness of the activities of the United States Intelligence Community in the post-Cold War global environment and to make such recommendations as the Commission considered advisable.

The Commission’s report, in fact, contains a number of recommendations for action by the Executive and Legislative branches. Separately enclosed are draft documents to implement these recommendations. Adoption of these proposals would, in the view of the Commission, produce a more effective, more efficient, and more responsive Intelligence Community to serve the nation’s interests.

For each of us appointed to the Commission, it has been an honor and privilege to have served.

Respectfully,

Harold Brown
Chairman

Warren B. Rudman
Vice Chairman
March 1, 1996

The Honorable Arlen Specter, Chairman
The Honorable Bob Kerrey, Vice Chairman
Select Committee on Intelligence
United States Senate
Washington, D.C. 20510

Dear Mr. Chairman and Vice Chairman:

In accordance with section 904 of the Intelligence Authorization Act for Fiscal Year 1995 (P.L. 103-359), we hereby transmit the final report of the Commission on the Roles and Capabilities of the U.S. Intelligence Community.
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The Aspin-Brown Intelligence Inquiry:
Behind the Closed Doors of a
Blue Ribbon Commission

Loch K. Johnson

During 1995–96, the United States conducted a major inquiry into the status of the nation’s intelligence agencies. Carried out by a high-level commission, chaired in succession by former secretaries of defense Les Aspin and Harold Brown, the inquiry’s avowed purpose was to determine how best to adapt the Intelligence Community to the challenging new world that had emerged following the end of the Cold War. The inquiry served other purposes as well, some having more to do with domestic politics than national security. The experience of the Aspin-Brown commission sheds light on the state of intelligence in the United States in the years immediately following the end of the Cold War and provides insights into why this nation was taken by surprise in the attacks of 9/11. Its history also offers lessons about the policy value of independent panels.

Despite the frequency of such commissions of inquiry, the scholarly literature on them is thin, especially in the realm of national security, where commission doors have generally been locked tight against scholars and reporters. What follows is a detailed, behind-the-scenes look into the Aspin-Brown inquiry. It will describe the commission’s internal dynamics and the kind of cooperation (or resistance) it received from outside institutions and individuals. It will also offer conclusions about the commission’s influence on intelligence.

Loch K. Johnson is Regents Professor of Public and International Affairs in the School of Public and International Affairs of the University of Georgia.

METHODOLOGY

This article is the result of archival research, interviews, and the personal observations and notes of the author, who served on the commission staff. The archival research included examination of public documents on intelligence; the interviews with commission members and staff took place during the inquiry and in the months after the commission issued its report. The author, the only academic on the staff, attended every formal commission meeting and most of its informal staff sessions and spent many hours privately with Chairman Aspin in the planning and startup of the inquiry. It is, in effect, an eyewitness account of a significant political event.1

1The author expresses his appreciation to the members and staff of the Aspin-Brown commission for discussing with him their views on the panel’s work. He thanks the CIA Publication Review Board for its prompt and helpful reading of the manuscript; he is grateful to Leena Johnson for her perceptive editorial suggestions and encouragement.
The idea of an Aspin-led intelligence commission did not sit well in some corners of Capitol Hill.

Besides, conservative lawmakers had a different intelligence agenda. When it came to the CIA, what most concerned them was not so much the quality of intelligence. That was a cerebral debate tailor-made for the brainy Les Aspin, “The Secretary of Analysis,” with a summa cum laude degree in history from Yale University, a Ph.D. in economics from the Massachusetts Institute of Technology (MIT), and a tendency “to look at all five sides of a triangle.” Rather, they worried about the hemorrhaging of America’s secrets to the Russians. In 1994, CIA investigators discovered that one of their own officers, Aldridge H. Ames, had spied first for the Soviet Union and then for Russia for more than a decade, revealing to the Kremlin details of hundreds of CIA operations and the names of US agents in Moscow. If the CIA were to be a subject of an investigation, this counterintelligence failure (conservatives reasoned) should be the focus.

The leader of the effort to block the Aspin initiative was the formidable Republican senator from Virginia, John W. Warner, the ranking minority member and vice chairman of the Senate Select Committee on Intelligence (SSCI). In February 1994, he had written a letter to President Clinton asking him to establish a task force to investigate the homeland security漏洞。
Ames case and, at the same time, reassure the public that the CIA remained a vital organization in the nation’s security. Clinton replied that he saw no need for a special investigation. Unhappy with Aspin’s role in the Somalia incident to begin with, the Virginia senator pushed Congress to create its own panel to serve as a counterweight to what might become an overly negative report by Aspin. Hearing about Warner’s plans, Aspin went to the senator’s office in an attempt to dissuade him. He greeted the senator with a big grin and his standard Wisconsin salutation, “Hey, whadda ya know?” This stab at charm often worked, but seemed to have no effect on Warner, so Aspin went straight to the point: two investigations would be redundant and wasteful. PFIAB could do the job. As a bargaining chip, he offered seats on the PFIAB commission to individuals of Warner’s choosing—including the senator himself.4

Warner rejected the offer and moved ahead with plans for a separate inquiry. He had an agenda in mind rather different from Aspin’s. The senator viewed a congressional inquiry as an opportunity to buoy up the CIA (based in Langley, Virginia, a part of his constituency), whose morale had dipped dramatically with the revelation of the Ames treachery. Warner was also concerned about the public calls of


Senator Daniel Patrick Moynihan (D-NY) for the outright abolition of the Agency, on grounds that it had demonstrated its uselessness by failing to forecast the fall of the Soviet Union in 1991. Reflecting Warner’s orientation, the SSCI staff director told the press that an alternative commission was needed to “rebuild the political consensus” in support of the CIA.5

Lawmakers also questioned whether the CIA had adequately pondered its post–Cold War mission. Director of Central Intelligence (DCI) R. James Woolsey had been unable to communicate a vision of the role intelligence should play in the new era—at least, to the satisfaction of SSCI members. “Warner’s commission proposal is the only way to get [the CIA] back on track, because Woolsey hasn’t put it there,” declared SSCI Chairman Dennis DeConcini, (D-AZ).6


6 Steven Komarow, “In Turnabout, the CIA Finds Itself under a Microscope,” USA Today, 15 July 1994: 5A.

Indeed, Woolsey’s cocksure personality, interpreted by some as arrogance, had managed to alienate key lawmakers—notably DeConcini, who accused him of “total obstructionism” with respect to the Congress.7 The DCI had been widely admonished on the Hill, too, for merely reprimanding 11 CIA officers in supervisory capacities over Ames rather than dispensing harsher penalties. As for PFIAB’s inquiry, some lawmakers were of the mind that since this panel was part of a White House already tarred by intelligence mistakes in Somalia, Congress could provide a better perspective. So ran the arguments for a second intelligence inquiry. Try as he might with several more visits to Warner and his colleagues, Aspin could not get this horse back into the barn.

In frustration, Aspin proposed in September 1994 a combined presidential-congressional commission, with the president choosing nine members “from private life” and the leaders of Congress selecting eight members (four “from private life” and four from Congress). It was a take-it-or-leave-it proposal: either this hybrid or two separate inquiries. Satisfied that he would have enough clout on the proposed commission (including his own membership) to rein in the Aspin faction, Warner agreed to the deal, sweetened further when Aspin agreed to name the SSCI’s general counsel, L. Britt Snider—

7 Ibid.
a Warner protégé—as staff director of the joint inquiry.

On 30 September, Congress approved the creation of the bipartisan “Commission on the Roles and Capabilities of the United States Intelligence Community” and the president signed the bill on 14 October, setting a 1 March 1996 deadline for the panel’s report. “I have warned for the last several years that if the Intelligence Community did not move boldly and publicly to change, that change would be forced upon it. That has now happened,” observed Woolsey’s predecessor, DCI Robert M. Gates.8 DeConcini predicted the panel could be of tremendous help—“if it doesn’t get co-opted by the Intelligence Community.”9 His counterpart in the House, HPSCI Chairman Larry Combest (R-TX), had a different concern: that “partisans” might “hijack” the commission “to validate their efforts to dismantle the Intelligence Community.”10

Starting Up the Commission

Membership. The Congress was quick to name its eight commission members: two incumbent senators, two incumbent representatives, and four private citizens. The presidential side of the new commission got off to a slower start. After more than two months of jockeying over who would be among the chosen few, the Clinton administration managed in December to present the names of its eight appointees to join the already announced commission chairman, Les Aspin. The administration’s slowness prompted the New York Times to warn in an editorial in January 1995 that unless the panel got moving it would soon be “road-killed,” run over by HPSCI, which was gearing up under Combest’s leadership to conduct a House probe into the state of intelligence.11 The House committee planned a set of hearings labeled “IC21,” short for the “Intelligence Community in the 21st Century.”

In addition to a few individuals who were already members of PFIAB, the presidential side of the commission’s roster included two former managers from a single intelligence agency (out of the then 13 in the Intelligence Community): the National Security Agency (NSA). Aspin’s original plan of an exclusively White House inquiry had been swamped by “outsiders,” with only five PFIAB people making it onto the 17-member panel.

As the White House sauntered toward the selection of its quota of commissioners, Aspin sifted through piles of curriculum vitae to assemble a staff. In the final compilation, nine of the 17 staff members had served in the intelligence agencies (six retired); six had worked on intelligence issues as Capitol Hill aides; one came from the Office of Management and Budget; and one from academe.

Planning. During January 1995, as the FBI established

---

As always with commissions, this one was constantly buffeted by external events.

The chairman maintained a steady flow of press releases on commission activities. He also made himself available for media interviews and lectures to organizations interested in intelligence issues, beginning with an American Bar Association breakfast in January. There he told the attorneys that the number one question facing the commission was “What is the Intelligence Community for?” He vowed to examine closely America’s intelligence “targets, organizations, costs.”

As always with commissions, this one was constantly buffeted by external events. In December 1994, DCI Woolsey resigned, grumbling about lack of access to the president. Deteriorating relations with Congress doubtless added to the DCI’s frustration in his job. So, as the commission began its work, the Intelligence Community was without a director. After the administration finally picked an Air Force general to replace Woolsey, the candidate was forced to withdraw amid innuendos that he had suffered ethical lapses. The next prospect, John M. Deutch, a former MIT chemistry professor and provost, and at the time deputy secretary of defense, publicly balked at leaving his job at the Department of Defense (DOD).

On 3 February 1995, more than three months after its creation, the commission held its first meeting in the staff conference room. Two members were absent, but the others visited amiably and with an air of excitement about the challenge before them. Aspin, looking rumpled as always, called the meeting to order and gave a brief history of the commission’s origins, skating over his early run-ins with Senator Warner. Staking out a position in favor of the status quo, Warner expressed his concern that some lawmakers were out to cut the intelligence budget. This would be unwise, he cautioned.

As the commissioners discussed the panel’s objectives and likely witnesses, national security adviser Anthony Lake arrived at the meeting by invitation of the chairman. He offered a list of topics he thought important to study. At the top: Do we have the right structure for the Intelligence Community? Are we keeping up with technological change? He observed that the administration would soon name a new DCI, as well as issue a presidential decision directive (PDD) on intelligence that would lay out the president’s priorities. Most likely, the new DCI would come up with his own plan for reform, Lake said, rather than be “brain dead” until the commission completed its work.

Aspin’s main concern in these start-up weeks was to think through how to organize the commission’s work. For help, he turned to his associates at RAND, the government-funded think tank that carries out research primarily on defense issues. It was a perfect symbiotic relationship: RAND saw the commission as a source of funding, and Aspin respected the expertise inside RAND that could help him structure the commission’s work. He asked RAND to set up a series of strategy sessions; the search was on for an analytic framework to guide the commission. “What should the Intelligence Community be doing now that the Cold War is over?” Here was the central question Aspin posed to the RAND experts.
‘We’ve got to establish intelligence targeting priorities,’ Aspin insisted.

Rand was not the only source of advice pouring into the commission. In January and February, the panel averaged 600 telephone calls a day from individuals (frequently job seekers) offering guidance on how the commission should proceed. A similar deluge of letters fell on the commission, some from retired generals and admirals, others from citizens concerned about civil liberties, a few from cranks. Think tanks and “beltway bandits” descended on the New Executive Office Building in search of government contracts, armed with fancy, four-color briefing books on how they would organize the panel’s work. Many of their ideas were good, but none of these policy entrepreneurs had the close ties to Aspin enjoyed by RAND, which ended up supplying the commission its chief set of outside consultants.

Prestigious study groups interested in intelligence reform sprang up, too, including forums at Georgetown University in Washington, DC, and at the Council of Foreign Relations in New York City. In March, the Georgetown group offered an impressive checklist of recommended reforms, high among them the consolidation of the nation’s military intelligence agencies.

By the end of February, the commission staff had drafted a “scope paper” meant to plot out the boundaries of the inquiry and, working in harness with RAND, had set down the “baseline” that Aspin sought. The framework consisted of four guiding questions:

1. What are the intelligence needs of the United States in the post–Cold War world?

2. What are the intelligence capabilities required to col-

---

lect, analyze, and disseminate such information?

3. To what extent do the existing capabilities compare with those needed to satisfy future requirements for intelligence?

4. To the extent that existing capabilities fall short, what changes—organizational, managerial, programmatic, or budgetary—should be made?

Finding answers to these questions became the staff’s abiding interest, which, in turn, led them to prepare long lists of specialists inside and outside the government who could help. The staff also initiated requests to each of the intelligence agencies asking them to provide documents that explained their “baseline” activities and budgets. And RAND forwarded the first of many “project memoranda” designed to help the commission in its planning. This opening memo suggested that the key question the commission should keep coming back to as it worked through its agenda was “how to make intelligence both more useful to customers, and more used by them.” RAND also came quickly to the crux of the organizational dilemma facing the DCI. “The current intelligence system is organized and dominated by the owners of collection systems,” noted the memorandum—“that is, by the suppliers.” Here were the gorillas in the stove-pipes undermining the more centralized coordination of intelligence that President Harry S. Truman had sought when he created a Central Intelligence Agency.

Interviews and Task Forces

On 1 March 1995, the staff held its first formal meeting, with Chairman Aspin presiding (and the only commissioner present). After reviewing the origins of the hybrid panel, he reprinted the good news/bad news remarks he had made to RAND. His grey-flecked eyes sparkling with intelligence, Aspin ended what had become a pep talk with the prediction that “we are going to learn a great deal as individuals and do some good things.”

The staff director, L. Britt Snider, announced that questions of oversight—keeping the secret agencies accountable—were off the table. That challenge would be left to others (presumably SSCI and HPSCI) to work out; instead, the commission was going to concentrate on how to improve intelligence gathering, analysis, and dissemination. Turning to the anticipated schedule, he said that for the rest of the year the commission would go through a “discovery phase” that would include a series of interviews, briefings, and formal hearings with experts.

Thus began a series of staff meetings, usually once a week, occasionally with Aspin presiding, but more often with Snider in charge. Now and then, RAND experts would sit in. In the absence of commissioners, the staff meetings were often freewheeling debates about important intelligence issues, no holds barred. “NSA is like a huge vacuum cleaner,” opined one staffer at a meeting, “it collects way too much information.” “Which is to say ‘NSA sucks,’” chimed in another before the former NSA officers on the staff came to their agency’s defense. During a session early into the inquiry, the staff director evoked Warner’s chief objective for the commission: Moynihan’s call for the abolition of the CIA had to be rebuffed. “Our goal is to sell intelligence,” Snider declared. “We have to establish a political consensus in the country favoring intelligence.”

By the end of April, the staff had conducted 66 interviews, mostly with intelligence officers, but also with a wide range of policymakers, academics, Hill staffers, and businesspeople (given the interest in economic intelligence that had become a fashionable topic in Washington). The staff recommended to Aspin, and he agreed, that—instead of all the staff and commissioners working on everything—the commission’s tasks be distributed to 11 task forces:

- Collection Priorities
- Macro-Organizational Issues
- Military Intelligence
- Restructuring
- Analysis and Production
- Programmatic Changes in Imagery
Earlier Panel on Intelligence

- Programmatic Changes in Signals Intelligence
- New Methods of Management
- Budget Process
- International Issues
- Personnel Policies
- Cats and Dogs (a catchall including covert action and counterintelligence)

The Briefings Begin

On 16 March, the commissioners convened for a series of briefings by a panel of intelligence officers on the nuts-and-bolts of the spy trade. After greeting the group, Aspin—a listener and a thinker more than a talker—turned the meeting over to Rudman, the vice chairman. A barrel-chested man with an air of confident command honed as a battlefield soldier in the Korean War, Rudman had gained some national notice since retiring from the Senate for his cochairmanship of the Concord Coalition, a group of private citizens interested in trimming the federal budget. He told the commission forcefully that they needed first to establish the “threshold questions.” Aspin nodded, “There are six to ten really critical questions. We need to talk those out.”

The commission welcomed its first briefer. Adm. William Studeman, the deputy director of central intelligence and (for the moment) acting DCI. He described intelligence as a “river of information, deep and wide. We receive thousands of intelligence reports every day.” After the admiral had outlined the various threats facing the United States, Aspin opened the floor for questions.

“What if we placed the entire intelligence budget under the control of the DCI?” former Democratic House majority whip Tony Coelho (CA) asked.

“Major heart attack at the DOD!” Aspin answered for Studeman.

The biggest of all the gorillas—the secretary of defense—would not passively accept a DCI’s encroachment on military intelligence spending. The admiral smiled in recognition of the tension between the DCI and the secretary of defense. The DCI had, in fact, only clear authority over the CIA and had to rely on the soft power of persuasion to convince other agencies to follow his lead.

The briefings spilled over into the next day when the commission convened again to hear from more intelligence managers, one of whom observed that the ties between intelligence officers and policymakers were strained and sometimes nonexistent. “If we were a business, we’d be out of business,” he said. “Our customer relations are terrible.”

Terrorism at Home

In March, the president managed to persuade John Deutch to accept the DCI nomination after all, with the hint that he might be favorably considered as a candidate for secretary of defense down the road. During his Senate confirmation hearings, Deutch said that he would “move immediately to consolidate the management of all imagery collection, analysis, and distribution.” He intended to streamline the way in which the United States used satellites to photograph intelligence targets, interpreted the pictures (“images”), and disseminated the information to policymakers. He vowed as well to rid the CIA of its old, cold warriors and change the Agency “all the way down to the bare bones.”

If the commission and the public needed any reminding of the importance of intelligence, they got it—tragically—on 19 April, when a truck filled with explosives blew up the federal building in Oklahoma City. “I think we are going to see more of this,” Studeman warned. Security tightened around the White House and the Executive Office Buildings, with the Secret Service now inspecting each vehicle entering underground parking

and prohibiting any trucks or vans from idling in front of the buildings. Aspin asked a commission staffer to prepare a study on the US counterterrorism capability. “Aerial terrorism” seems likely at some point,” a CIA counterterrorism specialist informed the aide—“filling an airplane with explosives and dive-bombing a target.” American was still six years away from comprehending the full implications of this warning, and how the right kind of passenger airplane—loaded with highly volatile aviation fuel—would serve well enough as a bomb.

At the Farm

To attempt some bonding of the diverse commissioners, Aspin decided to have the panel escape the hectic pace of Washington for a couple of days. The retreat took place in early May at the CIA facility in Virginia known familiarly as “the Farm” and used chiefly as a training site. The atmosphere had the desired effect. Open collars replaced starched white shirts and ties, and commissioners joked easily with one another. Almost all stayed for the full two days of briefings and discussions.

The sessions began with a panel of “case officers,” the foot soldiers of the CIA who lived abroad and recruited indigenous spies. They had a primary message: the CIA was being asked to do too many things. “Just say no!” seemed to be the theme. The featured speaker at the retreat was former DCI Gates. He reiterated the theme that CIA was overwhelmed by all the intelligence targets that had emerged since the end of the Cold War. He recommended that the commission establish a pared down list of intelligence priorities and propose a method by which policymakers could communicate their needs to intelligence managers with greater clarity. He urged, too, enhanced authority for the DCI over communitywide budgets and personnel, in order to overcome the centrifugal forces in the Intelligence Community.

On his checklist were these additional proposals: reduced redundancy among the eight military intelligence agencies; the construction of better connections among the “stovepipes” that the 13 agencies had become; consolidation of counterintelligence operations (Ames was the ghost in the room at many commission meetings); and greater attention to reform within the Directorate of Operations (DO).

During Q and A, Warner took the opportunity to underscore his philosophy about the commission’s charge. “A few of us were desperately concerned that someone was going to go in and cut up the intelligence budget,” he said. “This commission was meant to stop that—and it has succeeded. Our mission is to explain to the American people that intelligence is important.”

Deutch as DCI

The following week, Aspin had dinner with Deutch on the eve of his confirmation hearings, and the DCI nominee, an old friend of Aspin’s, asked for changes in the commission’s “scope paper” (now in its third iteration). Deutch wanted the commission to focus more on technical improvements in intelligence gathering. Clearly, he intended to take an active role in intelligence reform and, drawing on his cordial ties with Aspin, was not going to be shy about trying to shape the commission’s recommendations. In private asides during breaks in the commission’s meetings over the next month, some commissioners began to question what they feared was too close a relationship between the DCI and Aspin. The commission, they whispered, had to ensure a proper balance between independence and cooperation in its dealings with the new intelligence director.

On May 9, a couple of days after the Deutch dinner, Aspin showed up late for a staff meeting. “I’m not feeling well,” he mentioned to an aide, a worrisome comment since Aspin had a long history of heart problems (surgeons had implanted a pacemaker in 1993). But he was able to rally enough to listen attentively to the day’s witnesses. After their departure,
he summarized for the staff his dinner conversation with Deutch and asked them to strengthen the technical side of the commission’s scope paper, which would soon be distributed for comment to the White House, the intelligence agencies, and congressional officials.

That same day, without dissent, the Senate confirmed Deutch’s appointment as DCI and he left the Pentagon to take up his post at CIA Headquarters, soon dubbed “Deutchland” by insiders. After a four-month quietus, the Intelligence Community at last had a director again (although Adm. Studeman had filled in effectively). Deutch immediately called a “Town Meeting,” and the CIA’s top brass assembled in the 600-seat auditorium known as “the Bubble.” Reflecting his concentration on technical issues at DOD, Deutch spoke of “a new system for the management of both our military and intelligence satellite acquisition systems.” He predicted that “there would be no seam, in my view, between our efforts and the efforts of the [Aspin] commission...I don’t regard them as a problem; I regard them as an opportunity—as a help.”

The Loss of a Chairman

Between commission meetings, Aspin attended plays at the Kennedy Center and professional basketball games, played tennis once or twice a week, spoke at forums in DC and around the country, and was continuously on the telephone, asking experts for their thoughts on intelligence reform. He said nothing more about feeling unwell. Then, on the morning of 19 May he tried to rise from bed only to slump to the floor, the left side of his body paralyzed. Aspin had suffered a major stroke. Living alone, he somehow managed to telephone for help and was rushed by ambulance to the Georgetown University Medical Center. He could still speak lucidly when carried on a stretcher into the hospital, and initially there was hope he would survive; but, later in the day, his brain began to swell and he fell into a coma. The next evening, death claimed the chairman at age 56.

A cloud of despondency settled over the commission staff. Aspin had been the primary source of energy and direction for the inquiry, and, while his haphazard administrative style could be vexing at times, he had a warmth, intellect, and knowledge about national security affairs that had won over the staff’s respect and devotion. There was a feeling of great loss. Senator Rudman took over as interim chairman while the White House considered Aspin’s replacement. Rudman met with the staff on 22 May and assured them the commission would “continue on the same path that Chairman Aspin laid out.”

Rudman at the Rudder

Despite the loss, the commission had to move on. Rudman dropped his other obligations for a while and met with the staff leaders to keep the work on track. The briefings were now turning toward the testimony of policymakers—those on the receiving end of intelligence. What were their information needs? How well were they being served? Rudman assumed the position of acting chairman officially on 1 June, beginning a commission meeting with a moment of silence for Aspin. “There can be no better monument to Les than to move this work forward,” remarked Commissioner Coelho.

The star witnesses for the day were Secretary of Defense William J. Perry and former national security adviser Lt. Gen. Brent Scowcroft. Perry said that halting the proliferation of nuclear and other weapons of mass destruction had become the foremost intelligence and defense priority for the United States. He dwelled on the need for better HUMINT (“We focused too much on the Soviet Union, at the expense of places like Iraq, Iran, and North Korea”), and for better all-source coordination of intelligence gathering and analysis (“Nothing exists to bring it all together”). Many a witness lamented the woeful state of HUMINT, especially the lack of precise tasking (that is, carefully focused requests for information) from policymakers and the absence of good foreign language skills among case officers and
analysts. “We only have 26 Farsi speakers in the Intelligence Community right now,” a retired military intelligence manager informed the commission, “and only three are able to understand excited Muslims talking to each other.”

Scowcroft criticized the imbalance in intelligence spending that favored the military. “Now political intelligence is more important,” he argued. “What makes North Korea tick? What about the leaders of Iran?” Commissioner Zoe Baird asked Scowcroft how it was that some commissions succeeded and some failed. “It depends on the subject and the circumstances,” he replied. “President Reagan and the Congress were at loggerheads over the Commission on Strategic Forces in 1983. It went nowhere. There was another commission on defense management during the Reagan years that attracted little public interest, because the subject didn’t seem that urgent. Your commission suffers from that same lack of interest.” Still, Scowcroft viewed the Aspin inquiry as an “unusual opportunity” to sit down with the DCI and focus on his problems.

Joseph S. Nye Jr., the thoughtful assistant secretary of defense, followed Scowcroft on the agenda and informed the commission that, despite his interest in intelligence, he rarely had more than 40 minutes to read each day (between meetings) and only five minutes or so for intelligence reports. With a reported annual budget near $30 billion, agents all around the world, and spy satellites crisscrossing the heavens to provide information to Nye (an avid reader) and policymakers like him, he had only a few minutes to look at the intelligence product each day! It was sobering testimony. Nye also complained that he got “a lot of information, but not a lot of insight” from the intelligence reports he received.

By mid-June, the commission had brought its discovery phase to an end and had entered a phase of analysis—trying to figure out what all the information it had gathered meant in terms of possible reforms. This endeavor would last through the summer. The centerpiece for moving the work forward was the task force. More motivated commissioners attended task force meetings of interest to them and some asked for the creation of additional task forces, including one on intelligence and law enforcement (of special interest to Baird). The staff decided to prepare special “options papers” as well, so the commissioners could select which of several possible reform directions they would like to pursue. The staff would continue to meet with experts periodically, but most of its attention was now concentrated on report writing and interactions with commissioners to make sure their views were well reflected in the drafts.

Rudman played an important role during June in “working the Hill,” meeting with key legislators (particularly on SSCI and HPSCI) to keep them informed of the commission’s progress. His busy law practice prevented him from giving the commission the steady attention that Aspin had invested, however, and it was clear a more fully engaged chairman was desperately needed. Yet the White House had failed to come up with a replacement for Aspin. For a month, from mid-June to mid-July, the commission had little direction from the top.

During a brief burst of interest in the subject of intelligence, on 13 July the White House picked a replacement for Aspin: Harold Brown, secretary of defense during the Carter administration. The next day Clinton made a rare presidential visit to CIA Headquarters. Under a sizzling noon-day sun, he stood between Deutch and the First Lady on a platform set up in the courtyard in front of the Original Headquarters Building and addressed the Agency’s VIPs. As if written by Senator Warner, the speech was a rallying cry to boost morale among intelligence officers, still reeling from the Ames spy case. The president reminded the audience that Ames’s deceit was a
“terrible exception to a proud tradition of service” at the CIA. “Every morning I start my day with an intelligence report,” he said, adding a further reassurance: “I believe that making deep cuts in intelligence in peacetime is comparable to canceling your health insurance when you’re feeling fine.”

Brown Takes Over

In addition to his service as secretary of defense, Harold Brown had been director of defense research and engineering in the Pentagon during 1961–65 and president of the California Institute of Technology during 1969–77. Like Deutch (who had recommended him to the White House), he was a bona fide “techie” with a strong interest in intelligence “hardware,” from surveillance satellites to reconnaissance aircraft. He held the commission gavel for the first time on 14 July, and the panel soon found itself under quite a different style of leadership than Aspin’s.

Brown wasted no time in establishing a commanding presence. While Aspin had been informal and casual, with his tie askew and his body hunched over the table, Brown sported cufflinks and a tie pin, and sat erect. Aspin was soft-spoken and content to let others talk; Brown had a persuasive, even intimidating, way of expressing himself and soon began to dominate commission meetings (see Figure 1). Aspin had a reputation for brilliance—perhaps the brightest of all the secretaries of defense—with a flypaper memory for facts and figures.

For the most part, though, it was business as usual on the commission. Most of its schedule had already been worked out under Aspin, as had the task force top-ics. Brown needed only to preside, give authoritative backup for staff decisions, and, above all, pull the report together by March and sell it to Congress. Yet, clearly he intended to preside with a strong hand—at least when he was around. It soon became clear that Brown would not match Aspin’s steady presence. Aspin had thrived on the work of the commission; here was the joy of high policy—and a chance to win back his good reputation, sullied by Somalia and his forced resignation. In contrast, the Washington rumor mill suggested that DCI Deutch had twisted Brown’s arm to take the job. The commission had inherited a forceful, yet reluctant, chairman, whose hectic consulting schedule would keep him away from the nation’s capital most of the time, including the entire month of November.

A Second Retreat. Before Brown arrived, Rudman and the staff had already decided to hold another retreat to corral the commissioners for an intensive workshop on the composition of the final report, especially regarding the recommendations the commissioners wanted to make. “This retreat will probably be our most important meeting,” Rudman told the staff. Then, near the end of the commission’s inquiry, would come one day of public hearings. “Les wanted the public to have a chance to be heard and I agree,” Rudman said to the staff before Brown took over. “Besides,” he noted, “this will be a self-protective exercise.” That is, the
commission would be able to claim a certain degree of openness to outside views—an opportunity to offer symbolic reassurance to the public (a common role of commissions) that the intelligence agencies were back on track.

Ironically, in August just before the retreat and long into its life, the commission finally addressed one of the major drivers of its creation: the Ames affair. A CIA officer who had helped crack the case warned commissioners that “we’re never going to stop people from ‘volunteering’ [i.e., spying for the enemy]. We just have to learn how to catch them earlier, and to encourage people to report on those engaged in suspicious activities.”

In September, the commission convened for the retreat at a conference center in Leesburg, Virginia, near Dulles Airport. The staff realized they were unlikely to gain a consensus around every issue, but the sessions would provide them with a valuable sense of where the commissioners stood. For two days, the staff presented options to the commissioners (sans Warner and Senator James J. Exon [D-NE]) and received a good reading on what topics and recommendations they wanted to include in the final report. No votes were taken; the idea was to identify worthy recommendations through discussion. “We should say the honest thing,” Rudman said, “not pull any punches. But let’s also be realistic. No sense putting up something that is going to go nowhere.”

The commissioners went in a dozen different directions, spending most of the first morning on a topic that was not even on the main agenda: economic intelligence, weighing whether the CIA should spy on behalf of US business (with widespread opposition to the idea). Covert action—from propaganda to paramilitary operations—caused the most fireworks, with little consensus for or against. “It’s a dirty diaper pail,” a commissioner concluded. Disputatious, too, was an idea floated to consolidate all technical intelligence under one command. “Wait, IMINT is different from SIGINT!” objected a techie commissioner who balked at lumping together photographic intelligence with telephone intercepts. One thing was certain: with three commissioners on the panel and two senior staffers on the commission, the NSA was unlikely to lose its control over signals intelligence. Discussion of the intelligence budget also produced sparks, with different factions in favor of downsizing, increasing, or holding spending exactly where it was. Brown grew fidgety during these clashes, his right fist doubled and pumping up and down on the arm of his chair.

“We are in danger of becoming a status quo commission,” Coelho warned.
“We will have some changes.” Brown replied, with an edge to his voice.

“According to whom? The DCI? The SecDef?”

The chairman’s jaw hardened. “Let’s put this discussion off to later.”

On the last day of the retreat, Brown reviewed the topics the commission had decided were most important. The list included: economic intelligence; the relationship between law enforcement and national security; covert action; whether the office of DCI should be strengthened; whether to consolidate the military intelligence agencies; personnel issues; improving the management of space surveillance (Deutch’s pet project); whether to declassify the aggregate annual intelligence budget figure; whether to trim the budget; whether policy departments and agencies that wanted intelligence should be charged a fee by the DCI; oversight (revived as a commission subject, at the insistence of Representative Porter Goss [R-FL]); counterintelligence (the Ames problem); and the state of HUMINT. Commissioner Paul Wolfowitz saw these last two issues as “the most spectacular failures going into this inquiry.”

Brown was leery of trying to pass a new law to increase the DCI’s authority at the expense of the 800-pound gorilla in the Pentagon: the secretary of defense. “It is really telling the secretary of defense how to run his shop; so as a member of the club, I’m of two minds about that.... I would not want to write this into legislation, but,” he added lamely, “rather urge the secretary of defense to make those changes.”

“I think we’ve made a very important start,” Rudman concluded at the end of the fourth day, “but there is a lot more to be done.”

Preparating the Final Report. The glamorous activities were now over; no more government celebrities visiting the premises, no more retreats, no more foreign trips (commissioners and staff had traveled to consult intelligence services in Europe, Israel, Canada, Australia, and the Far East). Now it was time for the staff to prepare the final report, in continual dialogue with those commissioners who had shown an interest in specific topics. In October, the staff huddled with clusters of commissioners in the conference room, trying to hammer out exactly what language and recommendations the members desired. Goss’s concern about oversight received added attention when newspaper reports revealed that the National Reconnaissance Office had played shell games with its funding, misleading the Congress on how its money was being spent.

Also in October, Brown and Rudman visited Congress to bring key legislators up-to-date—an unsubtle form of lobbying—and to solicit their opinions. Brown told the lawmakers that the commission would make four or five significant recommendations, related to the DCI’s authority, law enforcement, satellites, personnel, and military intelligence. “By significant, I refer to the number of persons who will be upset,” he joked: “the more outcry, the more significant the recommendation.” The lawmakers kept their cards close to their vests, although HPSCI Chairman Combist said he would not release his “IC21” report until April 1996 (a month after the planned publication of the commission’s report). Senator Moynihan was as feisty as ever and, while he backed away from his earlier public statement that the CIA should be dismantled, he offered a spate of reform proposals. He singled out “analysis” for special criticism, complaining that the process had “too much bureaucratic layering.”

To satisfy the staff’s ongoing quest for directions on how commissioners wanted the report written, the commission assembled once a month during the winter to hear staff briefings on

specific topics. Only the techies—plus Democratic fundraiser and now commissioner Stephen Friedman, who had begun to display a voracious interest in all topics before the commission—showed up for the technical briefings, like one on the possible consolidation of imagery operations. More understandable and sexier subjects, such as covert action, drew larger crowds of commissioners. At one session, in an uncommon conservative-liberal alliance, Goss emphasized, seconded by former Senator Wyche Fowler (D-GA), that “We need strong language on oversight.” “We haven’t spent enough time on counterintelligence,” Friedman complained, as around and around the table flew a bevy of policy pleas, caveats, and declarations.

At another session the prickly issue of budget cuts came up again. Representative Norman D. Dicks (D-WA) and Goss opposed the 15 percent spending reduction over 10 years recommended by a commission subcommittee led by former NSA director Gen. Lew Allen. “We ought to stabilize intelligence, not cut it,” argued Dicks, who represented a district in the state of Washington where spy satellites were built. “That kind of cut wouldn’t muster 100 votes on the Hill.” Coelho and Fowler countered that the commission should do what is right, not what might be politically palatable; cuts were the right thing to do, since (in Fowler’s words) “appetites [for more money] are insatiable...the public expects savings.” The debate made it clear that the Dicks-Goss faction had the votes on the commission if it came to a formal division, including most importantly Chairman Brown’s. Gen. Allen eventually threw in the towel: “If I can’t convince you to save money, then, okay, I’ll go along.”

These meetings made it clear that on a good many issues the staff would face challenges trying to find common ground among commissioners for the final report. Moreover, when the report was finished, the commissioners would need to build a consensus outside the panel. “We have to sell this report to the public and the media,” Rudman reminded his colleagues in December. “And to the DCI,” Dicks added.

In the midst of partisan wars that had broken out in the nation’s capital—this was the autumn in which the president closed down federal agencies and departments in a budget feud with House Speaker Newt Gingrich (R-GA)—the commission staff continued to polish drafts of the final report. Then, on 18 January 1996, the panel convened to prepare for its public hearing the next day. The commissioners went through the report chapter by chapter. Warner opposed personnel downsizing, since the CIA’s “morale is very low,” he warned. He also advised the commission to drop most of the language about enhancing the intelligence role of the United Nations, a “hot button” issue that, in his opinion, would discredit the report on the Hill. He was prepared, though—however reluctantly—to allow disclosure of the aggregate intelligence-spending figure, but without further budget details. Several of the commissioners thought the staff language in the report was too critical of the intelligence agencies. “Remember the underlying reason for the commission,” Warner stressed: “to restore confidence in intelligence.” Goss agreed: “We shouldn’t paint such a black picture. I’m not trying to whitewash, but let’s tone this down.”

The commissioners often got sidetracked, at one point spending 20 minutes on how to define intelligence. A senior staffer whispered to a colleague: “This will be like drafting a National Intelligence Estimate: we’ll get the lowest common denominator.” The wide range of views on the commission and the hope for consensus did seem to have the effect of blurring important issues—a common criticism of commissions.15 “This will be viewed as an extraordinary apologia for the Intelligence Community,” Fowler cautioned, drawing grimaces from Goss and Warner. “We don’t say enough about counterintelligence,” Fowler continued. “What about covert action? What about environmental intelligence? And the stuff on economic intelligence strains credulity.”

“We’ve got to move along,” Brown insisted. “I plead for self-restraint,” Rudman seconded. “We’d all write this differently.”

“Yes, but we need to be comfortable with this report if our names are going to be on it,” retorted Coelho.

Nerves frayed, the commissioners took a break. When they returned, Friedman raised the subject of consumer-producer relationships. “There seems to be a high correlation between consumer satisfaction [with intelligence] and a close personal relationship between intelligence officers and policymakers,” he observed. The implication was that the commission needed to find ways to get the two groups to interact more frequently. Other commissioners advanced their favorite proposals, most of which Brown dismissed brusquely. These included Fowler’s ideas for more extensive economic intelligence gathering, as well as tighter restrictions over paramilitary action.

The budget received the most attention. “We better try to cut 5 percent if we are going to have any credibility—except with the defense contractors,” Rudman suggested. Goss was not convinced. “It’s more difficult to track a bunch of snakes [emerging world threats] than one dragon [the Soviet Union during the Cold War],” he said, paraphrasing a metaphor made popular by Woolsey. “Therefore, we need more money for intelligence, not less.” Once again, forces pulling in opposite directions seemed to leave the commission stuck in the middle with the status quo. One of the few budget matters most commissioners could agree on was the release of the aggregate annual budget figure. “Nothing will give us more credibility than releasing the top figure,” said Rudman. “We’ll look silly if we don’t,” Brown agreed.

By the time the commissioners had worked their way through the full draft, they looked exhausted. “My head is exploding,” Fowler commented to a staffer on the way out of the conference room. “These people [the commissioners] don’t understand that the press and the public are going to be interested mainly in accountability, covert action, and counterintelligence, not dry, sterile treatises on bureaucratic changes—moving boxes from here to there.” His face was a portrait of dismay.

The commission’s last meeting to gather testimony took place on 2 February, with only a single witness: DCI Deutch, who was being given an opportunity to present his own reform plans, many of which paralleled those of the commission. After his departure, the commissioners returned to their discussion of the final report. Brown sarcastically punctured the idea of increased funding for environmental intelligence, an idea advanced by Fowler. “While there are hard targets [dangerous states and terrorist groups],” he scoffed, “we should spend time on the environment?”

Moving through each chapter, commissioners commented as they saw fit. If their suggestions perked interest from other members, discussion led to changes in wording, unless Brown or Rudman expressed opposition—the kiss of death. Late in the afternoon, Brown called for a formal vote on the report. There were no dissenters. The smiles on the faces of staffers lit up the conference room.

The Commission Reports.
After several more weeks of fine-tuning, with drafts sent out to commissioners for comments, the report was ready for printing in mid-February. Though some were unhappy with the compromises that had been made, each commissioner signed the report and, on the morning of 1 March, gathered in the Oval Office to brief the president. Even Senator Exon—normally AWOL—miraculously appeared for the occasion.
When it came to the powers of the DCI, Brown had successfully blocked any effort to turn the DCI into an 800-pound gorilla.

sumers, notably by creating better liaison ties between policymakers and intelligence officers. In addition, the commissioners advocated the creation of a Foreign Intelligence Committee within the framework of the National Security Council (NSC), to highlight targeting priorities for the president and to review the propriety of intelligence ties to particularly unsavory foreign agents; and another NSC committee to review disputes between the DCI and law enforcement officials over the best way to share the handling of individuals suspected of endangering the nation’s security—all efforts to seek ways through the often tangled lines of existing bureaucracy.

When it came to the powers of the DCI, Brown had successfully blocked any effort to turn the DCI into an 800-pound gorilla capable of standing up to the secretary of defense. Instead, the commission proposed creation of special intelligence deputies to assist the DCI—a modest attempt to offset the strong centrifugal forces in the Intelligence Community and to provide a modicum of symbolic reassurance to reformers that at least something was being done to help the nation’s intelligence chief cope with the fragmentation of the Intelligence Community. In this same spirit, the commission recommended that the DCI be given a little more say over who would be appointed to head each of the dozen other intelligence agencies beyond the CIA (led by the DCI), but only in concurrence with—that is, with the possible veto of—the relevant cabinet secretary, in contrast to the DCI having the final say over the selections. Nor would the DCI have final say over the budgets for each of the intelligence agencies. Some Director of Central Intelligence!

Brown spoke of the personnel changes the commission had in mind, whereby the secretary of defense and the DCI would be given a brief period of time to weed out people through generous retirement benefits. As Brown would explain to the American Bar Association later in the month, this proposal could be “the toughest one of all to get through, because people don’t like their rice bowls cracked.” Brown referred to some technical reforms as well, including a measure to sell spy satellites to friendly nations with an arrangement to share the product.

As for saving money, the commission took the easy way out, suggesting that Congress and the executive branch should think of ways to trim overlap and waste—as if that responsibility had not been part of the commission’s charge in the first place. The commission leaders gave a nod to the need for better oversight,
and, introducing the proposal meant to be the climax of the press conference, they endorsed release of the aggregate budget figure. After all, Brown explained, as he glanced wryly around the assembled press corps, “you’ve got to throw meat to the lions every once in a while—otherwise, they’ll eat people.”

Public Reaction.
The editors of the New York Times quickly dismissed the “anodyne” report for its lack of “imagination and courage.” The commission had displayed the “the spine of a rag doll,” according to the newspaper, by leaving “a flawed system essentially intact.” Intelligence officers interviewed by the Times said the report was “underwhelming.” Nor were intelligence scholars impressed; the report offered only limited insight or reform, according to the widely shared assessment. One critic berated the commission for arguing “that we need everything and since everything is expensive, we need to spend just as much as before.”

Nor did these limited reforms travel far in the hurly-burly politics of Washington, despite Rudman’s hopeful handwritten inscription on HSPCI Chairman Combest’s copy of the report: “Get it done!” In the Intelligence Authorization Act for FY 1997, lawmakers granted the DCI his new deputies, but their roles have remained limited. The act also provided the DCI’s Community Management Staff with a larger staff and more funding; however, the Pentagon, along with the Senate and House Armed Services Committees, ganged up to halt more serious measures to give the DCI real muscle, such as transferring the DOD’s HUMINT assets to the CIA. Even DCI Deutch, now eyeing the top Pentagon office himself, backed away from the idea of giving too many powers to the DCI, powers he might later want to have for himself.

Dispirited, Deutch left the CIA in December 1996, observing that the DCI position had been so frustrating that he should have followed his initial instinct not to be “pushed into” the job. He fell short in his bid to become secretary of defense, having alienated the White House over a public disagreement about the effects of Clinton’s policies toward Iraq.

The Intelligence Community was, in sum, largely unaffected by the Aspin-Brown inquiry—or, for that matter, the similar reform proposals of “IC21.” The Intelligence Community’s budget remained intact; counterintelligence and counterterrorism received little attention; the limits of covert action were never defined; the weaknesses in accountability went largely unaddressed; and the DCI’s powers remained stunted. It would take the tragic events of 11 September 2001 to bring about stronger demands for intelligence reform.

Conclusion
Notwithstanding its negligible immediate effects on the Intelligence Community, the commission did lead to tangible results. Presidential commissions have a multiplicity of functions. Traditionally, they offer symbolic reassurance, provide information to shape policy, educate experts and the general public, and allow delay—a “cooling-off” period—as a problem is further studied. While the Somali disaster had prompted Aspin’s interest in an intelligence inquiry, most members of the commission initially were concerned chiefly with the Ames case and—in light of Moynihan’s widely reported attack against the CIA for failing to predict the fall of the USSR—with providing legitimacy to the intelligence mission. The commission’s final report reassured the public on

---

The commission also shaped intelligence policy by publicizing and giving legitimacy to the idea of strengthening the DCI’s authority.

Certainly the commission helped educate experts and the public alike on intelligence issues, even if the Times and other critics remained unimpressed. The serious debates held by the commission allowed members and staff to learn more about the intricacies of intelligence. In this sense, the commission served as an advanced leadership training ground for participants. When Fowler became US ambassador to Saudi Arabia soon after the inquiry, his expanded knowledge of intelligence proved useful. This was true, as well, for Dicks and Goss in their intelligence oversight duties in HPSCI (whose chairmanship Goss assumed in 1997). Wolfowitz became deputy secretary of defense in 2001; David H. Dewhurst, the head of the Texas Office of Homeland Security in 2002; and staff director Snider, the CIA’s inspector general—all better in their jobs (and perhaps helped into those jobs) by their experience on the commission. Further, largely through media reprises, the public acquired a better comprehension of intelligence organizations, budgets, and activities, as presented in the commission’s final report; and scholars were handed an important archive in a field where data are difficult to acquire.

The goal of delaying decisions about intelligence was a factor, too. A senior staffer on the commission remarked to a colleague midway through the investigation that the Aspin-Brown panel was all about “gaining time.” While the Clinton administration searched for a new DCI, considered how to prevent another Ames, and tried to head off Moynihan’s calls for shutting down the CIA, the creation of a commission gave the public a sense that something was being done about these issues. “The irresponsible cries for cuts in intelligence have faded,” Senator Warner observed happily at a commission meeting just before release of the final report. As he rose to leave for another appointment, he turned to Brown, smiled, and said, “The commission has fulfilled the original objective; I commend you.”

It should be emphasized, too, that the DCI and the intelligence agencies were hardly passive players before, during, or after the commission’s existence. The first post–Cold War DCI, Robert Gates, as early as 1991, had already made dramatic changes in the orientation of the CIA by shifting resources away from Russia as a target and toward new threats—especially global weapons proliferation. Similarly, the NSA director took steps to prepare his agency for changes in technology affecting...
electronic surveillance (notably the trend toward the use of fiber-optic transmissions); the CIA's Counterintelligence Staff adopted important reforms to lessen the likelihood of another Ames; Deutch pursued his consolidation of space surveillance; and Tenet moved to expand the nation's HUMINT capabilities in regions of the world largely ignored during the Cold War.

Yet, DCIs found change difficult in some areas and this case study stands as a reminder of the limitations of commissions as instruments of policy change, especially in a political system characterized by the sharing of power among institutions and the existence of well-placed defenders of the status quo who are able to thwart unwelcome recommendations (as did the members of the Armed Services Committees, who supported the secretary of defense's position against augmenting the DCI's authority).

Overcoming the fragmentation of the Intelligence Community posed the greatest challenge to the Aspin-Brown commission. It fell short of achieving the all-source integration of intelligence that some reformers, on and off the commission, hoped to see (and that might have prevented the 9/11 attacks from succeeding). Still, the commission did shift the debate among national security experts toward considering that point-of-view more seriously. The groundwork done by the Aspin-Brown commission, along with the terrorist attacks of 9/11, made it more palatable for PFIAB under Scowcroft's leadership in 2002 and the Kean panel in 2004 to advance the cause of a stronger DCI and a more cohesive Intelligence Community. President Truman's elusive goal of a genuinely central intelligence is, thus, nearer at hand than ever before and the commission deserves a place alongside other key moments in the modern history of US intelligence from the creation of the Intelligence Community in 1947 to the just-concluded work of the Kean commission.
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